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Chapter 1. Introduction

1. Introduction

1.1. Read this guide if ...

Read this guide if you need to configure or manage:

« An Entrust Hardware Security Module (HSM).

+ An associated Security World. nShield hardware security modules use the Security
World paradigm to provide a secure environment for all your HSM and key manage-
ment operations.

The nShield HSM is connected to a network by an Ethernet connection. Each HSM is config
ured to communicate with one or more client computers on the network. You can also con-
figure clients to make use of any other network-connected HSMs on the network, as well as
locally connected HSMs.

All nShield HSMs support standard cryptography frameworks and integrate with many stan
dards based products.

This guide assumes that:

+ You are familiar with the basic concepts of cryptography and Public Key Infrastructure
(PKI)

- You have read the Installation Guide.

+ You have installed your nShield HSM.

o Throughout this guide, the term Installation Guide refers to the particu-
lar Installation Guide for your product.

1.2. Terminology

The nShield Connect is also referred to as the hardware security module or the nShield
HSM.

This guide refers to other nShield HSMs by type:

nShield HSMs nShield HSM type
Connect, Connect +, Connect XC, 5¢ Network-attached HSMs
Solo, Solo +, Solo XC, 5s PCle HSMs

Edge USB-attached HSMs
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1.3. Model numbers

Model numbering conventions are used to distinguish different nShield hardware security

devices.

Model number Used for

NH2047 nShield Connect 6000

NH2040 nShield Connect 1500

NH2033 nShield Connect 500

NH2068 nShield Connect 6000+

NH2061 nShield Connect 1500+

NH2054 nShield Connect 500+

NH2075-B nShield Connect XC Base

NH2075-M nShield Connect XC Medium

NH2075-H nShield Connect XC High

NH2082 nShield Connect XC SCAP

NH2089-B nShield Connect XC Base - Serial Con-
sole

NH2089-M nShield Connect XC Mid - Serial Console

NH2089-H nShield Connect XC High - Serial Con-
sole

NH3003-B nShield Connect CLX Base - Serial Con-
sole

NH3003-M nShield Connect CLX Mid - Serial Con-
sole

NH3003-H nShield Connect CLX High - Serial Con-
sole

nC2021E-000, NCE2023E-000 nToken PCle

1.4. Security World Software

The Security World for nShield is a collection of programs and utilities, including the hard-
server, supplied by Entrust to install and maintain your nShield security system.

Entrust provides the firmware that runs on the nShield HSM, and software to run on each
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client computer. The nShield HSM is supplied with the latest version of the HSM firmware
installed. For more information about:

+ Upgrading the firmware, see Upgrading the image file and associated firmware.

- Installing and configuring the software on each client computer, see the Installation
Guide and Client Software and module configuration.

« The supplied utilities, see Supplied utilities.

« Maintenance of your nShield hardware, see Maintenance of nShield Hardware.

1.4.1. Software architecture

The software, firmware, and utilities have version numbers and there is also a version num-
ber for the World which refers to the World data that is stored in encrypted form on the
client computer, typically in the NFAST_KMDATA directory or on the RFS. This data includes
information concerning the World itself and also concerning each key that was created
within that World. The World version created is determined by the version numbers of the
software and firmware used when it was first created, see Creating and managing a Secu-
rity World.

The latest World version is version 3. You can query the version of the World loaded on your
system by using the command kmfile-dump.

1.4.1.1. Hardserver

The hardserver software controls communication between the internal security module and
applications on the network.

Separate instances of the hardserver run on the unit and each client that is configured to
work with the unit. There is a secure channel, known as the impath, between the two soft-
ware instances, which forms a single secure entity for transferring data between the unit
and the clients. See also Compatibility issues.

The unit's hardserver is configured using the front panel on the unit, or by means of
uploaded configuration data. Configuration data is stored on the unit and in files in a spe-
cially configured file system on each client computer. For more information about using:

+ The front panel to configure the unit, see The front panel interface

« The specially configured file system to configure the unit and the client, see Client Soft

ware and module configuration.

1.4.1.2. Remote file system (RFS)
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Each unit uses a remote file system (RFS). You can configure the RFS on any computer, but
it is normally located on the first client that is configured. The RFS contains:

« The master configuration information for the unit
+ The Security World files
+ The key data.

Do not copy the master configuration to file systems on other clients. You can copy Secu-
rity World files and key data to other clients to allow you to manage the unit from more
than one client. To make it available to the unit, copy to the RFS the data for Security
Worlds, cards or keys that you create on a client that does not contain the RFS.

1.4.1.3. Security World Software

The Security World Software is a collection of programs and utilities that you install on the
client and use to maintain the nShield security system. The Security World Software
includes the following:

« The appropriate installer for the client platform
« The client hardserver

+ A set of utilities for configuring the nShield HSM

A set of utilities and the KeySafe application for performing key management tasks on
nShield HSMs.

The nShield HSM is referenced and used by a utility or application in the same way as a
local (PCl-connected) nShield HSM.

1.4.2. Default directories

The default locations for Security World Software and program data directories on English-
language systems are summarized in the following table:

Directory name Environment variable Default path

nShield Installation NFAST_HOME C:\Program Files\nCipher\nfast

Key Management Data NFAST_KMDATA C:\ProgramData\nCipher\Key Management Data
Dynamic Feature Certifi-  NFAST_CERTDIR C:\ProgramData\nCipher\Feature Certificates
cates

Static Feature Certificates %SNFAST_KMDATA%\hsm-ESN\features

Log Files NFAST_LOGDIR C:\ProgramData\nCipher\Log Files
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Directory name Environment variable Default path

User Log Files NFAST_USER_LOGDIR C:\Users\<user>\nshieldlogs
Remote Static Feature Cer %SNFAST_KMDATA%\hsm-ESN\features
tificates

Remote Dynamic Feature %NFAST_KMDATA%\hsm-ESN\features

Certificates

By default, the Windows C:\ProgramData\ directory is a hidden direc-

tory. To see this directory and its contents, you must enable the display
o of hidden files and directories in the View settings of the Folder
Options.

Dynamic feature certificates must be stored in the directory stated
above. The directory shown for static feature certificates is an example
location. You can store those certificates in any directory and provide
o the appropriate path when using the Feature Enable Tool. However, you
must not store static feature certificates in the dynamic features certifi-

cates directory.

The absolute paths to the Security World Software installation directory and program data
directories are stored in the indicated nShield environment variables at the time of installa-
tion. If you are unsure of the location of any of these directories, check the path set in the

environment variable.

The instructions in this guide refer to the locations of the software installation and program
data directories by their names (for example, Key Management Data) or nShield environ-
ment variable names enclosed with percent signs (for example, $NFAST_KMDATA%).

If the software has been installed into a non-default location, ensure that the associated
nShield environment variables are re-set with the correct paths for your installation.

1.4.3. Utility help options

Unless noted, all the executable utilities provided in the bin subdirectory of your nShield
installation have the following standard help options:

- -h|--help displays help for the utility
- -v|--version displays the version number of the utility

« -U|--usage displays a brief usage summary for the utility.
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1.5. Setting the PATH for nShield utilities

It is recommended that the PATH environment variable be changed to include
<%NFAST_HOME%\bin> (usually C:\Program Files\nCipher\nfast\bin).

This is the directory in the nShield installation that contains the nShield command-line utili-
ties and some DLLs.

This will allow all the nShield command-line utilities to be run without the need to type the
full path, for example running enquiry instead of <¥NFAST_HOME%\bin\enquiry>.

<%NFAST_HOME%\b1in> must be set in the PATH in order to use the OpenSSL module in the
Python that is bundled with nShield.

The Python bundled with nShield is located in a separate directory, $NFAST_HOME\python\bin
(usually C:\Program Files\nCipher\nfast\python\bin). If using the nShield Python, you
may additionally want to add this directory to the PATH environment variable so that you
can run the nShield python as just the python command. You may not want to do this if you
are also using other Python installations on the same machine.

1.6. Further information

This guide forms one part of the information and support provided by Entrust.

If you have installed the Java Developer component, the Java Generic Stub classes, nCi-
pherKM JCA/JCE provider classes, and Java Key Management classes are supplied with
HTML documentation in standard Javadoc format, which is installed in the appropriate
nfast\java directory when you install these classes.

1.7. Security advisories

If Entrust becomes aware of a security issue affecting nShield HSMs, Entrust will publish a
security advisory to customers. The security advisory will describe the issue and provide rec
ommended actions. In some circumstances the advisory may recommend you upgrade the
nShield firmware and or image file. In this situation you will need to re-present a quorum of
administrator smart cards to the HSM to reload a Security World. As such, deployment and
maintenance of your HSMs should consider the procedures and actions required to
upgrade devices in the field.

0 The Remote Administration feature supports remote firmware upgrade
of nShield HSMs, and remote ACS card presentation.
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We recommend that you monitor the Announcements & Security Notices section on
Entrust nShield, https://nshieldsupport.entrust.com, where any announcement of nShield
Security Advisories will be made.

1.8. Recycling and disposal information

For recycling and disposal guidance, see the nShield product’'s Warnings and Cautions docu
mentation.
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2. Security Worlds

This chapter describes the Security World infrastructure we have developed for the secure
life-cycle management of cryptographic keys. The Security World infrastructure gives you
control over the procedures and protocols you need to create, manage, distribute and, in
the event of disaster, recover keys.

A Security World provides you with the following features:

+ Security

+ Application independence
+ Platform independence

« Flexibility

+ Scalability

+ Robustness

+ Audit logging
A Security World comprises:

« One or more Entrust nShield HSMs (such as the nShield HSM)

« An Administrator Card Set (ACS)
A set of Administrator smart cards used to control access to the Security World config
uration, as well as in recovery and replacement operations.

- Optionally, one or more Operator Card Sets (OCSs)
A set or sets of Operator smart cards used to control access to application keys.

« Some cryptographic key and certificate data that is encrypted using the Security
World key and stored on a host computer or computers

You can add or remove cards, keys, and even hardware security modules at any time. These
components are linked by the Security World key, which is unique to each world. To see
how these components are related to one another, see the image below.

Distributing the keys used for different tasks within the Security World over different stor-
age media means that the Security World can recover from the loss of any one component.
It also increases the difficulties faced by an attacker, who needs to obtain all the compo-
nents before gaining any information.
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2.1. Security

We have designed the Security World technology to ensure that keys remain secure
throughout their life cycle. Every key in the Security World is always protected by another
key, even during recovery and replacement operations.

Because the Security World is built around nShield key-management modules, keys are only

ever available in plain text on secure hardware.

All Security Worlds rely on you using the security features of your oper-
ating system to control the users who can access the Security World
and, for example, write data to the host.

2.1.1. Smart cards

The Security World uses:
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- An Administrator Card Set (ACS) to control access to recovery and replacement func-
tionality

- Zero or more Operator Card Sets (OCSs) to control access to application keys

In FIPS 140 Level 3 Security Worlds, you require a card from either the
ACS or an OCS to authorize most operations, including the creation of
keys and OCSs.

Each card set consists of a number of smart cards, N, of which a smaller number, K, is
required to authorize an action. The required number K is known as the quorum.

The value for K should be less than N. We do not recommend creating
card sets in which K is equal to N because an error on one card would
render the whole card set unusable. If your ACS became unusable
o through such an error, you would have to replace the Security World
and generate new keys. In Common Criteria CMTS Security Worlds the

minimum value of K for the ACS is 2.

An ACS is used to authorize several different actions, each of which can require a different
value for K. All the card sets are distinct: a smart card can only belong to the ACS or to one
OCS.

Each user can access the keys protected by the Security World and the keys protected by
their OCS. They cannot access keys that are protected by another OCS.

Operator Cards employ the Security World key to perform a challenge-response protocol
with the hardware security module. This means that Operator Cards are only useable by an
HSM that belongs to the same Security World.

2.1.2. Remote Operator

The Remote Operator feature is used to load a key protected by an OCS onto a machine to
which you do not have physical access (for example, because it is in a secure area).

0 The Remote Operator feature is not available in Common Criteria CMTS
Security Worlds.

The Remote Operator feature enables the secure transmission of the contents of a smart
card inserted into the slot of one module (the attended module) to another module (the
unattended module). To transmit to a remote module, you must ensure that:

« The smart card is from a persistent OCS
See Using persistent Operator Card Sets for more about persistent cards.
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+ The attended and unattended modules are in the same Security World

To achieve secure communication channels between the attended and unattended mod-

ules, the hardserver uses an impath (an abbreviation of intermodule path), a secure proto-
col for communication over |IP networks. The communication channels between the mod-
ules:

+ Are secure against both eavesdroppers and active adversaries

« Can carry arbitrary user data as well as module-protected secrets, such as share data,
that pass directly between modules.

See also Compatibility issues.

2.1.3. Remote Administration

Remote Administration is a collection of features that allow you to configure and operate
an HSM or set of HSMs without being physically present at the HSM. This includes creating
ACS when creating a Security World and presenting ACS to authorize loading of a Security
World. It also includes creating OCS to protect application keys and presenting OCS to
authorize the loading of application keys. The OCS may be persistent or non-persistent.

The ACS and/or OCS cards must be nShield Remote Administration smart cards. When pre-
senting a card, a secure channel is formed directly between the Remote Administration
smart card and the target HSM before any token shares are read from or written to the
smart card. The secure channel is secure against both eavesdroppers and active adver-
saries.

For more information see Security World Remote Administration

2.1.4. Security World and an nShield HSM

To enable the secure transmission of data between an nShield HSM and each client, the
hardserver uses an impath (see Remote Operator). Any nShield HSM on the network can
load a Security World securely over the network, and access its keys, wherever the HSM is
installed.

Security World and key data is stored on the file system of the nShield HSM, where it is
updated whenever card or key operations are performed on the HSM. The data is also auto-
matically transferred to the remote file system (RFS). If required, you can also share the
data with client computers that use the Security World. For more information, see:

+ Remote file system (RFS)
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- Configuring the remote file system (RFS).
You can update the Security World on the host using:

« The nShield HSM front panel controls
« The command-line utilities
« The Cryptographic Service Provider wizard

+ KeySafe.

You can also use these tools to create keys or cards. If you perform such tasks on a client
other than the computer on which the RFS is installed, you must transfer the updated files
to the RFS before they are available to the HSM.

2.1.5. NIST SP800-131A

When a new Security World is created it will be SP800-131A compliant.

2.1.5.1. Compatibility issues

In order to comply with the latest encryption standards, Entrust has adopted an enhanced
NIST SP800-131A compliant encryption protocol between nShield HSM HSMs and their
clients with Security World software installed. In some cases, this change may have an
impact on the compatibility of network-attached HSMs in environments with mixed HSM
deployments.

In most cases where versions of Security World software of v11.50 or later are deployed in
conjunction with v11.40 software or lower, no action is required. However, there are two
cases in which communication cannot be established between the HSM and clients or
hosts:

+ v11.50 or higher clients communicating with a v11.40 or lower nShield HSM, where the
HSM client uses an nToken.

« v11.50 or higher nShield HSM communicating with a Remote File System (RFS) using
v11.40 or lower.

Release version Image versions Security World Soft- Security World Software' v11.50 and
nShield HSM ware' v11.40 later

Up to 11.40 Up to image version Supported. For deployments with nTokens, please
0.3.5. upgrade the nShield HSM netimage. As a

less preferred option, you can downgrade
the client-side software.
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Release version Image versions Security World Soft- Security World Software' v11.50 and
nShield HSM ware' v11.40 later
11.50 or later Image 0.3.6 or later. RFS and client software Supported.

upgrade required.

' Previously known as nCipher software, or nCSS.

2.1.6. FIPS 140 compliance

All Security Worlds are compliant with the Federal Information Processing Standards (FIPS)
140 specification. The default setting for Security Worlds complies with Level 2 of FIPS 140.

A Security World that complies with the roles and services section of FIPS 140 Level 2 does
not require any authorization to create an OCS or an application key.

2.1.6.1. FIPS 140 Level 3 compliance

When you create a Security World, you can choose whether the Security World is compli-
ant with the roles and services section of either:

« FIPS 140 at Level 2
« FIPS 140 at Level 3

The FIPS 140 Level 3 option is included for those customers who have a regulatory require-
ment for compliance with FIPS 140 at Level 3.

If you choose to create a Security World that complies with FIPS 140 Level 3, the nShield
HSM initializes in that mode, conforming with the roles and services, key management, and
self-test sections of the FIPS validation certificate.

Before you can create or erase an OCS in a Security World that complies with FIPS 140
Level 3, you must authorize the action with a card from the ACS or an OCS from that Secu-
rity World.

For more details about FIPS 140, see http://csrc.nist.gov/publications/fips/fips140-2/
fips1402.pdf.

2.1.7. Common Criteria compliance

The nShield XC range of HSMs are Common Criteria certified to Common Criteria v3.1
EAL4+ AVA_VAN.5 and to elDAS.
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To configure and operate the module in its evaluated configuration, the separate Common
Criteria guides should be followed. Please contact Entrust nShield Support, https://nshield-
support.entrust.com.

2.2. Platform independence

The Security World is completely platform independent. All key information is stored in a
proprietary format that any computer supported by Security World Software can read,
regardless of the native format used by that computer. This enables you to:

- Safely move a Security World between platforms with differing native formats. For
example, you can move a Security World between Windows and Linux operating envi-
ronments.

+ Include hosts running different operating systems in the same Security World.

When copying host data between computers using different operating
systems or disk formats, use a mechanism that preserves the original
data format and line endings (such as . tar file archives).

2.3. Application independence

A Security World can protect keys for any applications correctly integrated with the Secu-
rity World Software. Each key belongs to a specific application and is only ever used by that
application. Keys are stored along with any additional data that is required by the applica-
tion.

You do not need to specify:

« Which applications you intend to use. You can add a key for any supported application
at any time.

« How the key is used by an application. A Security World controls the protection for the
key; the application determines how it is used.

Although keys belong to a specific application, OCSs do not. You can protect keys for differ
ent applications using the same OCS.
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In the image above:

Card Set 1 protects multiple keys for use with Application 1 and Application 2
- Card Set 2 protects a single key for use with Application 2

+ Card Set 3 protects multiple keys for use with Application 2 and Application 3
« The Security World key protects a single key for use with Application 3.

2.4. Flexibility

Within a Security World, you can choose the level of protection for each application key
that you create.

When you create a Security World, a cryptographic key is generated that protects the appli
cation keys and the OCSs in the Security World.

2.4.1. Using the Security World key: module-protected keys

You can use the Security World key to protect an application key that you must make avail-
able to all your users at all times. This key is called a module-protected key. Module-pro-
tected keys:

+ Have no passphrase

+ Are usable by any instance of the application for which they were created, provided
that this application is running on a server fitted with a hardware security module
belonging to the correct Security World.

This level of protection is suitable for high-availability Web servers that you want to recover
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immediately if the computer resets.

2.4.2. Using Operator Card Sets: OCS-protected keys

An OCS belongs to a specific Security World. Only a hardware security module within the
Security World to which the OCS belongs can read or erase the OCS. There is no limit to
the number of OCSs that you can create within a Security World.

An OCS stores a number of symmetric keys that are used to protect the application keys.
These keys are of the same type as the Security World key.

Each card in an OCS stores only a fragment of the OCS keys. You can only re-create these
keys if you have access to enough of their fragments. Because cards sometimes fail or are
lost, the number of fragments required to re-create the key (K) are usually less than the
total number of fragments (N).

To make your OCS more secure, we recommend that you make the value of K relatively
large and the value of N less than twice that of K (for example, the values for K/N being 3/5
or 5/9). This practice ensures that if you have a set of K cards that you can use to recreate
the key, then you can be certain that there is no other such card set in existence.

o ‘ Some applications restrict K to 1.

2.4.2.1. Using Operator Card Sets to share keys securely

You can use OCSs to enable the same keys for use in a number of different HSMs at the
same time.

If you have a non-persistent OCS, you must leave one of the cards in an appropriate card
slot of each HSM. This should only be done if it is in accordance with the security policies of
your organization.

To use OCS-protected keys across multiple HSMs, set:

« Kto1

« N at least equal to the number of the HSMs you want to use.

You can then insert single cards from the OCS into the appropriate card slot of each HSM
to authorize the use of that key.

To issue the same OCS-protected key to a set of users, set:

« Kto1
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« N equal to the number of users.

You can then give each user a single card from the OCS, enabling those users to authorize
the use of that key.

If you have created an OCS for extra security (in which K is more than
half of N), you can still share the keys it protects simultaneously
amongst multiple modules as long you have enough unused cards to
form a K/N quorum for the additional hardware security modules. For

example, with a 3/5 OCS, you can load keys onto 3 hardware security
o modules because, after loading the key on the first device, you still have
4 cards left. After loading the key on a second device, you still have 3
cards left. After loading the key onto a third device, you have only 2
cards left, which is not enough to create the quorum required to load
the key onto a fourth device.

If a card becomes damaged, you can replace the whole OCS if you have authorization from
the ACS belonging to that Security World.

You can only replace OCSs that were created by Security Worlds that
0 have the OCS/softcard replacement option enabled. For more informa-
tion, see OCS and softcard replacement.

2.4.2.2. Using Operator Card Sets for high availability

If you cannot risk the failure of a smart card, but some keys must remain accessible at all
times, you can create a 1/2 OCS.

Use the first card as the working card and store the second card in a completely secure envi
ronment. If the working card fails, retrieve the spare second card from storage, and use it
until you re-create a new set of 2 cards (see Replacing an Operator Card Set or recovering
keys to softcards).

You can only replace OCSs that were created by Security Worlds that
o have the OCS/softcard replacement option enabled. For more informa-
tion, see OCS and softcard replacement.

2.4.2.3. Using persistent Operator Card Sets

If you create a standard (non-persistent) OCS, you can only use the keys protected by that
OCS while the last required card of the quorum remains loaded in the card reader. The keys
protected by this card are removed from the memory of the hardware security module as
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soon as the card is removed from the card reader, which provides added security.

If you create a persistent OCS, the keys protected by a card from that OCS persist after
the card is removed from the smart card reader.

This enables:

+ The use of the same smart card in several hardware security modules at the same time

+ Several users to load keys onto the same hardware security module at the same time.

The Security World Software maintains strict separation between the keys loaded by each
user, and each user only has access to the keys protected by their OCS.

Keys protected by a persistent card are automatically removed from the hardware security
module:

« When the application that loaded the OCS closes the connection to the hardware secu
rity module

- After a time limit that is specified when the card set is created

+ When an application chooses to remove a key

+ When the HSM is cleared. See Manually removing keys from an HSM for more informa-
tion

« If there is a power loss to the module, for example, due to power outage.

Some applications automatically remove a key after each use, reloading

it only when required. Such applications do not benefit from persistent
0 OCSs. The only way of sharing keys between hardware security mod-

ules for such applications is by having multiple smart cards in an OCS.

Although the hardware security module stores the key, the key is only available to the appli-
cation that loaded it. To use keys protected by this card in another application, you must re-
insert the card, and enter its passphrase if it has one. Certain applications only permit one
user at a time to log in, in which case any previously loaded persistent OCS used in that
application is removed before the user is allowed to log in with a new OCS.

2.4.2.4. Manually removing keys from an HSM

You can manually remove all keys protected by persistent cards by clearing the hardware
security module. For example, you could:

« Run the command nopclearfail --clear --all

+ Press the Clear button of the hardware security module
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+ Turn off power to the hardware security module

Any of these processes removes all keys protected by OCSs from the hardware security
module. In such cases, all users of any applications using the hardware security module
must log in again.

Persistence is a permanent property of the OCS. You can choose whether or not to make
an OCS persistent at the time of its creation, but you cannot change a persistent OCS into
a non-persistent OCS, or a non-persistent OCS into a persistent OCS.

A Security World can contain a mix of persistent and non-persistent card sets.

2.4.3. Using passphrases for extra security
You can set individual passphrases for some or all the cards in an OCS.

You can change the passphrase for a card at any time provided that you have access to the
card, the existing passphrase, and a hardware security module that belongs to the Security
World to which the card belongs. For more information, see Changing card and softcard
passphrase.

o ‘ Some applications do not support the use of passphrases.

2.4.3.1. Maximum passphrase length

0 The maximum passphrase length limitation is not applicable to software
versions before Security World Software v11.72.

passphrases are limited to a maximum length of 254 characters, when using the following
commands:

- new-world
. createocs

- cardpp

+ ppmk
. racs

Other commands are unaffected.
You can still use and edit existing passphrases that are longer than 254 characters.

Prior to Security World Software v11.72, we set no absolute limit on the length of
passphrases, although individual applications may not accept passphrases longer than a spe
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cific number of characters. Likewise, the Security World does not impose restrictions on
which characters you can use in a passphrase, although some applications may not accept
certain characters.

Entrust recommends that your password only contains 7-bit ASCII characters:
A-7, 3-z, 0-9, le#$%r&*-_+=[1{}[\N:", .2/ ~"<>();

2.4.3.2. passphrase penalty timer

The HSM maintains a penalty time, measured in seconds and based on the number of failed
PINs. Each failed attempt to enter a passphrase adds 4 seconds to the penalty time.

The penalty timer has a 14s penalty threshold, the first 3 failed passphrase verifications do
not incur a penalty delay. Before verifying a passphrase, the HSM waits for the current
penalty timer to be below 14s. The penalty time decays over time.

A HSM only has a small number of command processing threads,
related to the kind of hardware in use (for example, 9 threads on an

nShield Solo). Once all of these are waiting for a penalty to expire, any
0 other submitted commands will be forced to wait. This can mean that
even if penalty time isn't large, the total delay experienced by clients
may be substantial.

2.4.4. Using softcard-protected keys

If you want to use passphrases to restrict key access but avoid using physical tokens (as
required by smart-card protection), you can create a softcard-protected key.

A softcard is a file containing a logical token that you cannot load without a passphrase.
You must load the logical token to authorize the loading of any key that is protected by the
softcard. Softcard files:

« Are stored in the $NFAST_KMDATA%\1ocal directory

- Have names of the form softcard_hash (where hash is the hash of the logical token
share).

Softcard-protected keys offer better security than module-protected keys and better avail-
ability than OCS-protected keys. However, because softcard-protected keys do not require
physical tokens to authorize key-loading, OCS-protected keys offer better security than
softcard-protected keys.

The passphrase of a softcard is set when you generate it, and you can use a single softcard

nShield Connect v13.3 User Guide (Windows) 20/502



Chapter 2. Security Worlds

to protect multiple keys. Softcards function as persistent 1/1 logical tokens, and after a soft
card is loaded, it remains valid for loading its keys until its KeyID is destroyed.

2.4.5. NVRAM key storage

Application keys protected by an nShield HSM are stored in an encrypted format and
copied automatically to the remote file system. A hardware security module, such as an
nShield HSM, and/or an OCS protects the keys, as described in the preceding sections. You
can also store application keys within the nonvolatile memory of a suitable hardware secu-
rity module.

NVRAM-stored keys are encrypted in exactly the same way as application keys that are pro
tected by the unit. The encrypted application key on the unit is replaced by a file containing
the name of the NVRAM file that contains the application key. This file allows applications
to use NVRAM-stored keys in the same way as keys stored in the remote file system. You
can protect an NVRAM-stored key with either the Security World or an OCS.

o NVRAM-stored keys differ from standard application keys only in their
storage location. They still require protection by the unit or an OCS.

Use of an NVRAM-stored key is the same as for any other key protected by an nShield HSM
Security World.

NVRAM key storage:

« Offers no additional security benefits above those offered by the standard Security
World Software mechanisms

+ Is available for only a limited number of keys
+ Reduces a Security World's ability to offer load-balancing and recovery

+ Requires backup and recovery procedures in addition to any that you implement for
data stored on the client computer.

o Do not store keys in NVRAM unless you must do so to satisfy regulatory
requirements.

NVRAM key storage was introduced only for those users who must store keys within the
physical boundary of a hardware security module to comply with regulatory requirements.
NVRAM-stored keys provide no additional security benefits and their use exposes your
ACS to increased risk. Storing keys in nonvolatile memory also reduces load-balancing and
recovery capabilities. Because of these factors, we recommend you always use standard
Security World keys unless explicitly required to use NVRAM-stored keys.
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2.5. Scalability

A Security World is scalable. You can add multiple hardware security modules to a server
and share a Security World across multiple servers. You can also add OCSs and application
keys at any time. You do not need to make any decisions about the size of the Security
World when you create it.

To share a Security World across multiple clients:

« Ensure each client has at least one hardware security module configured
« Copy the Security World data to each client

+ Load the Security World onto the hardware security modules for each client.

If you create cards or keys in a Security World from a client rather than on the hardware
security module (using the command line, the Microsoft CSP wizard, or KeySafe), you must
transfer the files from the client to the remote file system, unless the client is already on the

same computer as a remote file system.

To provide access to the same keys on every server, you must ensure that all changes to
the client data are propagated to the remaining servers. If your clients are part of a cluster,
then the tools provided by the cluster should synchronize the data.

There is no risk of an attacker obtaining information by snooping on the network, as the
data is only ever decrypted inside a hardware security module. Alternatively, you can main-
tain copies of the data on different clients.

We provide the rfs-sync command-line utility to synchronize the
%SNFAST_KMDATA%\1ocal directory between a cooperating client and the
remote file system it is configured to access. Run rfs-sync whenever a
e cooperating client is initialized, to retrieve data from the remote file sys
tem, and also whenever a client needs to update its local copy of the

data (or, if the client has write access, to commit changes to the data).

If you want to make cards or keys which are normally created from the client available from
the front panel of the hardware security module, we recommend that you use client cooper
ation to automate the copying of files to the device.

2.5.1. Load-sharing

If you have more than one hardware security module configured with a client, your applica-
tions (that have been integrated with the Security World Software) can make use of the
load-sharing features in the Security World Software to share the cryptography between
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them. Two approaches are supported:

+ API specific load-sharing modes

« HSM Pool mode: a more generic load-sharing approach for module protected keys
introduced with module firmware version 2.65.2.

o ‘ Some applications may not be able to make use of these features.

HSM Pool mode is supported on all major APIs except Java (i.e. nCipherKM JCA/JCE CSP).
When HSM Pool mode is enabled for an API, the application sees the HSMs in the Security
World as a single resource pool. A significant benefit is that when a failed HSM is restored
to the Security World or a new HSM is added to the Security World, it is automatically
added to the resource pool making it available for cryptographic operations without restart
ing the application (i.e. failback support). The pool of HSMs can be viewed as a single
resource using the command enquiry --pool.

o ‘ Module #1: Not Present indicates that there are no HSMs in the pool.

2.6. Robustness

Cryptography must work 24 hours a day, 7 days a week, in a production environment. If
something does go wrong, you must be able to recover without compromising your secu-
rity. A Security World offers all of these features.

2.6.1. Backup and recovery

The Security World data stored on the file system and remote file system of the hardware
security module is encrypted using the Security World key.

You should regularly back up the data stored in the Key Management Data directory with
your normal backup procedures. It would not matter if an attacker obtained this data
because it is worthless without the Security World key, stored in your hardware security
module, and the Administrator cards for that Security World.

When you create a Security World, it automatically creates recovery data for the Security
World key. As with all host data, this is encrypted with the same type of key as the Security
World key. The cryptographic keys that protect this data are stored in the ACS. The keys
are split among the cards in the ACS using the same K/N mechanism as for an OCS. The
ACS protects several keys that are used for different operations.

The cards in the ACS are only used for recovery and replacement operations and for adding
extra hardware security modules to a Security World. At all other times, you must store
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these cards in a secure environment.

0 In FIPS 140 Level 3 Security Worlds, the ACS or an OCS is needed to
control many operations, including the creation of keys and OCSs.

2.6.2. Replacing a hardware security module

If you have a problem with a hardware security module, you can replace it with another hard
ware security module of the same type by loading the Security World data on the remote
file system onto the replacement device. Alternatively, you may be able to erase the Secu-
rity World from the device that has the problem, return the device to its default state and
then reload the Security World on the same device.

If you have more than one hardware security module configured with a client and you use
one of the load-sharing modes identified above, then your client application is resilient to
the failure of individual hardware security modules. If you use HSM Pool mode, then an
nShield HSM can be replaced and returned to the HSM pool without restarting the client
application.

For information about replacing a hardware security module, see Adding or restoring an
HSM to the Security World.

2.6.3. Replacing the Administrator Card Set

If you lose one of the smart cards from the ACS, or if the card fails, you must immediately
create a replacement set using either:

« The front panel controls of the nShield HSM
+ The KeySafe Replace Administrator Card Set option
- racs utility (see Replacing the Administrator Card Set).

You should also use the front panel controls of the nShield HSM, racs or
the KeySafe Replace Administrator Card Set option to migrate the

o ACS from standard nShield cards to nShield Remote Administration

Cards. Authorization needs to take place using the local slot of an HSM.

When using the racs utility, you cannot redefine the quantities in a K of
0 N relationship for an ACS. The K of N relationship defined in the original
ACS persists in the new ACS.

A hardware security module does not store recovery data for the ACS. Provided that K is
less than N for the ACS, and you have at least K cards available, a hardware security module
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can re-create all the keys stored on the device even if the information from other cards is
missing.

The loss or failure of one of the smart cards in the ACS means that you must replace the
ACS. However, you cannot replace the ACS unless you have:

« The required number of current cards

« Access to their passphrases.

Although replacing the ACS deletes the copy of the recovery data on
your host, you can still use the old ACS with the old host data, which
o you may have stored on backup tapes and other hosts. To eliminate any
risk this may pose, we recommend erasing the old ACS as soon as you

create a new ACS.

2.6.4. Replacing an Operator Card Set or recovering keys to softcards

If you lose an Operator Card, you lose all the keys that are protected by that card. To pre-
vent this, you have the option to store a second copy of the working key that the recovery
key protects in a Security World. Similarly, you can recover keys protected by one softcard
to another softcard.

The ability to replace an OCS is an option that is enabled by default dur-
ing Security World creation (see OCS and softcard replacement). You
o can only disable the OCS replacement option during the Security World
creation process. You cannot restore the OCS replacement option, or
disable this option, after the creation of the Security World.

You can only recover keys protected by an OCS to another OCS, and
0 not to a softcard. Likewise, you can only recover softcard-protected
keys to another softcard, and not to an OCS.

To create new copies of the keys protected by the recovery key on an OCS, you can use
either:

+ The front panel controls of the nShield HSM

+ The rocs command-line utility.

0 It is not possible to recover PKCS #11 keys using the front panel con-
trols of the nShield HSM. You must use the rocs command-line utility.

2.6.4.1. The security of recovery and replacement data
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Replacing OCSs and softcards requires authorization. To prevent the duplication of an OCS
or a softcard without your knowledge, the recovery keys are protected by the ACS.

However, there is always some extra risk attached to the storage of any key-recovery or
OCS and softcard replacement data. An attacker with the ACS and a copy of the recovery
and replacement data could re-create your Security World. If you have some keys that are
especially important to protect, you may decide:

- Toissue a new key if you lose the OCS that protects the existing key

+ Turn off the recovery and replacement functions for the Security World or the recov-
ery feature for a specific key.

You can only generate recovery and replacement data when you create the Security World
or key. If you choose not to create recovery and replacement data at this point, you cannot
add this data later. Similarly, if you choose to create recovery and replacement data when
you generate the Security World or key, you cannot remove it securely later.

If you have not allowed recovery and replacement functionality for the Security World, then
you cannot recover any key in the Security World (regardless of whether the key itself was
created as recoverable).

The recovery data for application keys is kept separate from the recovery data for the Secu
rity World key. The Security World always creates recovery data for the Security World key.
It is only the recovery of application keys that is optional.

2.7. Audit Logging

Use of nShield HSMs in regulated environments where there is a requirement to provably
log events in the HSMs can make use of the Audit Logging facility. This facility provides the
following features:

« Tamper evident logging of relevant nCore command execution on the HSM
+ Tied to Security World
+ Traceability of cryptographic key lifetime
° Authorization for key usage
° Key loading onto HSM
° Optional logging of key usage
° Key destruction
« Compatibility with syslog and SIEM infrastructures

° Logs produced in Common Event Format (CEF)
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« Public key log verification without need for generating HSM.

For further information, see Audit Logging.

2.8. KeySafe and Security Worlds

KeySafe provides an intuitive and easy-to-use graphical interface for managing Security
Worlds. KeySafe manages the Security World and the keys protected by it. For more infor-
mation about using KeySafe, see Using KeySafe.

Most applications store only their long-term keys in the Security World.
o Session keys are short term keys generated by the application which are
not normally loaded into the Security World.

When you use KeySafe to create cards or keys, the data is written to the Key Management
Data directory on the computer on which you run KeySafe. An nShield HSM can only use
this data when it is transferred to the remote file system (if it is on a different computer),
from where it is loaded automatically onto the unit. For this reason, you may find it most
convenient to run KeySafe on the same computer as the remote file system.

Although you may use KeySafe to generate keys, it is your chosen application that actually
uses them. You do not need KeySafe to make use of the keys that are protected by the
Security World. For example, if you share a Security World across several hardware security
modules, you do not need to install KeySafe on every computer. To manage the Security
World from a single computer, you can install KeySafe on just that one computer even
though you are using the Security World data on other computers.

KeySafe enables you to:

+ Create OCSs

« List the OCSs in the current Security World
+ Change the passphrase on an Operator Card
+ Remove a lost OCS from a Security World

+ Replace OCSs

+ Erase an Operator Card

« Add a new key to a Security World

 Import a key into a Security World

« List the keys in the current Security World

+ Delete a key from a Security World.

KeySafe does not provide tools to back up and restore the host data or update hardware
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security module firmware, nor does KeySafe provide tools to synchronize host data
between servers. These functions can be performed with your standard system utilities.

In addition to KeySafe, we also supply command-line utilities to manage the Security
World; for more information about the supplied utilities, see Supplied utilities. Current ver-
sions of these tools can be used interchangeably with the current version of KeySafe.

You can also perform all the tasks available from KeySafe using the front panel controls of
the unit, except for adding, importing and deleting keys.

2.9. Applications and Security Worlds

A Security World can protect keys for a range of industry standard applications. For details
of the applications that are currently supported, visit https://nshieldsupport.entrust.com.

We have produced Integration Guides for many supported applications. The Integration
Guides describe how to install and configure an application so that it works with Entrust
hardware security modules and Security Worlds.

For more information about the Entrust range of Integration Guides:

« Visit https://nshieldsupport.entrust.com.
« Contact Support.

2.10. The nShield PKCS #11 library and Security Worlds

Many applications use a PKCS (Public Key Cryptography Standard) #11 library to generate
and manage cryptographic keys. We have produced an nShield version of the PKCS #11
library that uses the Security World to protect keys.

Enabling a PKCS #11 based application to use nShield hardware key protection involves con
figuring the application to use the nShield PKCS #11 library.

The nShield PKCS #11 library treats a smart card from an OCS in the current Security World
as a PKCS #11 token. The current PKCS #11 standard only supports tokens that are part of a
1-of-N card set, however the nShield PKCS #11 library has vendor specific extensions that
support K/N card sets, see nShield PKCS #11 library with the preload utility.

A Security World does not make any distinction between different applications that use the
nShield PKCS #11 library. Therefore, you can create a key in one PKCS #11 compliant applica
tion and make use of it in a different PKCS #11 compliant application.
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2.11. Risks

Even the best-designed tools cannot offer security against every risk. Although a Security
World can control which user has access to which keys, it cannot prevent a user from using
a key fraudulently. For example, although a Security World can determine if a user is autho-
rized to use a particular key, it cannot determine whether the message that is sent with that
key is accurate.

A Security World can only manage keys that were created inside the Security World. Keys
created outside a Security World, even if they are imported into the Security World, may
remain exposed to a security risk.

Most failures of security systems are not the result of inherent flaws in the system, but
result from user error. The following basic rules apply to any security system:

+ Keep your smart cards safe.

+ Always obtain smart cards from a trusted source: from Entrust or directly from the

smart card manufacturer.

o ‘ nShield Remote Administration Cards can only be supplied by Entrust.

« Never insert a smart card used with key management products into a smart card reader
you do not trust.

+ Never insert a smart card reader you do not trust into your hardware security module.
« Never tell anyone your passphrase.
+ Never write down your passphrase.

+ Never use a passphrase that is easy to guess.

If you have any doubts about the security of a key and/or Security
World, replace that key and/or Security World with a newly generated
one.
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3. The front panel interface

This chapter describes the nShield HSM user interface, including the front panel controls.
You are also shown how to use a keyboard to control the unit.

3.1. Front panel controls
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Figure 1. nShield HSM front panel controls

Label Description

A Power button

B Warning LED (orange)

C Display screen

D Touch wheel

E Status indicator LED (blue)

F Display navigation button (left)
G Display navigation button (right)
H Select button

| Slot for smart cards
J Clear button

K USB connector

3.2. Display screen and controls
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When the unit is powered, the display screen displays a menu or a dialog.

Each menu or dialog includes onscreen navigation labels that appear at the bottom of the
display screen, on either side next to the display navigation buttons. Press the button next
to the label to perform the action specified by the label.

To go back to the previous dialog or menu screen, use the navigation button to the left of
the screen. To confirm a dialog value or select a menu option, either:

+ Press the navigation button to the right of the screen.

« Touch the Select button.

®

Use the touch wheel to changes values or move the cursor on the display screen. To con-
firm a value, touch the Select button.

3.2.1. Menu screens
You can access menus from the display screen.

Menus are displayed as a list of selectable options. An onscreen arrow points to the cur-
rently selectable option. If the menu has more than four options, an arrow indicates the
direction in which more options are available.

To select a menu option:
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1. Move the indicator arrow up or down with the touch wheel.
2. When the indicator arrow points to the option you want to select, either:

° Press the navigation button to the right of the screen (labeled onscreen as
SELECT).

° Touch the Select button.

At the top right of the display screen, a number sequence indicates the path to the current
option. The last digit of the sequence shows the location of the menu you are currently
viewing. The top level menu has no numbers, but when you select the System menu, the
number 1is shown.

The preceding digits in the sequence show the position of each option in turn that was
selected in previous menu screens to reach the current menu. For example, the sequence 1-
2 shows that the indicator is on the second option of the menu that was reached by select-
ing the first option on the top-level menu.

For a map of the menu screens, see the Installation Guide.

3.2.2. Dialogs

For some tasks, a dialog is displayed onscreen. When the dialog opens, the cursor is in the
first field. To change and then enter values:

1. Use the touch wheel to change the displayed value of the fields.

2. Touch the Select button to enter the displayed value and move to the next field in the
dialog.

Repeat the procedure to enter all necessary values in the dialog.

3.2.3. Information display

When you use a dialog to request information (for example, a log or details of a key), there
is often too much information to display onscreen. In such cases, only the first part of the
information is displayed.

To view the rest of the information:

+ Use the touch wheel to scroll the displayed information in the direction indicated by
the onscreen arrows.

« When an Options label is displayed, press the right-hand navigation button to see a
menu of navigation options. You can normally choose to go to the top, to the bottom,
or to a specified line in the display.
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The numbers of the lines currently being displayed onscreen are shown at the left of the
screen. They are followed in parentheses (( ) by the total number of lines available for dis-

play.

3.3. Using the front panel controls

You can use the front panel controls to configure the unit and to perform other tasks
described in this guide. When the unit is working over the network with another computer
(a client computer), you can program and control the unit as if it were part of the client com
puter.

o If the unit is powered down while you are logged in, you are logged out
automatically.

3.3.1. Start-up information

When you turn on power to the unit and it has completed its initialization, the lower part of
the display screen shows basic start-up information about the unit.

There is a series of start-up information topics available. By default, the first displayed topic
is the current System time. Use the touch wheel to view the other start-up information top
ics.

3.3.2. Administrative control of the unit

You can view and control the status of the unit by using the front panel controls and menu
options.

Tasks Action

Understand and control the Use the Power button to power up the unit.

power status of the unit
If the Power button is not illuminated, the unit is not powered. The Power but-

ton flashes intermittently as the unit powers up. It also flashes when the unit is
in standby mode. For more information about the Power button, see the Instal
lation Guide.
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Tasks

Control access to the unit

Unlock the unit

Log out of the unit

Put the unit in standby mode

Restore the unit to its original
configuration

Restore the unit to its factory
state

Clear the memory of the inter-
nal hardware security module

View information about the
current state of the internal
hardware security module

View information about the
current state of the system

Set the Real-Time Clock on
the unit

Change the mode of the unit

Action

You can control access to the menus on the unit and the Power button on the
front panel by using System > System configuration > Login settings.

When Ul Lockout with OCS has been enabled, you must log in with an autho-

rized Operator Card before you can access the menus. You can still view infor-
mation about the unit on the start-up screen. When you are logged in, you can
log out and leave the unit locked.

When Ul Lockout without OCS has been enabled, you cannot access the
menus, but you can still view information about the nShield HSM on the start-
up screen. The only way to disable this setting (apart from returning the HSM
to factory state) is to push an updated configuration file to the nShield HSM.
See About user privileges and ui_lockout for more information.

Power button lockout can be enabled and disabled independently when Ul
Lockout allows access to the menus.

When Ul Lockout with OCS has been enabled and you have logged out, the
display screen displays the label Login next to the right-hand navigation but-
ton. Press the right-hand navigation button, then insert an Operator Card that
has been authorized for login, and follow the onscreen instructions.

Select Logout.
This option is not available if Ul Lockout with OCS has not enabled.
Press the Power button or select System > Shutdown/Reboot > Shutdown.

Select System > System configuration > Default config.

Select System > Factory state.

Use the Clear button or select HSM > HSM reset.

Select HSM > HSM information.

See the next section.

Select Security World mgmt > Admin operations > Set secure RTC.

Select HSM > Set HSM mode.

+ Select Operational mode to run the unit normally.

+ Select initialization mode to configure the unit with software utilities
rather than the front panel.
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3.3.3. Viewing the current status of the unit

To view information about the current state of the system, from the main menu select Sys-
tem > System information. Select an option to view the associated information as follows:

Option Description

View system log Displays the system log.

View hardserver log Displays the module hardserver log.

Display tasks Displays the tasks that the system is currently performing.

Component versions Displays the version numbers of the various system software components.
View h/w diagnostics Displays the following environmental information about the module:

+ The current temperature at the left and right sensors
+ The minimum and maximum previous temperature at each sensor
+ The voltage on each power rail

+ The speed of each fan.
View tamper log Displays the tamper log.

View unit id Displays the ID of the unit.

3.3.4. Viewing the mode of the unit

See Identifying the current mode.

3.4. Using a keyboard to control the unit

You can connect a keyboard to the USB connector on the front panel. You can connect
either a US or a UK keyboard. To configure the unit for your keyboard type, select System >
System configuration > Keyboard layout and then choose the keyboard type you require.

When you have connected a keyboard and configured the unit for its use, you can enter
numbers and characters directly into the display. You can also control the unit by using the

following keystrokes:

Keystroke Use

F1 Same as pressing the left-hand navigation button on the front panel.
F2 Same as pressing the right-hand navigation button on the front panel.
F3 Same as touching the Select button.
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Keystroke Use
Esc Same as pressing the left-hand navigation button on the front panel.
Enter Where the Select button is active, same as pressing Select: where Button B is

active, same as pressing Button B.

Up arrow Moves the indicator upwards in a menu.

Down arrow Moves the indicator downwards in a menu.

Tab Moves the cursor to the next field in a dialog.
Shift-Tab Moves the cursor to the previous field in a dialog.
PgUp Displays the previous screen.

PgDn Displays the next screen.
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4. Physical security of the HSM

This chapter provides a brief overview of the physical security measures that have been
implemented to protect your nShield HSM. You are also shown how to check the physical
security of your nShield HSM.

The tamper detection functionality on the nShield HSM provides additional physical secu-
rity, over and above that provided by the holographic security seal, and alerts you to tamper
ing in an operational environment. There is a removable lid on top of the nShield HSM, pro-
tected by the security seal and tamper switches. To prevent the insertion of objects into
the nShield HSM, baffles are placed behind vents.

To optimize their effectiveness, use the physical security measures implemented on the
nShield HSM in association with your security policies and procedures. For more informa-
tion about creating and managing security policies, see the Security Policy Guide on the
NIST CMVP website.

Currently, the FIPS 140 Level 3 boundary is at the internal module.
o Future software releases may move the FIPS boundary so that it
includes the entire nShield HSM chassis.

0 For more information about FIPS 140, see http://csrc.nist.gov/publica-
tions/fips/fips140- 2/fips1402.pdf.

4.1. Tamper event

The nShield HSM offers several layers of tamper protection. The outer boundary of the box
is tamper-responsive. When tampered, the unit ceases to provide cryptographic functional-
ity, alerts the operator of the event, and ultimately forces the operator to reset the unit to
factory defaults. Movements/vibrations, or replacing the fan tray module or a PSU, does not
activate the tamper detection functionality.

If a tamper event does occur, you can use the Security World data stored on the RFS and
the Administrator Card Set to recover the keys and cryptographic data.

4.1.1. nShield HSM lid is closed

If the nShield HSM is powered, a tamper event has occurred, and the lid is closed, the unit
will automatically reset to a factory state.

Should this happen, examine your unit for physical signs of tampering (see Physical security
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checks).

If you discover signs of tampering do not attempt to put the unit back into operation. The
date and time of the tamper event are recorded in the log (see Logging, debugging, and
diagnostics).

The tamper-responsiveness circuitry has a Real Time Clock that is syn-
chronised to the system time of the nShield HSM, however the times

o associated with events in the tamper log may still have slight offsets to
times recorded in other log files.

If there are signs of tampering, and the tamper event occurred:

+ During transit from Entrust, contact Support.

- After installation, refer to your security policies and procedures.

For more information about creating and managing security policies, see the Security Policy
Guide.

You require a quorum of the Administrator Card Set (ACS) to restore the key data and
reconnect the nShield HSM to the network.

4.1.2. nShield HSM lid is open

If the nShield HSM is powered, a tamper event has occurred, and the lid is open, the follow-
ing message is displayed onscreen:

Unit 1id is open

An open lid indicates that the physical security of the unit is compromised. You may want
to examine your unit for other physical signs of tampering (see Physical security checks).
Do not attempt to put the unit back into operation.

The date and time of the tamper event are recorded in the log files (see Logging, debug-
ging, and diagnostics). If the tamper event occurred:

+ During transit from Entrust, contact Support.

« After installation, refer to your security policies and procedures. For more information
about creating and managing security policies, see the Security Policy Guide on the
NIST CMVP website.

After closing the lid you must reboot the nShield HSM. The unit will then automatically reset
to a factory state. If the lid remains open, the above message will remain on the screen and
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all button presses are ignored.

4.2. Physical security checks

Check the physical security of your nShield HSM before installation and at regular intervals
afterwards. For an alternative presentation of the physical security checks described here,
see the Physical Security Checklist. For more information about tamper events, and what
actions to take if you discover signs of tampering, see Tamper event.

To determine if the security of the nShield HSM is compromised:

1. Check that the physical security seal is authentic and intact. Look for the holographic
foil bearing the nCipher logo. Look for cuts, tears and voiding of the seal. The seal is
located on the top of the nShield HSM chassis.

i ™
@ ENTRUST /\

Top security seal

For information about the appearance of intact and damaged security seals, see the
Physical Security Checklist.

2. Check that the metal lid remains flush with the nShield HSM chassis.
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3. Check all surfaces — the top, bottom and sides of the nShield HSM — for signs of

physical damage.

4. Check that there are no signs of physical damage to the vents, including attempts to

insert objects into the vents.

O[@ Cn@

liliiiiiililial||.|

AU A

JUDUUUE L L
SO ULULY.

nShield Connect v13.3 User Guide (Windows)

40/502



Chapter 4. Physical security of the HSM

4.3. Replacing the fan tray module and PSU

You can replace the fan tray module or a power supply unit (PSU) without activating a tam-
per event as both are outside the security boundary. You can access:

« The PSU(s) from the rear of the nShield HSM.

+ The fan tray module through the removable front vent.

Should a problem occur with the fan tray module or a PSU, contact Support before taking
further action. For more information about replacing the fan tray module or a PSU, see the
Fan Tray Module Installation Sheet or the Power Supply Unit Installation Sheet.

The fan tray module contains back-up batteries providing reserve capac
0 ity (a guaranteed minimum of 3 years) for tamper detection functional-
ity even when the nShield HSM is in an unpowered state.

The tamper protection circuitry remains fully operational if the nShield HSM is placed on
standby while a replacement operation is performed (whether you are replacing the fan tray
module or one of the two PSUs, in the case of dual PSU units).

Provided that the nShield HSM is connected to the mains power supply,
it displays an onscreen error message when back-up battery power is

0 low. The Status LED also displays a low power warning. For more infor-
mation, see the Installation Guide.
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4.3.1. Replacing the fan tray module

It is not necessary to remove mains power to replace a fan tray module (we recommend
that you power down the unit into standby state using the front panel power button). How-
ever, if mains power is removed then a replacement fan tray module must be installed
within an hour to ensure that a tamper event is not activated. If put in standby state the
time required to change fan tray module is unlimited. For more information about replacing
the fan tray module, see the Fan Tray Module Installation Sheet.

4.3.1.1. Fan tray module error messages

If you receive any of the following error messages on the nShield HSM display, accompa-
nied by the orange warning LED, follow the related action in the table below:

Error message Action

Single fan fail Contact Support

Many fans fail Replace fan tray

Battery power low Consider replacing fan tray during the next scheduled service/maintenance
period.

System Shutdown Replace fan tray

Both fans in a pair had failed

If the error message is Single fan fail, the nShield HSM can continue operating under the
specified operating environment. Although you are advised to contact Support, the limited
nature of such a failure means you can replace the fan tray module at your convenience.

If the error message is Many fans fail, you must replace the fan tray module immediately.

If the error message is Battery Power low, this indicates that one or both of the backup bat
teries located on the fan tray module (required only when the nShield HSM is removed from

mains power) is running low.

The Battery Power low indication has no detrimental affect on the nShield HSM perfor-
mance whilst the unit remains powered. Entrust recommend customers should consider
replacing the fan tray module during the next service/maintenance.

If two fans fail from a redundant pair, the nShield HSM wiill display the error message Many
fans have failed for a few seconds and it will then shutdown. On reboot, the nShield HSM
will then display the error messages System Shutdown and Both fans in a pair had failed. In
this situation the fan tray module must be replaced immediately.
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4.3.2. Replacing the PSU

If you have a dual PSU nShield HSM, you do not have to remove power to the functioning
PSU while replacing a faulty PSU. Tamper detection functionality will operate normally
throughout the PSU replacement process. If you decide to remove power from both PSUs,
tamper detection functionality will continue to operate normally for at least 3 years, as the
fan tray module provides back-up capacity for this circuitry. For more information about
replacing the PSU, see the Power Supply Unit Installation Sheet.

4.3.2.1. PSU error messages

If a PSU fails, an orange warning LED comes on and an error message is displayed on the
nShield HSM display. Although you are advised to contact Support, the unit can continue to
operate normally and you can replace the failed PSU at your convenience. There is no need
to power down the unit when you replace the failed PSU.

In addition to the orange warning LED, an audible warning is given when a PSU fails on an
nShield HSM. The audible warning is turned off when you navigate to the Critical errors
screen.

4.3.3. Battery life when storing the nShield HSM

If a nShield HSM has been in storage for an extended period of time the fan tray module
may need replacement.

Entrust guarantees a minimum battery life of three years, even if the nShield HSM remains
in storage and is not connected to the mains power supply during this time.
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5. Software installation

See the appropriate Installation Guide for your nShield module for more about installing the
Security World software.

After you have installed the software, you must complete further Security World creation,
configuration and setup tasks before you can use your nShield environment to protect and
manage your keys.

5.1. After software installation

The Installation Guide provides brief explanations of how to perform all
the post-installation tasks listed in this section. If this is the first time
o you are installing a unit and the Security World Software, or you are
unfamiliar with the process, we recommend following the steps outlined
in the Installation Guide.

After you have successfully installed the Security World Software, as described in the Instal
lation Guide), complete the following steps to finish preparing your HSM for use:

1. Ensure that your public firewall is set up correctly. See the Installation Guide for your
HSM for more information about firewall settings.

2. Perform the necessary basic HSM-client configuration tasks, as described in Basic
HSM and remote file system (RFS) configuration.

3. Create and configure a Security World, as described in Creating a Security World.
4. Create an OCS, as described in Creating Operator Card Sets (OCSs).
5. Complete additional necessary HSM-client configuration tasks:
a. To configure the unit so that it works with the client machine, see Configuring the
nShield HSM to use the client.

b. To configure client computers so that they work with the unit, see Configuring
client computers to use the nShield HSM.

For this release, you must generate a new client configuration
file to take advantage of new functionality. To generate a new
client configuration file, back up your existing configuration file
o and run the command cfg-mkdefault. This generates a tem-
plate for the configuration file into which you can copy the set

tings from your old configuration file.

c. To enable the TCP sockets for Java applications (including KeySafe), run the com-
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mand:

config-serverstartup -sp

For more information, see Client configuration utilities.
When all additional HSM configuration tasks are completed, you can:

1. Stop and then restart the hardserver, as described in Stopping and restarting the hard-
server.

2. Test the installation and configuration. See the Installation Guide for your HSM for
more information.
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6. Client Software and module configuration

This chapter describes how to configure the internal security module of the nShield HSM
and the client to communicate with each other, after you have installed the HSM and the
Security World Software.

For more information about installing the HSM, see the Installation Guide. If you are config-
uring an HSM and client for the first time, or you want to complete a basic installation
quickly, see the Installation Guide.

The nShield HSM provides significant performance improvements, and

can be deployed successfully with existing nShield products. Customers
o wishing to take advantage of these performance improvements must

update their client machines with the latest Security World Software.

6.1. About user privileges

Cryptographic security does not depend on controlling user privileges or access but main-
taining the integrity of your system from both deliberate or accidental acts can be
enhanced by appropriate use of (OS) user privileges.

There are two levels of user in Windows:

- Administrator access

« Normal
Administrator access (an Administrator on Windows) is required for such tasks as:

+ Software installation, starting and stopping the hardserver and SNMP.

+ Typically, any operation that requires write access, such as the creation of Security
Worlds, card sets and keys.

Typically, normal users can only carry out read only operations involving Security Worlds,
card sets and keys. For example, encrypted copies of keys are held in Key Management
Data (C:\ProgramData\nCipher\Key Management Data). The default permissions allow all
users to read these files, enabling them to use keys but not create them. File permissions
can be altered to restrict access to specific keys to specific users/groups.

You should use the nt_privpipe_users option to define the name of the
o user who can carry out privileged operations, for example, using the nop
clearfail utility. See nt_privpipe_users for more information.
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6.2. About client configuration

o ‘ You can add more HSMs to a client and more clients to an HSM at any
time.

The HSM and a client communicate by means of the hardserver, which handles secure trans
actions between the HSM and applications that run on the client. You must configure:

- Each client hardserver to communicate with the HSM that the client needs to use

- The HSM to communicate with clients that are allowed to use the HSM.

Information about the current configuration of the HSM or a client is stored in configuration
files that are stored in specified file systems on the clients and on the HSM. For more infor-
mation about the contents of configuration files, see HSM and client configuration files.

For information about configuring the HSM by importing an edited configuration file, see
About user privileges.

6.2.1. Remote file system (RFS)

Each HSM must have a remote file system (RFS) configured. The RFS contains master
copies of all the files that the HSM needs:

« The HSM configuration file
+ Feature-enabling certificates

« The encrypted Security World and key data for Security Worlds created on the HSM.

The RFS normally resides on a client computer, but it can be located on any computer that
is accessible on the network.

For more information about setting up the remote file system, see Configuring the Remote
File System (RFS).

6.2.2. HSM configuration

The data that defines the configuration of the HSM hardserver is stored in a file on the
HSM. This file is automatically:

+ Updated when the HSM is configured from the front panel
- Exported to the remote file system (RFS) directory.

Each HSM has separate configuration files on the RFS, stored in the directories with names
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of the form $NFAST_KMDATA%\hsm-ESN\config where ESN represents the electronic serial num
ber of the HSM from which the files were exported. These directories can contain the fol-

lowing files:

Option Description

config The master configuration file. This contains the current configuration for the
HSM. It is always present in the directory.

config-name An alternative configuration file saved by the system.

config.new A hand-edited configuration file that can be read by the HSM.

You normally configure the HSM using the front panel controls. However, in some cases
(for example, if you need to configure an HSM remotely, or if you are importing a number of
clients), you may prefer to edit the exported configuration file and then re-import the file
into the HSM. For more information, see:

« About user privileges

« HSM and client configuration files.

6.2.3. Client configuration

The data that defines the configuration of the client hardserver is stored in a file on the
client’s file system.

You must load the configuration file for the configuration to take effect. For information
about loading a client configuration remotely, see Remote configuration of additional
clients.

You can configure a client to use multiple HSMs. All the HSMs configured for use by a client
can fail over if the application that uses them is set up appropriately.

For more information about the contents of the client configuration file, see HSM and client
configuration files.

You can also configure the client’s hardserver by setting environment
0 variables, as described in Setting environmental variables. Environment
variable settings override settings in the client configuration files.

6.3. Basic HSM and remote file system (RFS) configuration

After installing the HSM hardware and software, there are several HSM and RFS configura-
tion tasks you must perform. You perform these RFS tasks before:
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- Creating the Security World and an Operator Card Set (OCS)

« Completing the process of configuring the HSM and client to work together.

6.3.1. Configuring the Ethernet interfaces

The HSM communicates with one or more clients. Each client is an Ethernet connected
computer that has the Security World Software installed and configured. You must supply
Internet Protocol (IP) addresses for the HSM and the client. Contact your system administra
tor for this information if necessary.

To configure the Ethernet interfaces (IPv4 and IPv6), see the Installation Guide for your
HSM.

6.3.2. Optionally configure hardserver interfaces

By default, the hardserver listens on all interfaces. However, you can alter the hardserver
settings. Altering the hardserver settings would prove necessary, for example, if you
wanted to connect one of the Ethernet interfaces to external hosts.

Ensure that you have configured the Ethernet interfaces on the HSM before attempting to
configure the hardserver. See the Installation Guide for more information about configuring
the Ethernet interfaces.

You can configure the following options to specify network interfaces on which the hard-
server listens:
Option Description

All interfaces This option (which is the default) specifies that the
hardserver listens on all interfaces.

IP address of interface #1 This option specifies that the hardserver listens only
on interface 1. This option only appears if interface 1
has been configured.

IP address of interface #2 This option specifies that the hardserver listens only
on interface 2. This option only appears if interface 2
has been configured.

Will not listen This option specifies that the hardserver does not lis-
ten on any interfaces.

To define the interface and port on which the hardserver listens:

1. From the main menu, select System > System configuration > Hardserver config. The
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following screen appears:

Hardserver config
Select network I/F
hardserver listens on:
A1l interfaces
Select TCP port: 9004
CANCEL FINISH

2. Select the network interfaces on which the hardserver is to listen.

o For security reasons, do not allow the hardserver to listen on any
interface that is to connect to the public Internet.

3. Press the Select button to move to the TCP port field, and set the port on which the
hardserver is to listen. The default is 9004.

6 Make sure that your firewall settings are consistent with your port
settings. See the Installation Guide for more about firewall settings.

4. When the network interface and port are correct, press the right-hand navigation but-
ton.

5. Press the right-hand navigation button again to continue.

6. You are asked if you wish to reboot the system now or later. Press the right-hand navi-
gation button to reboot now.

6.3.3. Configuring the Remote File System (RFS)

The RFS contains the master copy of the Security World data for backup purposes. The RFS
can be located on either a client or another network-accessible computer where the Secu-
rity World Software is installed. If the RFS is on a client, the same file structure also contains
the configuration files for that client.

We recommend that you regularly back up the entire contents of the
o RFS. The %NFAST_KMDATA% directory is required to restore the nShield
HSM, or a replacement, to its current state, in case of failure.

You can specify a new remote file system, and modify or delete an existing remote file sys-
tem configuration. To create or modify a remote file system configuration, specify the IP
address of the computer on which the file system resides.

0 You must have created an RFS on the client computer before you spec-
ify the IP address of the client.
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For more information about the RFS and its contents, see:

+ Remote file system (RFS)

+ Location of Security World files.

The nShield HSM must be able to connect to TCP port 9004 of the RFS. If necessary, mod-
ify the firewall configuration to allow this connection on either the RFS itself or on a router
between the RFS and the nShield HSM.

You can configure the connection to use secure authentication using software-based
authentication or with an nToken (or local HSM) installed in the RFS. When enabled the
nShield HSM not only examines the RFS’s IP address, but also requires the RFS to identify
itself using a signing key.

If an nToken is installed in the RFS, it can be used to both generate and
protect a key that is used for the impath communication between the
0 nShield HSM and the RFS. Thus a strongly protected key is used at both
ends of the impath. A local nShield PCle or USB-attached HSM can also
be used to perform the role of the nToken.

Obtain the following information about the nShield HSM before you set up an RFS for the
first time:

- The IP address
+ The electronic serial number (ESN)

« The hash of the Kyer, key (HKyer). The Kyer key authenticates the nShield HSM to clients.
It is generated when the nShield HSM is first initialized from factory state.

If your network is secure and you know the IP address of the nShield HSM, you can use the
anonknet1i utility to obtain the ESN and hash of the Kyer, key by giving the following com-
mand on the client computer. For guidance on network security, see the nShield Security
Manual.

anonkneti <Unit IP>

In this command, <Unit IP> is the IP address of the nShield HSM, which could be one of the
following:

« An IPv4 address, for example 123.456.789.123.
« An IPv6 address, for example fc00::1.
« Alink-local IPv6 address, for example fe80: : 1%eth0.

« A hostname.
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The command returns output in the following form:

A285-4F5A-7500 2418ec85c86027eb2d5959fef35edc5e1b3b698 f

In this example output, A285-4F5A-7500 is the ESN and 2418ec85c86027eb2d5959fef35ed-
c5e1b3b698f is the hash of the Kyer, key.

Alternatively, you can find this information on the nShield HSM startup screen. Use the

touch wheel to scroll to the appropriate information.
When you have the necessary information, set up an RFS as follows:

1. Prepare the RFS on the client computer (or another appropriate computer) by running
the following command on that computer:

rfs-setup <Unit IP> <EEEE-SSSS-NNNN> <keyhash>

In this command:

° <Unit IP> is the IP address of the nShield HSM.
° <EEEE-SSSS-NNNN> is the ESN of the nShield HSM.
° <keyhash> is the hash of the Ky key.

2. On the nShield HSM display screen, use the right-hand navigation button to select Sys
tem > System configuration > Remote file system, and enter the IP address of the
client computer on which you set up the RFS:

Remote File System

Enter IP address:

CANCEL CONTINUE

3. The next screen asks for the port number on which the RFS is listening. Enter the port
number and press the right-hand navigation button to continue:

Remote File System

Enter port number:

9004
CANCEL CONTINUE
0 ‘ Leave the port number at the default setting of 9004.
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4. Select the config push mode and press the right-hand navigation button to continue:

Remote File System

Set RFS config push
mode to:

AUTO

CANCEL CONTINUE

Three options are available:

° AUTO: The RFS is only allowed to push configuration files to the nShield HSM if
secure authentication is enabled. This is the default value.

> ON: The RFS is allowed to push configuration files to the nShield HSM.
° OFF: The RFS is not allowed to push configuration files to the nShield HSM.

5. You must confirm whether to enable or disable secure authentication when setting up
the RFS. The following screen is displayed:

Remote File System
Do you want secure
authentication enabled

on the RFS?

YES
CANCEL CONTINUE

a. Select No and press the right-hand navigation button to configure the RFS without
secure authentication. The authentication of the RFS will be based on the IP
address only.

b. Select Yes and press the right-hand navigation button to configure the RFS with
secure authentication.

6. Skip this step if you have not selected secure authentication.

If an nToken is installed in the RFS, you will be asked to choose which authentication
key to use. Select the desired option and press the right-hand navigation button:

>0DA8-A5AE-BAGD
Software Key

BACK SELECT

a. The ESN of the nToken installed in the RFS.

b. "Software Key" for software-based authentication.
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If no nToken is installed in the RFS, then software-based authentication is automati-
cally selected.

7. Skip this step if you have not selected secure authentication.

At the next screen, verify that the key hash displayed by the nShield HSM matches the
RFS key hash:

Remote @DA8-A5SAE-BA@D
reported the key hash:
9e0020264af732933574
0cfe10446d33cea33fda
Is this EXACTLY right?

CANCEL CONFIRM

The RFS key hash is obtained by running the commands described below. Take a copy
of the returned key hash and compare it to the value reported on the nShield HSM dis-

play.

With software-based authentication

Run the following command on the RFS:

enquiry -md

This command returns the software key hash, tagged as kneti hash, as part of its
output, for example:

Server:
enquiry reply flags none
enquiry reply level Six

kneti hash d4c3d757a67416cb9ba31f33febdbead688629e5

With nToken authentication

Run the following command on the RFS:

ntokenenroll -H

This command produces output of the form:

nToken module #1

nToken ESN: ODA8-A5AE-BAGD
nToken key hash: 9e0020264af732933574
Ocfe10446d33cea33fda
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Check that the ESN also matches the one reported on the nShield HSM display.

If the RFS key hash matches the one reported on the nShield HSM display, press the
right-hand navigation button to continue the RFS configuration. Otherwise press the
left-hand navigation button to cancel the operation.

8. The nShield HSM displays "Transferring files..." followed by a message reporting that
the RFS has been set up. Press the right-hand navigation button again to exit.

After you have defined the RFS, the nShield HSM configuration files are exported automati-
cally. See the User Guide for more about configuration files.

To modify the RFS at a later date, select System > System configuration > Remote file sys
tem, and then select the required action.

You can allow other clients to access the remote file system and share
Security World and key data that is stored in the $NFAST_KMDATA% direc-
tory in the same way as the HSM. Clients that access data in this way
0 are described as cooperating clients. To configure client cooperation,
you need to know the details of each client including IP address and

optionally their key hash and nToken ESN.

6.3.4. Configuring log file storage
You can choose to store log files on both the HSM and RFS or on the HSM only.

To configure log file storage, use the right-hand navigation button to select System > Sys-
tem configuration > Log config. Then select one of:

1. Log to store log files on the HSM only.
2. Append to store log files on both the HSM and remote file system.

We recommend selecting Append because if you select Log you can only view the log file
from the nShield HSM front panel. Moreover, the log file stored on the HSM is cleared every
time it is powered down.

You may also additionally configure the logs to be sent to a remote syslog server, see Con-
figuring Remote Syslog.

6.3.5. Setting the time and date

If you do not intend to use NTP time synchronization, set the time and date as described in
this section. If you configure the nShield HSM to use NTP time synchronization, then the
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time and date will be maintained by NTP.
To set the time and date on the HSM as UTC:

1. Use the right-hand navigation button to select and display the System menu:

1-1

System configuration
System information

Login settings

Upgrade system

Factory state
Shutdown/Reboot

BACK SELECT

2. Select System configuration to display the System configuration menu:

1-1-1

Network config

Hardserver config

Remote file system

Client config

Resilience config

Config file options

BACK SELECT

3. Use the touch wheel to move the arrow to Date/time setting, and press the right-hand
navigation button to select it. The Set system date screen is displayed:

Set system date
Please enter the
current UTC date as
DD/MM/YYYY:
27/ 5/2013
CANCEL NEXT

4. For each date field, use the touch wheel to set the value and move the cursor to the
next field.

When you have completed all the fields, press the right-hand navigation button to con-
firm the date. The Set system time screen is displayed:

Set system time
Please enter the
current UTC time as

hour/mins/seconds:
18:08:19
CANCEL FINISH
Setting the time and date of the HSM as UTC does not reset the
e value of the Real Time Clock (RTC) on the HSM. The UTC date and
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‘ time settings are used only in log messages.

6.3.6. Keyboard layout

You can connect a keyboard to the USB connector on the nShield HSM front panel. This
enables you to control the nShield HSM using a special set of keystrokes instead of the stan
dard front panel controls.

You can connect either a US or a UK keyboard. To configure the nShield HSM for your key-
board type, select System > System configuration > Keyboard layout and then choose the
keyboard type you require.

6.4. Configuring the nShield HSM to use the client

You must inform the HSM hardserver of the location of the client computer.

You can configure the connection to use secure authentication using software-based
authentication or with an nToken (or local PCle HSM) installed in the client. When enabled
the nShield HSM not only examines the client IP address, but also requires the client to iden
tify itself using a signing key.

If an nToken is installed in a client, it can be used to both generate and
protect a key that is used for the impath communication between the
0 nShield HSM and the client. Thus a strongly protected key is used at
both ends of the impath. A local PCle HSM can also be used to perform
the role of the nToken.

Software-based authentication is only supported from version 12.60.

Previously enrolled clients using software-based authentication will
9 need to be re-enrolled if an earlier version of Security World software is
installed.

The client configuration process varies slightly depending on whether you are enrolling the
client with or without secure client authentication:

1. On the nShield HSM front panel, use the right-hand navigation button to select Sys-
tem > System configuration > Client config > New client.

The following screen is displayed:

Client configuration

Please enter your
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client IP address:

CANCEL NEXT

Enter the IP address of the client, and press the right-hand navigation button.

2. Use the touch wheel to confirm whether you want to save the IP or not, and press the
right-hand navigation button.

Client configuration
Do you want to save
the IP in the config?
(No for dynamic client
IPs)

No
BACK NEXT

3. Use the touch wheel to select the connection type between the nShield HSM and the
client.

Client configuration

Please choose the
client permissions

Unprivileged

BACK NEXT

The following options are available:

Option Description

Unprivileged Privileged connections are never allowed.

Priv. on low ports Privileged connections are allowed only from ports numbered
less than 1024. These ports are reserved for use by root on
Linux.

Priv. on any ports Privileged connections are allowed on all ports.

A privileged connection is required to administer the nShield HSM
(for example, to initialize a Security World). If privileged connec-
tions are allowed, the client can issue commands that can interfere
o with the normal operation of the nShield HSM, such as clearing it.
Entrust recommends that you allow only unprivileged connections

unless you are performing administrative tasks.
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4. When you have selected a connection option, press the right-hand navigation button.

The following screen is displayed:

Client configuration
Do you want secure
authentication enabled

on this client?

Yes
BACK NEXT

a. Select No and press the right-hand navigation button to configure the client with-
out secure authentication. The authentication of the client will be based on the IP
address only.

b. Select Yes and press the right-hand navigation button to configure the client with
secure authentication.

5. On the nShield HSM, enter the number of the port on which the client is listening (the
default is 9004), and press the right-hand navigation button. The following screen is
displayed:

Client configuration

On what port is the
client listening?

9004

CANCEL NEXT

6. Skip this step if you have not selected secure authentication.

If an nToken is installed in the client, you will be asked to choose which authentication
key to use. Select the desired option and press the right-hand navigation button:

>3138-147F-2D64
Software Key

BACK SELECT

a. The ESN of the nToken installed in the client.
b. "Software Key" for software-based authentication.

If no nToken is installed in the client, then software-based authentication is automati-
cally selected.

0 ‘ Software-based authentication is only supported from version
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12.60.

7. Skip this step if you have not selected secure authentication.

The next screen asks you to verify that the key hash displayed by the nShield HSM
matches the client key hash:

Remote 3138-147F-2D64
reported the key hash:
691be427bb125f387686
38a18bfd2eab75623320
Is this EXACTLY right?

CANCEL CONFIRM

The client key hash is obtained by running the commands described below. Take a
copy of the returned key hash and compare it to the value reported on the nShield
HSM display.

With software-based authentication

Run the following command on the client:

enquiry -m@

This command returns the software key hash, tagged as kneti hash, as part of its
output, for example:

Server:
enquiry reply flags none
enquiry reply level  Six

kneti hash £8222fc007be38b78ebf442697e244dabded38a8

With nToken authentication

Run the following command on the client:

ntokenenroll -H

This command produces output of the form:

nToken module #1

nToken ESN: 3138-147F-2D64
nToken key hash: 691be427bb125f387686
38a18bfd2eab75623320

Check that the ESN also matches the one reported on the nShield HSM display.
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If the client key hash matches the one reported on the nShield HSM display, press the
right-hand navigation button to continue the RFS configuration. Otherwise press the
left-hand navigation button to cancel the operation.

8. The nShield HSM displays a message reporting that the client has been configured.
Press the right-hand navigation button again.

To modify or delete an existing client, select System > System configuration > Client con-
fig and perform the appropriate procedure.

If you want to use multiple clients with the nShield HSM, you must enable additional client
licenses (see Enabling optional features). When you have additional client licenses enabled,
to configure more clients, repeat the appropriate steps of the procedure described in this
section for each client.

6.4.1. Remote configuration of additional clients

Additional clients can be added remotely provided that config push is enabled. This can be
done from the RFS or a client computer (see Pushing configuration files to the nShield
HSM).

0 Before you can use multiple clients with the nShield HSM, you must
enable the additional clients as described in Enabling optional features.

To add clients remotely:

1. Copy the HSM configuration file NFAST_KMDATA\hsm-ESN\config\config to config.new
in the same directory.

The path to the new file will be: NFAST_KMDATA\hsm-ESN\config\config.new.

2. Add a new entry to config.new in the hs_clients section to contain the details of the
client to be added.

The following two entries must exist in the configuration file:

addr=<client_IP>
clientperm=permission_type

Where:

<client_IP> can be either the IP address of the client or 0.0.0.0, ::, or blank if the
HSM is to accept clients identified by their key hash instead of their IP address.

0.0.0.0 or ::, and blank result in the same behavior. You can only use them in the con-
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figuration file, you cannot enter these values in the front-panel user interface.
The default is blank.

If you set both the <client_IP> field (the client’s IP address) and the key hash, the
HSM must identify clients from both of these fields.

permission_type defines the type of commands the client can issue (unpriv, priv or
priv_lowport).

a. If the client is using an nToken, two additional entries will need to be added to the
configuration file:

esn=nToken_ESN
keyhash=nToken_keyhash

Where nToken_ESN is the ESN of the client’'s nToken and nToken_keyhash is the
hash of the key that the client’s nToken should authenticate itself with.

b. If the client is using software-based authentication, one additional entry will need
to be added to the configuration file:

keyhash=software_keyhash

Where software_keyhash is the hash of the software generated key that the client
should authenticate itself with. The ESN entry must be blank or omitted for soft-
ware-based authentication.

o Each client entry after the first must be introduced by a line
consisting of one or more hyphens.

3. Load the updated configuration file on to the nShield HSM. To do this, run the follow-

ing command:

cfg-pushnethsm --address=<module_IP_address> <new_config_file>

In this command, <module_IP_address> is the IP address of the nShield HSM and <new_
config_file> is the location of the updated configuration file (config.new).

Alternatively, you can load the configuration file using the nShield HSM front panel
without enabling config push. The configuration file (config.new) must be in the direc-
tory $NFAST_KMDATA%\hsm-ESN\config on the remote file system. To do this, select Sys-
tem > System configuration > Config file options > Fetch configuration.
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An SEE machine cannot be installed or configured using the fetch
configuration option from the front panel, the config push feature

e must be used for this. See Remotely loading and updating SEE
machines for more information.

6.5. Changing the nShield HSM configuration from the
Front Panel to use a client

From the Front Panel, you can change the settings that your nShield HSM stores about its

client.

The Front Panel does not display all current properties for the client.
Entrust recommends that you retrieve the current client settings before
you start the update. See HSM and client configuration files. During the
o configuration update, check the current configuration file against the
values displayed on the Front Panel. Check the values at each configura
tion step before proceeding to the next step and finally confirming the

changes.

6.6. Configuring client computers to use the nShield HSM

Each client computer must be configured to use the internal security module of your
nShield HSM. There are two methods for achieving this:

« Enrolling the client with the configuration file.

+ Enrolling the client with command-line utilities.

6.6.1. Enrolling the client with the client configuration file

The client configuration files are in the directory $NFAST_KMDATA%\config on the client com-

puter’s file system.

For this release, you must generate a new client configuration file to
take advantage of the new functionality. To generate a new client con-

figuration file, back up your existing configuration file and run the com-
o mand cfg-mkdefault. This generates a template for the configuration
file into which you can copy the settings from your old configuration
file.

The nethsm_imports section defines the network HSMs that the client imports (See
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nethsm_imports). It can also be set up by the nethsmenroll utility.

- Edit the following mandatory fields: 1ocal_module, remote_ip, remote_esn, remote_key-
hash and privileged. The default value for remote_keyhash (40 zeros) specifies that no
authentication should occur.

« The ESN and hash of the HSM to import can be retrieved by running the command

anonkneti remote_ip

« If the client is to be enrolled with an nToken, open a command line window, and run the
command: ntokenenroll --H. This command produces output of the form:

nToken module #1
nToken ESN: 3138-147F-2D64
nToken key hash: 691be427bb125f3876838a18bfd2eab75623320

« Enter the nToken’s ESN in the field ntoken_esn in the config file.

« Each HSM entry after the first must be introduced by a line consisting of one or more
hyphens, i.e. ---.

+ At the command line run the command cfg-reread, to reload the hardserver's configu-
ration.

- Verify that the client can use the nShield HSM by running enquiry, which reports the

HSM's status.
0 If the client is to be enrolled with either software-based authentication
or no authentication, the ntoken_esn field must be left empty.

For information about configuration file contents, see HSM and client configuration files.

6.6.2. Enrolling the client from the command line

The nethsmenroll command-line utility edits the client hardserver’'s configuration file to add
the specified nShield HSM. For more information about the options available to use with
nethsmenroll, read the following section Client configuration utilities, or run the command:

nethsmenroll --help

To retrieve the nShield HSM's ESN and HKNETI, run the command

anonkneti <Unit IP>
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This command produces output of the form:

3138-147F-2D64 691be427bb125f38768638a18bfd2eab75623320

If the nShield HSM's ESN and HKNETT are not specified, nethsmenroll attempts to contact
the HSM to determine what they are, and requests confirmation.

1. If you are enrolling the client with an nToken, run the command:

nethsmenroll --ntoken-esn <nToken ESN> [Options] --privileged <Unit IP> <Unit ESN> <Unit KNETI HASH>

2. If you are enrolling the client without an nToken, i.e. software-based authentication or
no authentication, run the command:

nethsmenroll [Options] --privileged <Unit IP> <Unit ESN> <Unit KNETI HASH>
These commands produce output of the form:

0K configuring hardserver's nethsm imports.

6.6.3. Client configuration utilities

We provide the following utilities for client configuration:

Utility Description

nethsmenroll This utility is used to configure the client to communicate with the nShield
HSM.

config-serverstartup This utility is used to configure the client’s hardserver to enable TCP sockets.

6.6.3.1. nethsmenroll

The nethsmenroll command-line utility edits the client hardserver's configuration file to add
the specified nShield HSM. If the nShield HSM's ESN and HKNETI are not specified, nethsmen-
roll attempts to contact the nShield HSM to determine what they are, and requests confir-
mation.

Usage:

nethsmenroll [Options] --privileged <hsm-ip> <hsm-esn> <hsm-kneti-hash>
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Options Description

-m|--module=MODULE Specifies the local HSM number to use (default is @ for dynamic con-
figuration by hardserver).

-p|--privileged Causes the hardserver to request a privileged connection to the
nShield HSM (default unprivileged).

-<hsm-1ip> The IP address of the nShield HSM, which could be one of the follow
ing:
+ An IPv4 address, for example 123.456.789.123.
« An IPv6 address, for example fc00::1.
« Alink-local IPv6 address, for example fe80::1%eth0.

+ A hostname.

-r|--remove Deconfigures the specified nShield HSM.
-f|--force Forces reconfiguration of an nShield HSM already known.
--no-hkneti-confirmation Does not request confirmation when automatically determining the

nShield HSM's ESN and HKNETI

This option is potentially insecure and
should only be used on secure networks
0 where there is no possibility of a man-in-
the-middle attack. For guidance on network
security, see the nShield Security Manual.

-V|--verify-nethsm-details When the ESN and HKNETI have been provided on the command line,
verifies that the selected HSM is alive, reachable and matches those
details.

-P|--port=PORT Specifies the port to use when connecting to the given nShield HSM
(default 9004).

-n|--ntoken-esn=ESN Specifies the ESN of the nToken to be used to authenticate this

client. If the option is omitted, then software authentication will be
used instead.

6.6.3.2. config-serverstartup

The config-serverstartup command-line utility automatically edits the [server_startup]
section in the local hardserver configuration file in order to enable TCP ports for Java and
KeySafe. Any fields for which values are not specified remain unchanged. After making any
changes you are prompted to restart the hardserver.

Run config-serverstartup using commands of the form:

config-serverstartup [OPTIONS]
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For more information about the options available to use with config-serverstartup, run the
command:

config-serverstartup --help

6.7. Configuring NTP in the nShield HSM

The nShield HSM has a standard NTP client that can be configured to support synchroniza-
tion of system time on the HSM with one or more NTP servers. Network Time Protocol
(NTP) is intended to synchronize all participating computers to within a few milliseconds of
Coordinated Universal Time (UTC). System time on the nShield HSM is independent of the
Real Time Clock (RTC) in the HSM and is used for log messages and front panel display.

o ‘ Entrust recommends that the NTP Server(s) are trusted servers within

your local network, not internet time servers.

After configuring NTP the HSM has to be re-started for the configuration to take effect.
When starting up after being configured, the NTP client can make a step change to the sys-
tem time to bring it into line with that of the NTP server(s). At all other times, the NTP client
will only slew (gradually change) the system time. When using NTP there should be no need
to set the system time by setting time and date from the front panel of the nShield HSM.

Before configuring NTP you must ensure the following:

- config push is enabled for the remote computer used to configuring NTP. See Pushing
configuration files to the nShield HSM.

« The client computer enabled for auto push is configured for Privileged connections,
see Configuring the nShield HSM to use the client, so that the nShield HSM can be
rebooted from the client computer.

6.7.1. Using the NTP configuration tool
NTP is configured using the cfg-pushntp utility on a client computer.

Utility Description

cfg-pushntp This tool enables or disables NTP time synchronization on the specified
nShield HSM. When enabling NTP synchronization, the IP addresses of up to 3
NTP servers may be specified.

o The new NTP settings will take effect the next time
the target nShield HSM is restarted.
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Usage:

cfg-pushntp -a ADDR [-p PORT -k -m MODULE] -1 ADDR [-2 ADDR -3 ADDR] enable

cfg-pushntp -a ADDR [-p PORT -k -m MODULE] disable

Options:
Field Description
enable | disable Enable or disable NTP service on the nShield HSM.
-3|--address=ADDR IP address of nShield HSM to configure NTP on.
-p|--port=PORT Set port to use to connect to the nShield HSM (default=9004).
-k|--use-kneti Use KNETI to authenticate ourselves.
-m|--module=MODULE Set the HSM to use for KNETI authentication. The default is HSM 1. This option
can only be used with the --use-kneti option
-1|--ntp1=ADDR IP address of NTP server.
-2|--ntp2=ADDR IP address of NTP server.
-3|--ntp2=ADDR IP address of NTP server.

For example, running the command:

cfg-pushntp.exe --address=192.30.100.150 --ntp1=192.23.24.256 enable

Returns:

The requested NTP configuration changes have been uploaded and will take effect when the target nShield HSM is
restarted.

6.7.2. Restarting the nShield HSM

After configuring NTP, restart the nShield HSM, for example see Using nethsmadmin to
reboot an nShield HSM. Once the HSM has rebooted and the syslog output is available,
check that there are no NTP failures reported in the syslog output.

6.8. Configuring Remote Syslog

The nShield HSM can be configured to send logs directly to a remote syslog server, listen-
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ing on a User Datagram Protocol (UDP) port, by editing the remote_sys_log section of the
config file.

This behavior can be configured in addition to storing the log files on the RFS (i.e. you can
configure the logs to be sent to a remote syslog server regardless of whether the nShield

HSM logs are configured to be stored on the HSM or the RFS). For further information see
Configuring log file storage.

There is no additional formatting of log messages (the logs sent are the same log messages
that will appear on the unit or the RFS). It is the responsibility of the remote syslog server /
SIEM application to format, sort and aggregate the incoming log messages.

To configure an nShield HSM to send logs to a remote syslog server:

1. In the remote_sys_log section of the config file for the remote module, add the follow-

ing settings:

If your configuration file predates the functionality to send logs to
a remote syslog server, you will need to manually create a new con-
fig file section called remote_sys_log.

remote_sys_log_ip=REMOTE_SYSLOG_SERVER_IP
remote_sys_log_port=REMOTE_SYSLOG_SERVER_PORT

2. Run the following command to push the new config file to the module:

cfg-pushnethsm

If you are using an older version of the Security World software
with a Connect image that supports remote syslog, you will see this

0 error message: unrecognized section name: 'remote_sys_log'. Use
the following command to push the updated configuration file:

cfg-pushnethsh --force

If you are using a version of the Security World software that sup-
ports remote syslog with an image that does not support remote
0 syslog, the configuration file will be pushed to the nShield HSM but
will be rejected by it. You will see that the upgraded configuration

file on the RFS is unchanged.

To turn off sending logs to a remote syslog server, remove the entries from the
remote_sys_log section of the configuration file and push the updated configuration file.
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6.9. Setting up client cooperation

If you do not need to allow multiple clients access to your remote file system (RFS), you
only need to follow the instructions provided in Configuring the Remote File System (RFS)
to initialize your RFS. If you need to allow other clients to access your RFS (that is, able to
access the RFS to share key data), complete the following steps:

1. Configure the RFS to accept access by cooperating clients:

° For every authenticated client (with write access and Ky, authorization) that
needs to be a client of this remote file system, run the command:

rfs-setup --gang-client <client_IP_address> <EEEE-SSSS-NNNN> <keyhash>

In this command:

® <client_IP_address> is the IP address of the client.

® <EEEE-SSSS-NNNN> is the ESN of the nToken used by the client when using a
nToken Kyer key to authenticate itself. When using software-based authentica

tion, it must be empty (i.e. ") or can be omitted altogether.
® <keyhash> is the hash of the software or module Kyer key used by the client.

° For every unauthenticated client (with write access but without Kyer, authoriza-
tion), run the command:

rfs-setup.exe --gang-client --write-noauth <client_IP_address>

The --write-noauth option should be used only if you believe
your network is secure. This option allows the client you are
configuring to access the RFS without Kyer, authorization.

To limit a gang-client to read-only, use the --readonly flag.

2. On each client that is to be a cooperating client, you must run the rfs-sync command-
line utility with appropriate options:
° for clients using a software Kyer key to authenticate themselves to the RFS, run
the command with the default options:

rfs-sync --setup <RFS_IP_ADDRESS>

° for clients using a module Kyer, key to authenticate themselves to the RFS, run the
command:

nShield Connect v13.3 User Guide (Windows) 70/502



Chapter 6. Client Software and module configuration

rfs-sync --setup --authenticate --module=<MODULE> <RFS_IP_ADDRESS>

In this command:

®m <RFS_IP_ADDRESS> is the IP address of the RFS.
= <MODULE> is the local module to use for authentication.

° for clients to authenticate the RFS using software-based authentication, use the
--rfs-hkneti=HKNETI option to specify the hash of the software Kyer: key of the
RFS.

° for clients to authenticate the RFS using nToken authentication, use the --rfs
-esn=ESN and --rfs-hkneti=HKNETI options to specify the ESN and hash of the Kyer
key of the nToken installed in the RFS.

The rfs-sync utility uses lock files to ensure that updates are made in a consistent fashion.
If an rfs-sync --commit operation (the operation that writes data to the remote file system)
fails due to a crash or other problem, it is possible for a lock file to be left behind. This would
cause all subsequent operations to fail with a lock time-out error.

The rfs-sync utility has options for querying the current state of the lock file, and for delet-
ing the lock file; however, we recommend that you do not use these options unless they are
necessary to resolve this problem. Clients without write access cannot delete the lock file.

For more information about the rfs-sync utility, see rfs-sync.
To remove a cooperating client so the RFS no longer recognizes it, you must:

+ Know the IP address of the cooperating client that you want to remove

« Manually update the remote_file_system section of the hardserver configuration file
by removing the following entries for that particular client:

remote_ip=client_IP_address

remote_esn=keyhash=00 00000000000 0
native_path=%NFAST_KMDATA%\1local

volume=kmdata-local

allow_read=yes

allow_write=yes

allow_list=yes

is_directory=yes

is_text=no

and

remote_ip=client_IP_address

remote_esn=keyhash=0 00000000000 00
native_path=%NFAST_KMDATA%\1local\sync-store
volume=kmdata-backup

allow_read=yes
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allow_write=yes
allow_list=yes
is_directory=yes
is_text=no

6.9.1. Useful utilities

6.9.1.1. anonkneti

To find out the ESN and the hash of the Kyer, key for a given IP address, use the anonkneti
command-line utility. A manual double-check is recommended for security.

The IP address could be one of the following:

+ An IPv4 address, for example 123.456.789.123.
« An IPv6 address, for example fc00::1.
« Alink-local IPv6 address, for example fe80:: 1%eth0.

« A hostname.

6.9.1.2. rfs-sync

This utility synchronises the $NFAST_KMDATA%\local folder between a cooperating client and
the remote file system it is configured to access. It should be run when a cooperating client
is initialised in order to retrieve data from the remote file system and also whenever a client
needs to update its local copy of the data or, if the client has write access, to commit
changes to the data.

6.9.1.2.1. Usage

rfs-sync [-U|--update] [-c|--commit] [-s|--show] [--remove] [--setup [setup_options] ip_address]

6.9.1.2.2. Options

-U|--update

These options update local key-management data from the remote file system.

If a cooperating client has keys in its kmdata\local directory that are
also on the remote file system, if these keys are deleted from the

o remote file system and then rfs-sync --update is run on the client,
these keys remain on the client until manually removed.
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-c|--commit

These options commit local key-management data changes to the remote file system,
and update the client from the remote file system.

-s|--show

These options display the current synchronisation configuration.

--setup

This option sets up a new synchronisation configuration. Specifics of the configuration
can be altered using setup_options as follows:

-a|--authenticate

This set-up option specifies the use of a module KNETI key to authenticate this client to
the RFS. By default the software KNETI key is used instead.

-m|--module=module

This option selects the local module to use for authentication. The default is 1. This
option can only be used with the --authenticate option.

-p|--port=port

These options specify the port on which to connect to the remote file system. The
default is 9004.

--rfs-hkneti=HNETI

This option specifies the hash of the Kierr key to use for nToken or software-based
authentication of the RFS.

--rfs-esn=ESN

This options specifes the ESN of the nToken to use for authentication of the RFS.

ip_address

This option specifies the IP address of the remote file system, which could be one of
the following:

« An IPv4 address, for example 123.456.789.123.
« An IPv6 address, for example fc00::1.
+ Alink-local IPv6 address, for example fe80::1%eth0.
« A hostname.
--remove

This option removes the synchronisation configuration.
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A client can use rfs-sync --show to display the current configuration, or rfs-sync --remove
to revert to a standalone configuration. Reverting to a standalone configuration leaves the
current contents of the Key Management Data directory in place.

The rfs-sync command also has additional administrative options for examining and remov
ing lock files that have been left behind by failed rfs-sync --commit operations. Using the
--who-has-1lock option displays the task ID of the lock owner. As a last resort, you can use
the rfs-sync command-line utility to remove lock files. In such a case, the --kil1-1ock
option forcibly removes the lock file.

o The lock file can also be removed via menu item 3-3-2, Remove RFS
Lock: this executes the rfs-sync --kill-lock command.

6.9.2. Setting environmental variables

This section describes how to set Security World Software-specific environment variables.
You can find detailed information about the environment variables used by Security World
Software in Environment variables. Environment variables

You can set Security World Software-specific environment variables as follows:

1. Open the System dialog by clicking System in the control panel menu.
2. Select the Advanced tab and click the Environment Variables button.

3. To add a variable, click New. Alternatively, to edit an existing variable select an entry in
the System Variables list and click Edit.

4. In the Variable Name field, type or edit the name of the environment variable (for exam
ple, NFAST_HOME).

5. In the Variable Value field, type or edit the value to use.
6. Click the OK button to set the value, and then click the OK button to close the dialog.

7. Open the Administrative Tools dialog by clicking the Administrative Tools icon in the
Control Panel

8. Open the Services console by clicking the Services icon.

9. From the displayed list of services, select the nFast Server icon, and select Restart the
service.

6.9.3. Logging and debugging

The nShield HSM and applications that use it generate log files. You can view the logs using
the unit front panel. Application log messages are handled on the client.
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The Security World Software generates logging information that is configured through a
set of four environment variables:

NFLOG_FILE
NFLOG_SEVERITY
NFLOG_DETAIL
NFLOG_CATEGORIES

If none of these logging environment variables are set, the default
behavior is to log nothing, unless this is overridden by any individual

0 library. If any of the four logging variables are set, all unset variables are
given default values.

Detailed information about controlling logging information by means of these environment
variables is supplied in Logging, debugging, and diagnostics.

Some components of the Security World Software generate separate debugging informa-
tion which you can manage differently. Debugging information for applications is handled
on the client. If you are setting up the unit to develop software that uses it, you should con-
figure debugging before commencing software development.

6.9.4. Configuring Java support for KeySafe

To use KeySafe, follow the instructions in Using KeySafe.

6.10. Routing

If you have configured only one network interface, you do not need to configure a static
route for the unit, although you can do so if you wish. If you have configured a second net-
work interface, you can choose to configure a static route.

If the unit is to connect to a remote host or network that is unreachable through the default
gateway, you must set up extra static routes in the system routing table.

To set up the Ethernet interfaces (IPv4 and IPv6), see the Installation Guide for your HSM.
After you have defined static routes, you should test them as described in Testing routes.

0 If you define, edit, or delete a route, you must reboot the unit before the
route can be used and the routing table is updated.
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6.10.1. Testing routes

When you have set up or edited a route, you should test the route.

6.10.1.1. Testing a route between the unit and the client

When you have installed the unit in its final location, you should test the connection
between the unit and the client. You can do this from the client, as described in this section,
or by using the Ping remote host option on the unit. To do this from the unit, select System
> System configuration > Network config > Ping remote host.

You can also use the method described in this section to test the route between the client
and a remote computer.

To test the route from the client to the unit, issue a ping command from the client for the IP
address that you specified for the unit. (The format of the command and results may vary
according to the platform that you are using.)

PiNg <XXX.XXX.XXX.XXX>

If the ping operation is successful, a message similar to the following is displayed:

Pinging xxx.xxx.xxx.xxx with 32 bytes of data

Reply from xxx.xxx.xxx.xxx: bytes=32 time=10ms TTL=125
Reply from xxx.xxx.xxx.xxx: bytes=32 time=1@ms TTL=125
Reply from xxx.xxx.xxx.xxx10ms TTL=125

Reply from xxx.xxx.xxx.xxx10ms TTL=125

6.10.1.2. Testing a route between the unit and a remote host

When you have defined or edited a route from the unit to a remote computer, you should
test it. To do this you can issue a ping command from the unit to the IP address of the host.

You can also use this method to test the connection between the unit and the client.
To test a route from the unit to a host:

1. Select System > System configuration > Network config > Ping remote host. The fol-
lowing screen appears:

Ping remote host
Select IP address:
0. 0. 0.0

RESET FINISH
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2. Enter the IP address of the remote host.

3. Press FINISH to issue the ping. The following message appears:

Please wait, running ping

4. After a short wait, a display similar to the following should appear, showing that the
unit has managed to communicate with the host:

Ping xxx.XXX.XXX.XXX:

#0: rtt=0.0503 ms

#1: rtt=0.0503 ms

#2: rtt=0.0503 ms

#3: rtt=0.0503 ms

4 of 4 packets back.
min avg max SD
0.29 0.36 0.50 0.09 ms

If not all of the information is visible onscreen, use the touch wheel to scroll up and
down the page.

5. Press the left-hand navigation button to return to the Network config menu.

6.10.2. Tracing network routes

You can trace network routes from the unit and from clients.

6.10.2.1. Tracing the route from the unit

You can trace the route taken from the unit to a remote computer. You can also use this
method to trace the route from the unit to the client.

1. Select System > System configuration > Network config > Trace route to host. The

following screen appears:

Trace route
Select IP address:
0. 0.0.0
CANCEL FINISH

2. Press the right-hand navigation button to issue the traceroute. The following message

appears:

Please wait, running traceroute.
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3. After a short wait, a display similar to the following should appear, showing the IP
addresses encountered along the route:

Ti XXX XX XXX. X
0.40 ms

2: *

31 XX XXX.XX. XXX
2.1 ms

A: XXX XX XXX XXX
2.4 ms

BACK

If not all of the information is visible onscreen, use the touch wheel to scroll up and
down the page.

4. Press the left-hand navigation button to return to the Network config menu.

6.10.2.2. Tracing the route from the client

You can trace the route from the client to the unit or (if the client is connected to the pub-
lic Internet) to a remote computer.

To trace the route from the client to the unit, issue a traceroute command from the client
for the IP address of the unit. (The format of the command, and results, may vary depending
upon the platform that you are using.)

tracert <XXX.XXX.XXX.XXX>

After a short wait, a display similar to the following should appear, showing the IP addresses
encountered along the route:

Tracing route to modulename (xxx.XXX.XxX.xxx)/ over a maximum of 30 hops:
T XXX XXX XXX XXX (XXX XXX XXX XXX) 1.457 ms 0.513 ms 0.311 ms
2 XXX XXX XXX XXX (XXX XXX XXX XXX) 0.773 ms 0.523 ms 1.615 ms

6.10.2.3. Displaying the routing table

You can view details of all the IP addresses for which the internal security module has a
route stored. The routing table includes entries for static routes (which are stored perma-
nently) and local hosts to which the module has set up temporary routing entries.

To view the routing table:

1. Select System > System configuration > Network config > Show routing table. A dis
play similar to the following appears:
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Dest Gateway Flg

T XXX XXX XXX XXX
XXX XXX . XXX xxx UG

2 XXX.XX.XX. X
XXX X. X xxx UG

BACK

If not all of the information is visible on the unit display screen, use the touch wheel to
scroll up and down the page.

2. Press the left-hand navigation button to return to the Network config menu.

6.11. Configuring an nShield HSM using the Serial Console

On supported hardware variants (see Model numbers in the nShield Security World: nShield
Connect v13.3 User Guide (Windows)) there is an RJ45 serial port connector at the rear of
the nShield HSM marked Console. The serial port provides access to a serial console com-
mand line interface that enables remote configuration of the unit whilst also facilitating sta-
tus monitoring. Tasks which would typically require a physical presence in front of the HSM,
including setting IP addresses, can be done remotely using the serial console.

Serial port (if fitted)

Ethernet port

Rear Panel

This functionality can help provide separation of duty between the data center technician
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installing the nShield HSM and the administrator configuring and using the HSM. The only
required local activity is to connect the nShield HSM to power and to serial and Ethernet
ports. Everything that can be configured using the front panel can then be configured
remotely either over the serial interface, by using the nethsmadmin utility (see nethsmadmin)
or by pushing an updated configuration file to the nShield HSM (see Configuring the
nShield HSM with configuration files).

The Serial Console supports IPv4 and IPv6 addresses.

6.11.1. Serial port configuration

The RJ45 connector can be directly connected to your client machine or connected to a
serial port aggregator for remote access.

To access the serial console command line interface, first determine the device name of the
serial connection once it is connected to your client machine. Then configure the serial port
connection in your serial port communication software with the following parameters:

« Line Speed (baud): 115200

This is the default baud rate. If you have manually changed the baud rate to 9600 (see
here), enter this value instead.

« Data bits: 8
« Parity: None
Stop bits: 1.

Once the connection is established, press Return until a login prompt is displayed. The login
prompt should look like:

nethsm login:

6.11.2. Change the baud rate

To change the baud rate using the front panel, navigate to System > System configuration
> Remote config options > Serial Console > Serial baud rate and select the required baud
rate.

to change the baud rate remotely:

1. Copy the config file to config.new.

2. If the config.new file does not already contain the following section, add it to the file.
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[cli]

# Start of the cli section

# The serial CLI baud rate configuration. Restart your CLI connection after
# changing.

# Each entry has the following fields:

#

# Set to "115200" or "9600" to select the relevant baud rate for the serial
# CLI connection. Note active CLI serial connections are broken upon the

# setting of a new baud rate.

baud_map=BAUDRATE

3. Edit the baud_map value.
4. Push config.new to the HSM using cfg_pushnethsm.

o Changing the baud rate using the front panel creates the [c1i] section
in the config file if it does not already exist.

6.11.2.1. Troubleshooting

Error Action

Nothing on the screen Press Enter a few times.

Make sure that the RJ45 connector is properly con-
nected and that remote configuration is enabled on
the nShield HSM, see Enabling and disabling the serial
console.

Miscellaneous characters displayed on the screen Make sure the serial port connection is configured cor
rectly, see Serial port configuration.

6.11.3. Creating a serial console session
The username for accessing the serial console is c1i and the default password is admin.

On first login you will be prompted to change the password for the c11i user. The minimum
length of the new password is 5 characters. For guidance on selecting a password, see the
nShield Security Manual.

Once you are successfully logged in to a serial console session you will see the welcome
message:

Welcome to the nShield Connect Serial Console. Type help or ? to list commands.

(cli)

The serial console session will automatically logout after 180 seconds of inactivity. To manu
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ally end a session, use the logout command.

6.11.4. Enabling and disabling the serial console
The serial console interface can be enabled and disabled using the nShield HSM front panel.

« To enable the serial console interface, navigate to System > System configuration >
Remote config options > Serial Console and set to On.

- To disable the serial console interface, set Serial Console to Off.

The serial interface is enabled by default and will turn back on with the default password if
the unit is reset to its factory state. This means if you do not want the serial console
enabled you will need to disable it after each factory state.

If you do not see the menu option System > System configuration > Remote config
options > Serial Console on the front panel then this means that your nShield HSM does
not support the serial console feature (the hardware does not support serial access).

The availability of the serial console feature can also be checked remotely from an enrolled
client by running the enquiry utility.

Feature availability Enquiry output
Serial console available

level six flags SerialConsoleAvailable

Serial console not available

level six flags none

6.11.5. Serial console commands

The serial console command line interface provides the following commands:

Command Description

date Get/set the HSM system time

enquiry Prints enquiry data from the HSM

esn Show the Electronic Serial Number (ESN) of the HSM
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Command

factorystate

gateway
gatewayb

getrtc

help or?
kneti

logs

logout

maintmode

netcfg
netcfgb
netdiagnose
netenable
netlink
bondcfg
bondlink
passwd
ping

push
reboot

rfsaddr

route
route6

routing

Description
Reset unit to its original (factory) state
0 | This will reset the IP and serial console settings
Get/set the default IPv4 gateway address
Cet/set the default IPv6 gateway address

Get the real time clock (RTC) of the nShield 5¢

Only available on the nShield 5¢
List available commands with help or detailed help with help cmd
Show the (hash of) Kneti (used for enrolling the HSM with clients)

Print nShield 5c¢ diagnostic logs

Only available on the nShield 5c¢
Log out of the nShield HSM Serial Console

Enable/disable maintenance mode

Only available on the nShield 5¢
Cet/set the IPv4 network interface configuration
Get/set the IPv6 network interface configuration
Print network interface statistics

Enable IPv6

Cet/set the network interface link, get the network interface MAC address

Cet/set the HSM bond interface configuration
Get/set the bond interface link

Set the serial console password

Ping a remote host

Get/set the config push setting

Reboot the HSM

Get/set the RFS IP address, port, optional secure authentication and push

mode
Get/set IPv4 network routes
Get/set IPv6 network routes

Show the IPv4 routing table
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Command Description
routingb Show the IPv6 routing table
setrtc Set the RTC on the nShield 5c

Only available on the nShield 5¢

Before you can use this command, you must put the nShield 5c into mainte-
nance mode with maintmode

stattree Run the stattree command

sworldcheck Check for any Security World data on the HSM

tamperlog Show the nShield HSM tamper log

uptime Show how long the nShield HSM has been running (since last boot)
version Show nShield HSM Serial Console version information

For additional help on a command, run help command to see additional guidance on com-
mand usage, syntax and parameter documentation.

6.11.6. Using multiple modules

The hardserver can communicate with multiple modules connected to the host. By default,
the server accepts requests from applications and submits each request to the first avail-
able module. The server can share load across buses, which includes the ability to share load

across more than one module.

If your application is multi-threaded, you can add additional modules and expect perfor-
mance to increase proportionally until you reach the point where cryptography no longer
forms a bottleneck in the system.

6.11.6.1. Identifying modules
Modules are identified in two ways:

+ By serial number

+ By ModulelID.

You can obtain the ModuleID 's and serial numbers of all your modules by running the
enquiry command-line utility.

6.11.6.2. Electronic Serial Number (ESN)
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The serial number is a unique 12-digit number that is permanently encoded into each mod-
ule. Quote this number in any correspondence with Support.

6.11.6.2.1. ModulelD

The ModulelD is an integer assigned to the module by the server when it starts. The first
module it finds is given a ModuleID of 1, the next is given a ModuleID of 2, and this pattern of
assigning ModuleID numbers continues for additional modules.

The order in which buses are searched and the order of modules on a bus depends on the
exact configuration of the host. If you add or remove a module, this can change the alloca-
tion of ModulelDs to all the modules on your system.

You can use the enquiry command-line utility to identify the PCI bus and slot number asso-
ciated with a module.

All commands sent to nShield modules require a ModuleID. Many Security World Software
commands, including all acceleration-only commands, can be called with a ModuleID of O.
Such a call causes the hardserver to send the command to the first available module. If you
purchased a developer kit, you can refer to the developer documentation for information
about the commands that are available on nShield modules.

In general, the hardserver determines which modules can perform a given command. If no
module contains all the objects that are referred to in a given command, the server returns
an error status.

However, some key-management operations must be performed together on the same
module. In such cases, your application must specify the ModulelD.

To be able to share OCSs and keys between modules, the modules must be in the same
Security World.

6.11.6.3. Adding a module

If you have a module installed, you can add further modules without reinstalling the server
software.

However, we recommend that you always upgrade to the latest server software and
upgrade the firmware in existing modules to the latest firmware.

1. Install the module hardware. Refer to the Installation Guide for information on installing
nShield hardware.
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2. Add the module to the Security World. Refer to Adding or restoring an HSM to the
Security World.

6.11.6.4. Module fail-over

The Security World Software supports fail-over: if a module fails, its processing can be
transferred automatically to another module provided the necessary keys have been
loaded. Depending on the mode of failure, however, the underlying bus and operating sys-
tem may not be able to recover and continue operating with the remaining devices.

To maximize uptime, we recommend that you fit any additional nShield modules for failover
on a bus that is physically separate from that of the primary modules.

6.12. Stopping and restarting the hardserver

If necessary, you can stop the hardserver on the client, and where applicable the Remote
Administration Service, by running the following command in a command window with

administrative privileges:

net stop "nfast server"

If the Remote Administration Service is running, you will be warned and given the option of
continuing or not.

Similarly, you can start the hardserver on the client, and where applicable the Remote
Administration Service, by running the following command in a command window with

administrative privileges

net start "nfast server"
net start "nfast Remote Administration Service"

You can also stop, start, or restart the hardserver, and where applicable the Remote Admin-
istration Service, from the Windows Control Panel:

1. From the Windows Start menu, open the Windows Control Panel.
2. Double-click Administrative Tools.
3. Double-click Services.

4. Locate nFast Server or nFast Remote Administration Service in the list of services,
and from the Action menu, select Stop, Start, or Restart as required.

0 ‘ The nFast Remote Administration Service, where applicable, is
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dependent on the nFast Server so should be started or restarted
after the nFast Server.

6.13. Resetting and testing the nShield HSM

6.13.1. Default configuration

To reset the unit to its default configuration, select System > System configuration >
Default config and confirm that you want to set the default configuration.

This removes the configuration of the module but does not change its Kyer.

6.13.2. Factory state

To reset the unit to its original (factory) state, select Factory state from the main menu and
confirm that you want to return the unit to its factory state.

This gives a new Ky, to the unit, which means that you must update the keyhash field of
the unit’s entry in the nethsm_imports section of the configuration file of all the clients that
use it.

After a factory reset, ensure you re-enable any dynamic features. See Remotely enabling
dynamic feature certificates including nShield HSM client licenses.

For more information about:

+ The contents of the configuration files, see Module and client configuration files

« Configuring a new remote file system for the unit, see Configuring the Remote File Sys
tem (RFS).

6.13.3. Testing the installation
To test the installation and configuration, follow these steps:

1. Log in on the client computer as a regular user, and open a command window.

2. Run the command:

enquiry

A successful enquiry command returns an output of the following form:
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Server:

enquiry reply flags
enquiry reply level
serial number

mode

version

speed index

rec. queue

version serial
remote port (PV4)

Module ##:
enquiry reply flags
enquiry reply level
serial number
mode
version
speed index
rec. queue
rec. LongJobs queue
SEE machine type
supported KML types
hardware status

If the mode is operational, the unit is installed correctly.

If the enquiry command says that the unit is not found:

none
Six
- S -
operational
#-4-4

biEiigidd

e i

#
bididie

none
Six

B - B - B
operational
#-#-#

fizieieiend

. HiH

is3

PowerPCELF

DSAp1024s160 DSAp3072s256
0K

a. Restart the client computer.

b. Re-run the enquiry command.
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/. Enabling optional features

nShield HSMs support a range of optional features. Optional features must be enabled with
a certificate that is supplied by Entrust. You can order features when you purchase a unit, or
you can obtain them at a later date (from your Entrust account manager). Feature certifi-
cates are supplied as a file made available for download or requested as a smart (Activator)
card, to be delivered by post. Features are enabled using the front panel of the nShield Con
nect or by using either the nethsmadmin or the Feature Enable Tool (FET) utility from a privi-
leged client.

Features provide additional functionality that must be enabled using the certificate file
before the HSM can perform certain actions and use particular mechanisms. Features are
either static or dynamic. Static features are persistent and remain enabled even if the HSM
is factory stated or upgraded, most features are static. Conversely, dynamic features (i.e.
client licenses, for adding further clients IP addresses to the nShield Connect above the
default three and SEE restricted), are non persistent and, if the HSM is factory stated, must
be enabled again using the features file or activator card.

For more information about:

Dynamic features are identified in Available optional features. If a fea-

ture is not identified as dynamic it is a static feature.

« Ordering optional features, see Ordering additional features

- Feature-enabling procedures, see Enabling features.

The HSM checks to confirm whether any features that it attempts to use are enabled. It nor
mally does this when it authorizes the commands or command options that relate to a spe-
cific feature.

o If you are enabling the Remote Operator feature, you must enable it on
the HSM that is to be used as the unattended HSM.

For information about Remote Operator, see Remote Operator.

/.1. Available optional features

This section lists the features that can be added to the HSM. For details of all available fea-
tures, contact Sales.

7.1.1. Elliptic Curve
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Cryptography based on elliptic curves relies on the mathematics of random elliptic curve
elements. It offers better performance for an equivalent key length than either RSA or
Diffie-Hellman public key systems. Using RSA or Diffie-Hellman to protect 128-bit AES keys
requires a key of at least 3072 bits. The equivalent key size for elliptic curves is only 256
bits. Using a smaller key reduces storage and transmission requirements.

Elliptic curve cryptography is endorsed by the US National Security Agency and NIST (the
National Institute of Standards and Technology), and by standardization bodies including
ANSI, IEEE and ISO.

nShield modules incorporate hardware that supports elliptic curve operations for ECDH
(Elliptic curve Diffie-Hellman) and ECDSA (Elliptic Curve Digital Signature Algorithm) keys.

7.1.2. Elliptic Curve activation

All nShield HSMs require specific activation to utilize the elliptic curve features. HSMs use
an activator smart card to enable this feature. Refer to Enabling features with a smart card
for instructions on how to enable the EC feature. Additionally it is possible to activate the
elliptic curve feature without a physical smart card. In this case the certificate details can
be provided by email and entered locally. Refer to Enabling features without a smart card

Contact Sales if you require an EC activation.

nShield modules with elliptic curve activation support MQV (Menezes-Qu-Vanstone)
modes.

7.1.3. Elliptic Curve support on the nShield product line

The following table details the range of nShield HSMs and the level of elliptic curve support
that they offer.

HSM module type Elliptic Curve support Elliptic Curve offload acceleration®
Named Custom Named curves® Custom
curves® curves',® curves', ®
nShield Edge (Windows only) Yes Yes No No
nShield Solo 500 and 6000 Yes Yes No No

nShield 500, 1500, and 6000

nShield Solo 500+, 6000+ Yes Yes Yes, Prime curves and twisted Brain Yes

pool curves are accelerated®.
nShield 6000+
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HSM module type Elliptic Curve support Elliptic Curve offload acceleration®

nShield Solo XC Yes Yes Yes, Prime curves and both twisted Yes
and non-twisted Brainpool curves
are accelerated”.

nShield 5s Yes Yes Yes, Prime curves and both twisted Yes
and non-twisted Brainpool curves
are accelerated.

'Accessed via nCore, PKCS#11 and JCE APIs.

Both Prime and Binary named curves are supported. Refer to Named Curves, below, which
lists the most commonly supported elliptic curves.

*Offload acceleration refers to offloading the elliptic curve operation from the main CPU for
dedicated EC hardware acceleration.

*Binary curves are supported, but are not hardware offload accelerated.

*Brainpool curves are supported as named curves via nCore, PKCS#11 and JCE only.

7.1.4. nShield software / API support required to use elliptic curve
functions

Security World Software for CodeSafe
nShield

Elliptic curve supported / API Microsoft CNG, PKCS#11, Java Microsoft CNG, PKCS#11, Java
Cryptographic Engine (JCE)". Cryptographic Engine (JCE)".

'Java elliptic curve functionality is fully supported by the nShield security provider, nCi-
pherKM. There is also the option to use the Sun/IBM PKCS #11 Provider with nCipherKM con
figured to use the nShield PKCS#11 library.

7.1.5. Named Curves

This table lists the supported named curves that are pre-coded in nShield module firmware.

Supported named curves

ANSIB163v1 BrainpoolP160r1 NISTP192 SECP160r1
ANSIB191v1 BrainpoolP160t1 NISTP224 SECP256k1
BrainpoolP192r1 NISTP256
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Supported named curves

BrainpoolP192t1 NISTP384
BrainpoolP224r1 NISTP521
BrainpoolP224t1 NISTB163
BrainpoolP256r1 NISTB233
BrainpoolP256t1 NISTB283
BrainpoolP320r1 NISTB409
BrainpoolP320t1 NISTB571
BrainpoolP384r1 NISTK163
BrainpoolP384t1 NISTK233
BrainpoolP512r1 NISTK283
BrainpoolP512t1 NISTK409

NISTK571

7.1.6. Custom curves

nShield modules also allow the entry of custom elliptic curves which are not pre-coded in

firmware. If the curve is Prime, it may benefit from hardware acceleration if supported by

the nShield HSM (see nShield software / API support required to use elliptic curve func-

tions, above).

Custom curves are supported by nCore and PKCS #11 APIs.

7.1.7. Further information on using elliptic curves

For more information on how to use elliptic curves, see the following sections:

« PKCS #11:
° Mechanisms supported by PKCS #11: Mechanisms

+ CNG:
° Supported algorithms for CNG: Supported algorithms for CNG
> Key exchange for CNG: Key exchange

« Symmetric and asymmetric algorithms: Cryptographic algorithms

+ Using generatekey options and parameters to generate ECDH and ECDSA keys: Key
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generation options and parameters

Java elliptic curve functionality is fully supported by the nShield secu-
o rity provider, nCipherKM. There is also the option to use the Sun/IBM
PKCS #11 Provider with nCipherKM configured to use the PKCS #11

library.

7.1.8. Secure Execution Engine (SEE)

The SEE is a unique secure execution environment. The SEE features available to you are:

SEE Activation (EU+10)

SEE Activation (Restricted)

This SEE feature is provided with the CodeSafe devel-
oper product to enable you to develop and run SEE
applications. The CodeSafe developer product is only
available to customers in the Community General
Export Area (CGEA, also known as EU+10). Contact
Entrust to find out whether your country is currently
within the CGEA.

This SEE feature is provided with specific products
that include an SEE application. This feature enables
you to run your specific SEE application and is avail-
able to customers in any part of the world. This feature
is a dynamic feature.

For more information about the SEE, see the CodeSafe Developer Guide.

7.1.9. Remote Operator support

Many Entrust customers keep critical servers in a physically secure and remote location.

The Security World infrastructure, however, often requires the physical presence of an oper

ator to perform tasks such as inserting cards. Remote Operator enables these customers to

remotely manage servers running Security World Software using a secure nShield communi

cations protocol over IP networks.

The Remote Operator feature must be enabled on the module installed in the remote

server. Remote Operator cannot be enabled remotely on an unattended module.

For more information about using Remote Operator, see Remote Operator.

For v12 and later, Entrust recommends that you use Remote Administration, which is more

flexible than the Remote Operator functionality.
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7.1.10. ISO smart card Support (ISS)

ISS, also called Foreign Token Open (FTO) allows data to be read to and written from ISO
7816 compliant smart cards in a manner prescribed by 1ISO7816-4. ISS allows you to
develop and deploy a security system that can make full use of ISO 7816 compliant smart
cards from any manufacturer.

7.1.11. Korean algorithms
This feature enables the following mechanisms:

- Korean Certificate-based Digital Signature Algorithm (KCDSA), which is a signature
mechanism.

KCDSA is used extensively in Korea as part of compliance with local regulations speci-
fied by the Korean government. For more information about the KCDSA, see the nCore
API Documentation.

« SEED, which is a block cipher.
« ARIA, which is a block cipher.
« HAS160, which is a hash function.

7.1.12. Fast RNG for ECDSA

Utilise a faster alternative for Random Number Generation (RNG) for Elliptic Curve Digital
Signature Algorithm (ECDSA). This feature is applicable only for nShield Solo XC, nShield
Connect XC, nShield 5s, and nShield 5c.

The faster performance, comparable with v12.40 performance, is achieved by the RNG part
of ECDSA being done on the NXP C291 Crypto Coprocessor.

This implementation of ECDSA uses an RNG that is not within scope for the nShield HSM
certifications and for this reason it will not be used when the HSM is in a fips-140-level-3 or
common-criteria-cmts Security World (regardless of the feature bit setting).

7.1.12.1. Client licenses

You can purchase additional client licenses that allow you to run multiple clients for the
unit. Three clients are always enabled on each unit.
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/.2. Ordering additional features

When you have decided that you require a new feature, you can order it from Sales. Before
you call Sales, collect information about your HSM as follows:

« If possible, make a note of the unit serial number. This can be found on the base of the
unit.

- Make a note of the Electronic Serial Number of the unit. You can find this from the
front panel menu, by going to HSM > HSM information > Display details.

You must provide the ESN number to order a new feature.
If you prefer, you can include this information in an e-mail to Sales.

When your order has been processed, you receive a Feature Enabling Certificate in one of
the following ways:

+ Entrust e-mails you the Feature Enabling Certificate.

 Entrust sends you a smart card that contains the Feature Enabling Certificate.

The Feature Enabling Certificate contains the information that you need to enable the fea-
tures you have ordered.

For more information, including pricing of features, telephone or email your nearest Sales
representative using the contact details from this guide, or contact Entrust nShield Sup-
port, https://nshieldsupport.entrust.com.

/.3. Enabling features
Feature enabling differs for static and dynamic features.

+ You can enable static features from the front panel of the unit or from the client.

« Entrust recommends that you enable dynamic features from the client. If the dynamic
feature applies directly to nShield HSM, for example client licenses, you can use a
nethsmadmin option to apply them. See Remotely enabling dynamic feature certificates
including nShield HSM client licenses.

When enabling static feature(s) from the front panel, either using a card

or a file, the module is cleared without warning. This will cause the HSM
o to drop or restart any SEE machine, and lose all the application keys that

were loaded. In some cases, applications may need to be restarted.
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7.3.1. Viewing enabled features

To see which (if any) features have already been enabled on the nShield HSM, from the
main menu select HSM > HSM feature enable > View current state.

To print this list to a file on the unit, select HSM > HSM feature enable > Write state to file.
The resulting file is transferred when the unit configuration is pushed to the remote file sys-
tem. You can find it in $NFAST_KMDATA%\hsm-ESN\features\fet.txt.

7.3.2. Enabling features with a smart card
To enable a new feature with a Feature Enabling smart card from Entrust:

1. Insert the Feature Enabling smart card into the unit’s slot.

2. From the front panel, select HSM > HSM feature enable > Read FEM from card.

A message is displayed if the features are enabled successfully. If you do not see this mes-
sage confirming a successful upgrade, see Enabling features without a smart card.

7.3.3. Enabling features without a smart card

You can also provide the Feature Enabling Certificate information supplied by Entrust from
a file.

To enable a feature without a smart card:

1. Put the file that contains the feature enabling certificate in $NFAST_KMDATA%\hsm-
ESN\features on the remote file system. In this path, ESN is the ESN of the module.

You can give the file any name that you wish. You must enter the file name on the
unit’s front panel, so you may prefer to use a short name.

2. From the front panel, select HSM > HSM feature enable > Read from a file.

3. Specify the name of the file that contains the certificate.

If the feature is enabled successfully, a message confirms this.

7.4. Remotely enabling dynamic feature certificates
including nShield HSM client licenses

Feature certificates contained on the remote file system (RFS) can be applied to the
nShield HSM. The main use case for applying feature certificates is for enabling the client
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licenses dynamic feature which have been purchased after the initial nShield HSM pur-
chase, although both static and other dynamic feature certificates can be applied.

o If you have performed a factory reset of your HSM, ensure you re-
enable any dynamic features.

To apply a dynamic feature certificate, e.g. nShield HSM client license, do the following:

0 Feature certificates must be present on the RFS in the folder $NFAST_KM
DATA/hsm-ESN/features.

1. Use the nethsmadmin utility to list the nShield HSM feature files on the RFS. Run the
command:

nethsmadmin --module=<MODULE> --rfs=<RFS_IP> --list-features

In this command:

° <MODULE> specifies the HSM to use, by its ModulelD (default = 1).
° <RFS_IP> specifies the IP address of the RFS.

° Additionally the --rfs-hkneti=<RFS_HKNETI> and --rfs-esn=<RFS_ESN> options can
be set to enable secure authentication of the RFS. There are three possible cases:
® Without secure authentication: The authentication of the RFS will be based

on the IP address only if the --rfs-hkneti and --rfs-esn options are not spec
ified.

= Software-based authentication: The --rfs-hkneti option specifies the soft-

ware KNETI hash of the RFS. The --rfs-esn option shall not be specified.

<RFS_HKNETI> can be obtained by running anonkneti -m@ localhost on the
RFS.

® nToken authentication: Only if an nToken (or local HSM) is installed in the
RFS. The --rfs-hkneti and --rfs-esn options specify the KNETI hash and
ESN of the nToken.

<RFS_HKNETI> and <RFS_ESN> can be obtained by running ntokenenroll -Hon
the RFS.

2. Use the nethsmadmin utility to make the nShield HSM use a specific feature file from
the RFS. Run the command:

nethsmadmin --module=<MODULE> --rfs=<RFS_IP> --apply-feature=<feature_file>
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In this command:

> <feature_file> must be the path to the feature file that is displayed when you run
the nethsmadmin command with the --1ist-features option. Errors are reported if
you use either just the feature name, or the full path. The file must be alphanu-
meric, and no longer than 150 characters.

The following is an example of the output expected when applying a dynamic fea-
ture:

Applying feature <DYNAMIC_FEATURE> to module <MODULE_NO> ...

Feature <DYNAMIC_FEATURE> application process started on module <MODULE_NO>

*DYNAMIC_FEATURE DETECTED*

Please restart you clientside hardserver and check the enquiry output to ensure the dynamic feature
has been applied correctly!

For the client licences feature check the 'max exported modules' section in enquiry to see if the new
client number has been applied correctly.

The following is an example of the output expected when applying a static fea-
ture:

Applying feature <STATIC_FEATURE> to module <MODULE_NO> ...

Feature <STATIC_FEATURE> application process started on module <MODULE_NO>
*STATIC_FEATURE DETECTED*

To be able to use the static feature please clear module MODULE_NO.

Use the fet utility to verify the feature was applied correctly.

In the output examples:

> <DYNAMIC_FEATURE> specifies the name of the dynamic feature file applied.
> <STATIC_FEATURE> specifies the name of the static feature file applied.
° <MODULE_NO> specifies the HSM that the feature was applied to.
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8. Security World Remote Administration

Gathering a quorum of card holders to carry out card holder duties in a remote datacenter
can be expensive and inconvenient. Remote Administration enables Administrators and
Operators to present their cards remotely to authorize HSM operations without being phys
ically present at the HSM.

When presenting a card, a secure channel is formed directly between the Remote Adminis-
tration smart card and the target HSM before any token shares are read from or written to
the smart card.

Remote Administration enables Administrators to use their remote access solution to per-
form administration operations and extends the operations that can be performed in this
way.

Remote Administration enables:

+ Card holders to present smart cards to an HSM without being physically present at the
HSM (e.g. the card holder may be in an office, while the HSM is in a datacenter)

 All Administrator and Operator card operations to be carried out remotely

+ Security World programs and utilities to be run remotely when used in combination
with a standard remote access solution

 Full remote administration of Security Worlds and their HSMs including:
° Remote mode change
° Create/load/unload Security World
° Firmware upgrade
° Module status (SOS) reporting
° nShield HSM reboot
° nShield HSM front panel lock out

Once the software has been installed and the hardware security modules have been config-
ured, Remote Administration enables full remote administration of Security Worlds and
their HSMs.

8.1. Remote Administration components

Remote Administration consists of a number of components:

8.1.1. Remote Administration software
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The following software is needed to allow remote card readers to be associated with an
HSM:

+ nShield Remote Administration Client software
Must be installed on the computer that has the card reader attached. See Remote

Administration Client for more information.

» nShield Remote Administration Service software
Must be installed where it can access the appropriate HSM to provide communications
between the card in the card reader and the HSM. See the Installation Guide for your
nShield HSM for more about where to install Remote Administration Service software.

The Remote Administration Service should be installed on a client machine of the
HSMs in your Security World that you can make accessible to Remote Administration
Clients.

See Remote Administration Service for more information.

When a card is inserted in a reader that is associated with an HSM, the nShield Remote
Administration Client and the Remote Administration Service convey messages between
the card and the HSM, allowing a secure channel of communications to be established.

8.1.2. Security World programs and utilities

The Security World programs and utilities are typically installed on a computer within your
datacentre. In such cases the Remote Administration feature assumes you will use your pre
ferred remote access solution, e.g. SSH or Remote Desktop, to run the Security World pro-
grams and utilities remotely. This means you can run a utility like creatocs from a remote
location and present the OCS to be created using a Remote Administration Client. The
Remote Administration feature includes the ability to change the mode of HSMs remotely
using the nopclearfail utility. This means it is possible to create a Security World remotely
and perform firmware upgrades.

The nethsmadmin tool provides many of the Remote Administration capabilities for an
nShield HSM without accessing the front panel.

For more information, see nethsmadmin.

8.1.3. nShield Remote Administration smart cards

You must use nShield Remote Administration Cards with Remote Administration. These are
smart cards that are capable of negotiating cryptographically secure connections with an
HSM, using warrants as the root of trust. nShield Remote Administration Cards can also be
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used in the local slot of an HSM if required.
The nShield Remote Administration smart cards provide:

+ Storage and retrieval of logical token fragments, similar to the smart cards used with
previous releases

+ Security mechanisms to ensure authentication and confidentiality of data transferred
between itself and the HSM

The nShield Remote Administration smart cards are FIPS 140 Level 3 certified devices, sup-
porting execution of a custom Java Applet developed by Entrust. The smart cards used
with previous versions of Security World software and nShield HSMs are still useable but, as
previously, only in an HSM's local slot. Remote Administration smart cards can be used both
remotely and in an HSM's local slot.

The use of nShield Remote Administration Cards is controlled by an Authorized Card List. If
a card does not appear in the list, it cannot be used. See Authorized Card List for more infor

mation.

Existing Administrator smart cards can be migrated to new Remote Administration smart
cards using the racs (replace administrator card set) utility.

When using the racs utility, you cannot redefine the quantities in a K of
N relationship for an ACS. The K of N relationship defined in the original
ACS persists in the new ACS.

Similarly, existing OCS can be migrated using the rocs (replace operator card set) utility,
provided the Security World has recovery enabled and the keys protected by that OCS are
recovery enabled.
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8.2. Authorized Card List

The use of nShield Remote Administration smart cards, both remotely and in an HSM's local
slot, is controlled by an Authorized Card List. If the serial number of a card does not appear

in the Authorized Card List, it cannot be used by the system. The list only applies to Remote
Administration smart cards.

By default, the Authorized Card List is empty following software installation. The serial num
bers of Remote Administration smart cards must be added to the list using a text editor
before they can be used.

For more information on the Authorized Card List, see Authorized Card List.

When administrative operations involving Remote Administration smart
o cards are initiated from an nShield HSM Front Panel, the HSM fetches
the Authorized Card List from the RFS.

0 It is necessary to keep the Authorized Card List in sync by copying the
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‘ file between the RFS and clients manually.

8.3. Remote Administration Client

The Remote Administration Client (RAC) is a utility that enables you to select an HSM
located elsewhere from a list provided by the Remote Administration Service (RAS), and as-
sociate an nShield Trusted Verification Device attached to your computer with the HSM.

The RAC GUI (usually running on a laptop or workstation) communicates with the RAS (in a
datacenter) over a standard TCP/IP connection. If the RAC computer is not on the same
local network as the RAS computer, Entrust recommend that the connection is made over a
VPN.

nShield Remote Administration Client

Choose HSM (step 2 of 3)

Remote Administration Service:

Module Number Electronic Serial Mumber (ESN) RA Ready

1 T v Yes

ENTRUST

In the example screen shown, an HSM will not be Remote Administration (RA) Ready until
it has the appropriate firmware, and has one or more dynamic Slots configured.

For users who want to script the card presentation process, there is also a command line
utility, racemd.

See the nShield Remote Administration Client User Guide for more information on deploy-
ing and using the Remote Administration GUI or command line utility.

Windows 8.1 + only

If you disconnect the TVD while you are on the Use Card Reader screen the Windows
Smart Card service SCardSvr displays an error and terminates.

8.4. Remote Administration Service

The Remote Administration Service (RAS) provides a bridge between the RAC and the back
end HSMs (via the hardserver). Its functionality is to:
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+ Manage connections from multiple RACs
+ Supply a list of available HSMs to the connected RACs

« Negotiate a connection to an HSM via the hardserver and route messages between the
RAC and destination HSM.

The RAS participates as a crypto client of the HSMs. As such, the server used to host this
software component must be a licensed client of the nShield HSMs being remotely adminis
tered. If your Remote File System (RFS) is already a licensed client, the RAS can be collo-
cated on the RFS server without needing to purchase an additional client license.

8.5. nShield Trusted Verification Device

Entrust supply and recommend the use of the nShield Trusted Verification Device (TVD).
This is an intelligent smart card reader that blocks any malware on the client machine from
spoofing the HSM identity passed to the nShield Remote Administration smart card. The
TVD allows the card holder to securely confirm the Electronic Serial Number (ESN) of the
HSM to which they want to connect, using the Trusted Verification Device display.

For more information, see the Trusted Verification Device (TVD) User Guide.
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8.6. Software installation

8.6.1. The Remote Administration Service with the nShield HSM

-‘

Remole File System as a Client/Client

Key
[ |Customer supplied

[ InCipher supplied

Remote File System

Client

Application Server
(Client)

nshield Connect/ nshield Connect/ nShield Connect/
nShield Connect XC nShield Connect XC nShield Connect XC
Data Center
o The Remote Access Server can be on a different client to the one where
the Remote Administration Service is installed.
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The Remote Administration Service must be installed on a client, which may also be the
RFS.

The Remote Administration Service does not require a dedicated server.

A privileged connection is required to carry out privileged operations, such as, for example,
changing the mode of the nShield HSM.

8.6.2. Remote Administration Service bundle

The Remote Administration Service (RAS) is provided through the Remote Administration
Service bundle and needs to be installed in the default directory.

For information on installing the Remote Administration Service bundle, see the installation
guide for your HSM.

8.6.3. Remote Administration Client

The Remote Administration Client is normally deployed on its own using the instructions in
the nShield Remote Administration Client user guide but it can be deployed on a client at
the same time as rest of nShield software

For more information on the Remote Administration Client, see the nShield Remote Admin-
istration Client user guide.

86.4.TVD
A nShield Remote Administration Client can connect to one nShield TVD during a session.

For information on installing the TVD driver and confirming the HSM Electronic Serial Num-
ber (ESN) using the nShield TVD, see the nShield Remote Administration Client user guide.

8.7. System configuration

8.7.1. Remote Administration Service port

The port used by Remote Administration Clients to access the Remote Administration Ser-
vice can be changed by setting the port field in the remote_administration_service_s-
lot_server_startup section of the hardserver configuration file, see [remote_administra-

tion_service_startup].
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For more information on the Remote Administration port, see remote_administration_s-

lot_server_startup.

8.7.2. Stopping and restarting the Remote Administration Service

The Remote Administration Service can be stopped and started using a command window
or the Window Control Panel.

§ systemctl stop nc_raserv
§ systemctl start nc_raserv

8.7.3. Firewall settings

Assuming there is a firewall to protect your Remote Administration Service, open the port
given in the Firewall settings section of the Installation Guide for the HSM.

8.8. Pushing configuration files to the nShield HSM

The config push feature allows HSM configuration to be performed remotely (i.e. without
access to the front panel of the HSM). Configuration files may be pushed from the RFS or
any client computer. The RFS config push is preferred unless the config push client is not
actually the same machine as the RFS. The RFS config push is recommended at least when
securely bootstrapping the configuration of the system from the nShield HSM front panel.

Enabling the config push feature allows a remote computer to change
o the HSM configuration file and make configuration changes that are oth
erwise only available through the HSM secure user interface.

o The config push feature must be enabled if you want to use NTP time
synchronisation on the HSM. See Configuring NTP in the nShield HSM.

8.8.1. Enabling config push from the RFS

On the nShield HSM display, use the right-hand navigation button to select System > Sys-
tem configuration > Remote File System, and follow the steps described in Configuring
the remote file system (RFS). To enable config push from the RFS, set the push mode to
AUTO with RFS secure authentication enabled (recommended), or to ON.

The RFS config push supports specifying secure authentication from
o the nShield HSM front panel, whereas the client config push only sup-
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ports specifying authentication either from the nShield HSM Serial Con-
sole push command, or from the config file itself.

8.8.2. Enabling config push from a client computer

To enable config push from a client computer, on the nShield HSM display, use the right-
hand navigation button to select System > System configuration > Config file options >
Client config push > Config push mode, set ON or OFF, then select CONFIRM. A confirma
tion message will be displayed.

After enabling config push, specify the IP address of the client to push the configuration
from. On the nShield HSM display, use the right-hand navigation button to select System >
System configuration > Config file options > Client config push > Client address. Enter
the IP address and select CONFIRM. A message is displayed confirming your chosen IP
address. Select CONTINUE.

o Any remote computer is allowed to push configuration files if no IP
address or the 0.0.0.0 address is specified.

After enabling config push, complete the configuration steps by editing the configuration
files, rather than by using nShield HSM front panel. See Configuring the nShield HSM with
configuration files for more about configuration files.

If you do not want to enable config push, you can fetch the updated
configuration file manually from the HSM, select System > System con-
o figuration > Config file options > Fetch configuration. An SEE machine
cannot be installed or configured using the fetch configuration option
from the front panel, the config push feature must be used for this.

8.9. Configuring Dynamic slots

To support Remote Administration, HSMs have to be configured to support between 1 and
16 Dynamic Slots. These Dynamic Slots are virtual card slots that can be associated with a
card reader connected to a remote computer. Dynamic Slots are in addition to the local slot
of an HSM and any soft token slot that may be available.

o The default number of slots is O. This disables Remote Administration on
the relevant HSM.

1. Do one of the following:

a. Use the dynamic_slots section in the module configuration file to define the num-
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ber of Dynamic Slots for an HSM and push the updated configuration file to the
nShield HSM.

See HSM and client configuration files for more about module configuration files,
dynamic_slots for more about the dynamic_slots section and Configuring the
nShield HSM with configuration files for more about editing the module configura
tion file.

or:

b. Use the front panel controls to navigate to Security World mgmt > Set up
dynamic slots > Dynamic Slots and follow the instructions on the screen.

2. Clear the HSM for the changes to take effect.

For example, run the nopclearfail command:

nopclearfail --clear --all

You can check that the HSM has Dynamic Slots by:

° Running the command:

slotinfo -m 1

For example, if four Dynamic Slots have been configured, the output from this

command includes the lines:

Slot Type Token IC Flags Details
#0 Smartcard T A

#1 Software Tkn 0

#2 smartcard - 0 AD

#3 smartcard 0 AD

#4 smartcard 0 AD

#5 smartcard 0 AD

° The D in the Flags column indicates that slots 2 to 5 are Dynamic Slots.

o Depending upon your system configuration, it can take up to
30 seconds for the Dynamic Slots to appear.

or:

° Using the front panel controls to navigate to Security World mgmt > Display
World.
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8.10. Privileged client

Some nShield HSM administrative tasks can only be carried out from clients that have a priv
ileged connection. There are two aspects to configuring a client with a privileged connec-

tion:

« Configuring the nShield HSM to accept privileged connections from a particular client,
see Configuring the nShield HSM to use the client

+ Enrolling the client as privileged, see Configuring the nShield HSM to use the client and
Configuring client computers to use the nShield HSM in the Installation Guide. for your
nShield HSM.

8.11. Using nethsmadmin to reboot an nShield HSM

The nShield HSM can be rebooted using the nethsmadmin command-line utility. Run the
command:

nethsmadmin --module=<MODULE> --reboot

In this command:
--module=<MODULE>

Specifies the HSM to use, by its ModuleID (default = 1).

8.11.1. Enabling and disabling remote reboot

You can enable or disable rebooting an nShield HSM remotely with the nethsmadmin utility
using:

« The module configuration file

+ The front panel of the nShield HSM.

8.11.2. Enabling and disabling remote reboot using the module
configuration file

See Configuring the nShield HSM with configuration files for more about editing the mod-
ule configuration file.

Do the following:
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« To enable remote reboot, locate the server_settings section of the module configura-
tion file, and set the enable_remote_reboot field to yes.

- To disable remote reboot, set the enable_remote_reboot field to no. See server_set-
tings for more about the enable_remote_reboot field.

8.11.3. Enabling and disabling remote reboot using the front panel of the
nShield HSM

Do the following:

- To enable remote reboot, navigate to System > System configuration > Remote con-
fig options > Remote Reboot and set to on.

- To disable remote reboot, set Remote Reboot to off.

Once you have enabled remote reboot, you can reboot an nShield HSM from a computer
using the nethsmadmin command, without accessing the unit itself.

8.11.4. Enabling and disabling remote mode change

You can enable or disable changing an nShield HSM remotely with the nopclearfail utility
using:

« The module configuration file

« The front panel of the nShield HSM

8.11.4.1. Enabling and disabling remote mode changes using the module configuration file

See Configuring the nShield HSM with configuration files for more about editing the mod-
ule configuration file.

Do the following:

+ To enable mode change using nopclearfail, locate the server_settings section of the
module configuration file, and set the enable_remote_mode field to yes.

« To disable mode change using nopclearfaill, set the Enable_remote_mode field to no.
See server_settings for more about the enable_remote_mode field.

8.11.4.2. Enabling and disabling remote mode changes using the front panel of the nShield
HSM

Do the following:
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- To enable remote mode change, navigate to System > System configuration >
Remote config options > Remote mode changes and set to on.

+ To disable remote mode change, set Remote mode changes to off.

Once you have enabled remote mode change, you can change the mode of an nShield HSM
from a computer using the nopclearfail command, without accessing the unit itself.

8.11.5. Enabling and disabling remote upgrade

You can enable or disable upgrading an nShield HSM remotely with the nethsmadmin utility
using:

« The module configuration file

+ The front panel of the nShield HSM

8.11.5.1. Enabling and disabling remote upgrade using the module configuration file

See Configuring the nShield HSM with configuration files for more about editing the mod-
ule configuration file.

Do the following:

+ To enable remote upgrade, locate the server_settings section of the module configu-
ration file, and set the enable_remote_upgrade field to yes.

- To disable remote upgrade, set the enable_remote_upgrade field to no. See server_set-
tings for more about the enable_remote_upgrade field.

8.11.5.2. Enabling and disabling remote upgrade using the front panel of the nShield HSM
Do the following:

+ To enable remote upgrade, navigate to System > System configuration > Remote con
fig options > Remote Upgrade and set to on.

 To disable remote upgrade, set Remote Upgrade to off.

Once you have enabled remote upgrade, you can upgrade the nShield HSM from a com-
puter using the nethsmadmin command, without accessing the unit itself.

8.12. Adjusting card removal detection timers to account
for network characteristics
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Depending upon the characteristics of the network between nShield Remote Administra-
tion Clients and HSMs, you may need to adjust the timers that determine how long the sys-
tem waits for a response, before it regards a card as having been removed. This enables you
to balance the assured card removal detection time and network traffic.

Do the following:

« Use The dynamic_slot_timeouts section in the module configuration file to define the
round trip (HSM to smartcard and back) time limit (the default is 10 seconds), and the
card removal detection timeout (the default is 30 seconds).

+ Push the updated configuration file to the nShield HSM. See dynamic_slot_timeouts
and Configuring the nShield HSM with configuration files for more information.

8.13. Using Remote Administration with applications
requiring cards in slot O

If you want to use Remote Administration, but have an application that expects cards to be
presented in slot O, you must configure a slot mapping for each affected HSM.

1. Do one of the following:

a. Use the slot_mapping section in the module configuration file to define a Dynamic
Slot to exchange with slot O for an HSM and push the updated configuration file
to the nShield HSM.

See HSM and client configuration files for more about module configuration file,
slot_mapping for more about the slot_mapping section and About user privileges
for more about editing the module configuration file.

Or:

b. Use the front panel controls to navigate to Security World mgmt > Set up
dynamic slots > Slot mapping and follow the instructions on the screen. You can

check the mapping by:

® Running the command:

slotinfo -m 1

For example, if dynamic slot #2 has been mapped to slot #0, the output from
this command includes the lines:

Slot Type Token IC Flags Details
#0 Smartcard - 1 AD
#1 Software Tkn - @
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#2 smartcard - 0 A

® The D in the Flags column indicates that slot #0 is now a Dynamic Slot
or:

® Using the front panel controls to navigate to Security World mgmt > Display
World.

8.14. Authorized Card List

The use of nShield Remote Administration smart cards is controlled by an Authorized Card
List. If the serial number of a card does not appear in the Authorized Card List, it is not rec-
ognized by the system and cannot be used. The list only applies to Remote Administration
cards and is used when a card is inserted:

 In the local slot of an HSM

+ In a card reader that is associated with a dynamic slot of the HSM, through the nShield
Remote Administration Client

By default, the Authorized Card List is empty following software installation. The serial num
bers of Remote Administration Cards must be added to the list before they can be used.

The Authorized Card List is a text file ¥NFAST_KMDATA%\config\cardlist on the RFS and
each client computer. The file is read from the RFS by associated nShield HSMs as and
when required for front panel operations. The list applies to all nShield network-attached
HSMs associated with the RFS, regardless of the Security World to which an HSM may
belong, including when creating a Security World from the front panel. For client initiated
card operations the Authorized Card List file on that client computer is used. The RFS and
client copies of the Authorized Card List have to be kept in step manually.

8.14.1. Adding cards to the Authorized Card List

Add the serial numbers (16 digits with no separators) of all Remote Administrator Cards you
intend to use to the Authorized Card List, with a standard text editor. The serial numbers are
printed on the smart cards and are reported by using slotinfo -m1 -s@ when the card is in
a slot, where 1is the number of the HSM and 0 is the number of the slot.

There is an option to allow any Remote Administration Card to be used,

by including a wildcard (*) in the Authorized Card List. Entrust recom-
0 mends that you do not use this option, except under controlled circum-

stances, as it effectively disables the Using Remote Administration con-
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‘ trol.

8.15. Using Remote Administration

A privileged client can run the Command Line Tools remotely to:

+ Enable and disable remote mode of the HSM using nopclearfail -0/-I, see Changing
the mode

+ Reboot the HSM using the nethsmadmin utility, utility nethsmadmin --module= [MOD-
ULE] —-reboot, see Using nethsmadmin to reboot an nShield HSM

+ Upgrade the HSM firmware using the nethsmadmin utility, nethsmadmin --module=MOD-
ULE—upgrade-image=image_name, see Upgrading the image file and firmware from a priv
ileged client

« Synchronise the HSM's Security World data using the nethsmadmin utility, nethsmadmin
--module =[ModuleID] --update-world, see Creating a Security World using new-
world

« Check if Security World files have been copied to an nShield HSM using the nethsmad-
min utility, nethsmadmin -module=[ModuleID] --check-world, see Creating a Security
World using new-world

8.15.1. Presenting nShield Remote Administration smart cards using the
Remote Administration Client

With Remote Administration, you present a smartcard in a remote work station or laptop
rather than locally at the nShield HSM. Remote Administration creates a separate secure
connection from the Remote Administration smart card to the nShield HSM enabling
remote card presentation.

For information on presenting nShield Remote Administration smart cards, see the nShield”
Remote Administration Client user guide.

8.15.2. Configuring the nShield HSM with configuration files

You normally configure the nShield HSM using the front panel controls. However, you can
choose to export a configuration file, edit it, and then re-import it. You may prefer this
approach, for example, if you are importing a number of clients.

There are two ways to configure the nShield HSM by importing edited configuration files.

If you need to configure the nShield HSM regularly, but do not require physical access to it

nShield Connect v13.3 User Guide (Windows) 115/502



Chapter 8. Security World Remote Administration

every time you configure it, follow these steps:

1. Ensure that the nShield HSM is configured to accept a configuration from the RFS or a
client computer, see Pushing configuration files to the nShield HSM.

2. Create a copy of the configuration file from the remote file system in the $NFAST_KM-
DATA%\hsm-ESN\config directory on the remote computer.

3. Change the name of the copied configuration file to config.new.

4. Edit the config.new file so that it contains the required configuration. For information
about the contents of the nShield HSM configuration file, see HSM and client configu-
ration files.

5. Run the cfg-pushnethsm utility on the updated configuration file, specifying the con-
fig.new file and the IP address of the nShield HSM to load the new configuration. To
do this, use a command similar to the following:

cfg-pushnethsm --address= <module_IP_address> <config_file>

In this command, <module_IP_address> is the nShield HSM on which to load the config
uration and <config_file> is the path to, and name of the updated configuration file.

6. Check that the configuration file on the RFS has been updated with the required
changes.

The nShield HSM checks that it is able to update the configuration
file on the RFS before applying changes to its own configuration. If
you want the nShield HSM to apply the configuration changes even
0 if it cannot update the configuration file on the RFS, for example,
because the RFS is going to be moved to a new IP address, use the

--no-rfs-check command line option:

cfg-pushnethsm --address= <module_IP_address> <config_file> --no-rfs-check

You will have to copy the configuration file to the RFS manually.

Alternatively, the nShield HSM can be configured remotely without enabling the config
push by fetching the configuration file from the RFS:

7. Save the file $NFAST_KMDATA%\hsm-ESN\config in the same directory and edit it to con-
tain the configuration you require. For more information about the contents of the con
figuration file, see HSM and client configuration files.

8. On the nShield HSM, from the main menu select System > System configuration >
Config file options > Fetch configuration.
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An SEE machine cannot be installed or configured using the fetch con-
figuration option from the front panel, the config push feature must be

o used for this. See Remotely loading and updating SEE machines for
more information.

Whichever method you use, the updated configuration file becomes the new nShield HSM

configuration. It is automatically copied back to the file $NFAST_KMDATA%\hsm-ESN\config on

the remote file system.

8.15.3. Remote Administration Configuration file sections

The following sections relevant to Remote Administration are included in the hardserver

configuration file:

8.15.3.1. [server_settings]

T+ R B R R R R R

Is remote mode changing enabled on this system? (default=yes)
enable_remote_mode=ENUM

Is remote reboot enabled on this system? (default=yes)
enable_remote_reboot=ENUM

Is remote upgrade enabled on this system? (default=yes)
enable_remote_upgrade=ENUM

8.15.3.2. [dynamic_slot_timeouts]

;o R R R R R R o R o R =

Start of the dynamic_slot_timeouts section

Timeout values used to specify expected smartcard responsiveness for all
modules on the network.

Each entry has the following fields:

Round trip time limit, in seconds, is how long to wait before giving up due
to network delays. (default=10)
round_trip_time_Llimit=INT

Maximum time, in seconds, that can pass without a response from the
smartcard before considering it removed and unloading all associated secrets
(default=30)

card_remove_detect_time_limit=INT

0 The dynamic_slot_timeout section is in the module configuration file for
the HSM.

8.15.3.3. [dynamic_slots]
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Start of the dynamic_slots section

The dynamic smartcard slots that the modules should provide for the use of
administrators who do not have physical access to the module hardware

Each entry has the following fields:

ESN of the module to be configured with dynamic slots.
esn=ESN

Number of dynamic slots the module will support. (default=0)
slotcount=INT

TR R R R R R o R =

o The dynamic_slots section is in the module configuration file for the
HSM.

8.15.3.4. [slot_mapping]

Start of the slot_mapping section
Slot remapping configuration.
Each entry has the following fields:

ESN of the module on which slot @ will be remapped with another.
esn=ESN

Slot to exchange with slot @. Setting this value to @ means do
nothing. (default=0)
slot=INT

B R R s

o The slot_mapping section is in the module configuration file for the
HSM.

Mapping a Dynamic Slot to slot O is needed if you want to use Remote
0 Administration with applications that are not aware of slot numbers
greater than zero. This applies to KeySafe and CNG Wizard but may also

apply to your own applications.

8.15.3.5. [remote_administration_service_startup]

Start of the remote_administration_service_startup section

Remote Administration Service communication settings, these are only read at
Remote Administration Service startup time

Each entry has the following fields:

The port for the Remote Administration Service to listen on for incoming TCP
connections from remote administration clients (default=9005)
port=PORT

;o R R R o R R

8.15.3.6. [ui_lockout]

# Start of the ui_lockout section
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# UI lockout settings

# Each entry has the following fields:

#

# Set to "locked" to enable UI lockout without requiring a logical token.

Set

# to "locked_1t" to enable UI lockout with a logical token (requires a valid
1tui_hash to be set) or "unlocked" for no UI lockout (default=unlocked).
lockout_mode=ENUM

unit menu structure when the lockout_mode is set to locked_lt; if the
lockout_mode is locked_1lt and a valid hash is provided then the lockout will
be enabled.

Default is all-zero (disabled).

# 1tui_hash=HASH

#

# Set to "no" to disable the front panel power switch in Operational mode.

# (default=yes, power switch causes shutdown)

# panel_poweroff=ENUM

#
#
#
# The hash of the logical token (LTUI) required to authorise access to the
#
#
#

0 The ui_lockout section is relevant for nShield network-attached HSMs
only. It does not apply to nShield PCle or USB HSMs.

To update an existing hardserver configuration file, edit and insert the sections above. Alter
natively factory resetting an nShield HSM will generate a new configuration file including
the new Remote Administration relevant sections listed above. See the appropriate User
Guide for more information on editing and loading configuration files.
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9. Creating and managing a Security World

This chapter describes how to create and manage a Security World. You must create a Secu
rity World before using the HSM to manage keys.

You normally create a Security World after installing and configuring the module and its
software. For more information, see:

+ The Installation Guide for more about installing the module and software.

+ Client Software and module configuration

You create a Security World with a single HSM. If you have more than one module, select
one module with which to create the Security World, then add additional modules to the
Security World after its creation. For more information, see Adding or restoring an HSM to
the Security World. If you create a Security World with the audit logging feature enabled, all
additional HSMs added to this Security World will also have audit logging enabled.

0 To use the module to protect a different set of keys, you can replace an
existing Security World with a new Security World.

For more information about the type of user that is required for different operations, see
About user privileges.

All Security Worlds rely on you using the security features of your oper-
ating system to control the users who can access the Security World
and, for example, write data to the host.

9.1. Creating a Security World
You can use the following to create Security Worlds:

« The unit front panel controls
See Creating a Security World using the nShield HSM front panel.

« The new-world command line utility
See Creating a Security World using new-world.

9.1.1. The creation process
When you create a Security World:

« The HSMis erased
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+ A new HSM key for this Security World is generated
+ A new ACS to protect this HSM key is created

+ The Security World information is stored within the file system of the nShield HSM
operating system and on the RFS

° The information is encrypted using the secrets stored on the ACS

« The HSM and Security World are configured for Audit Logging if selected

If you want to re-use the physical cards created in a previous Secu-

rity World, you must erase all Operator Cards, except for nShield
o Remote Administration Cards, while the previous Security World
still exists. See Erasing cards and softcards.

We recommend that you regularly back up the entire contents of

the RFS. Either the $NFAST_KMDATA% directory on Windows, or the
o kmdata directory on Linux, is required to restore an nShield HSM or
its replacement, to the current state in case of failure.

Due to the additional primality checking required by SP800-131A,

Security World generation will take longer when using the new
e default Ciphersuite (from v12.40 onwards) - on nShield USB-
attached HSMs, this could be up to 45 minutes.

9.1.2. Security World Files

The Security World infrastructure stores encrypted key material and related data in files on
the remote file system on the client. For multiple clients to use the same Security World,
the system administrator must ensure that these files are copied to all the clients and
updated when required.

For more information about the remote file system, see:

« Remote file system (RFS)
« Configuring the remote file system (RFS)

Other nShield HSMs can also use a Security World created on an nShield HSM using client
cooperation. For more information, see Setting up client cooperation.

9.1.2.1. Location of Security World files

The logic for finding the security world data directory is:
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1. If NFAST_KMLOCAL is set, use that.

2. Otherwise, if NFAST_KMDATA is set, use ${NFAST_KMDATA}/1local on Linux, $NFAST_KM-
DATA%\1ocal on Windows.

3. Otherwise, if NFAST_HOME is set, use ${NFAST_HOME}/kmdata/local on Linux,
%NFAST_HOME%\kmdata\local on Windows.

4. Otherwise, use /opt/nfast/kmdata/local on Linux, C:\nfast\kmdata\local on Win-

dows.

If you want to make cards or keys which are normally created from the client available from
the module’s front panel, we recommend that you use client co-operation to automate the
copying of files to the module. For information about configuring client co-operation, see
Setting up client cooperation.

If you do not use client cooperation, you must manually copy the appropriate card and key
files from the client or host on which the card set or key was created to the $NFAST_KM-
DATA%\1ocal's remote file system. These files must then be updated on the module by
selecting Security World mgmt > RFS operations > Update World files from the main

menu.

To be able to create Operator Cards or keys, the user on the client must have write permis-
sion for this directory. All other valid users must have read permission.

By default, the Key Management Data directory, and sub-directories,
inherit permissions from the user that creates them. Installation of the
o Security World Software must be performed by a user with Administra-
tor rights that allow read and write operations, and the starting and stop

ping of applications.

Security World operations create or modify Security World files as follows:

Operation creates/modifies file(s)

Create a Security World creates world

(for each module in the Security
World) module_ESN

Load a Security World creates or modifies (for each module in the Security
World) module_ESN

Replace an ACS modifies world

Create an OCS creates card_HASH

cards_HASH_NUMBER

Create a softcard creates softcard_HASH
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Operation creates/modifies file(s)
Generate a key creates key_APPNAME__IDENT
Recover a key modifies key_APPNAME (for each key that has

been recovered)

« <ESN> - Electronic serial number of the module on which the Security World is cre-
ated.

- <IDENT> - Identifier given to the card set or key when it is created.
« <NUMBER> - Number of the card in the card set.

+ <APPNAME> - Name of the application by which the key was created. It's a 40-charac
ter string that represents the hash of the card set’s logical token. It's either user sup-
plied or a hash of the key's logical token, depending on the application that created the
key.

9.1.2.2. Required files

The following files must be present and up to date in the $NFAST_KMDATA%\1ocal directory,
or the directory specified by the NFAST_KMLOCAL environment variable, for a client to use a
Security World:

- world

A module_ESN file for each module that this host uses

A cards_<IDENT> file for each card set that is to be loaded from this host

A card_<IDENT>_ NUMBER file for each card in each card set that is to be loaded from this
host

A key_<APPNAME>_<IDENT> file for each key that is to be loaded from this host.

These files are not updated automatically. You must ensure that they are synchronized
whenever the Security World is updated on the module.

9.1.3. Security World options

Decide what kind of Security World you need before you create it. Depending on the kind
of Security World you need, you can choose different options at the time of creation. For
convenience, Security World options can be divided into the following groups:

« Basic options, which must be configured for all Security Worlds

° Optionally enable Audit Logging for the Security World
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+ Recovery and replacement options, which must be configured if the Security World,
keys, or passphrases are to be recoverable or replaceable

« SEE options, which only need be configured if you are using CodeSafe

+ Options relating to the replacement of an existing Security World with a new Security
World.

Security World options are highly configurable at the time of creation but, so that they will
remain secure, not afterwards. For this reason, we recommend that you familiarize yourself
with Security World options, especially those required by your particular situation, before
you begin to create a Security World.

9.1.3.1. Security World basic options

When you create a Security World, you must always configure the basic options described
in this section.

9.1.3.1.1. Cipher suite

Only one Cipher suite is supported and this is SP800-131 compliant.

9.1.3.1.2. ACS quorum

You must decide the total number of cards (N) in a Security World's ACS and must have
that many blank cards available before you start to create the Security World. You must also
decide how many cards from the ACS must be present (K) when performing administrative
functions on the Security World.

We recommend that you do not create ACSs for which K is equal to N,
o because you cannot replace such an ACS if even 1 card is lost or dam-
aged.
o In Common Criteria CMTS Security Worlds the minimum value of K for
the ACS is 2.

In many cases, it is desirable to make K greater than half the value of N (for example, if N is
7,to make K 4 or more). Such a policy makes it harder for a potential attacker to obtain
enough cards to access the Security World. Choose values of K and N that are appropriate

to your situation.

The total number of cards used in the ACS must be a value in the range 1 - 64.
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9.1.3.1.3. FIPS 140 Level 3 compliance

By default, Security Worlds are created to comply with the roles and services, key manage-
ment, and self-test sections of the FIPS 140 standard at Level 2. However, you can choose
to enable compliance with the FIPS 140 standard at Level 3.

This option provides compliance with the roles and services of the FIPS
0 140- 2 Level 3 standard. It is included for those customers who have a
regulatory requirement for compliance.

If you enable compliance with FIPS 140 Level 3 roles and services, authorization is required
for the following actions:

+ Generating a new OCS
+ Generating or importing a key, including session keys

- Erasing or formatting smart cards (although you can obtain authorization from a card
you are about to erase).

In addition, you cannot import or export private or symmetric keys in plain text.

9.1.3.1.4. UseStrongPrimes Security World setting

From firmware version 12.70, the nShield HSM always targets FIPS 186-4 compliance when
generating RSA keys of 1024 bits or more. It typically does this using a "strong primes" strat
egy, however Entrust only guarantees this strategy if the UseStrongPrimes setting is
enabled.

If your firmware is version 12.70 or higher, you do not need this setting enabled for FIPS
186-4 compliance.

If you are using an older version of firmware, meaning it has a version number lower than
12.70, then you need the UseStrongPrimes setting enabled to grant FIPS 186-2 compliance.

If your Security World is FIPS 140 Level 3, then this setting is on by default. If your Security
World is not FIPS 140 Level 3, then you can disable the UseStrongPrimes setting for faster
RSA key generation, however this removes FIPS 186-2 compliance.

9.1.3.1.5. Remote Operator

To use a module without needing physical access to present Operator Cards, you must
enable the Remote Operator feature on the module. For more information, see Enabling
optional features.

By default, modules are initialized into Security Worlds with remote card set reading
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enabled. If you add a module for which remote card reading is disabled to a Security World
for which remote card reading is enabled, the module remains disabled.

9.1.3.2. OCS and softcard replacement

By default, Security Worlds are created with the ability to replace one OCS or softcard with
another. This feature enables you to transfer keys from the protection of the old OCS of
softcard to a new OCS or softcard.

You can replace an OCS with another OCS, or a softcard with another
softcard, but you cannot replace an OCS with a softcard or a softcard
o with an OCS. Likewise, you can transfer keys from an OCS to another
OCS, or from a softcard to another softcard, but you cannot transfer

keys from an OCS to a softcard or from a softcard to an OCS.

You can choose to disable OCS and softcard replacement for a Security World when you
create it. However, in a Security World without this feature, you can never replace lost or
damaged OCSs; therefore, you could never recover the keys protected by lost or damaged
OCSs, even if the keys themselves were generated as recoverable (which is the default for
key generation).

OCS and softcard replacement cannot be enabled after Security World
creation without reinitializing the Security World and discarding all the
existing keys within it.

For an overview of Security World robustness and OCS or softcard replacement, see Replac
ing an Operator Card Set or recovering keys to softcards. For details about performing OCS
and softcard replacement operations, see Replacing Operator Card Sets and Replacing the
Administrator Card Set.

9.1.3.3. passphrase replacement

By default, Security Worlds are created so that you cannot replace the passphrase of a card
or softcard without knowing the existing passphrase.

However, you can choose to enable passphrase replacement at the time you create a Secu-
rity World. This option makes it possible to replace the passphrase of a card or softcard
even if you do not know the existing passphrase. Performing such an operation requires
authorization from the Security World's ACS.

For details about performing passphrase replacement operations, see Changing unknown or
lost passphrase.
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9.1.3.4. Nonvolatile memory (NVRAM) options

Enabling nonvolatile memory (NVRAM) options allows keys to be stored in the module’s
NVRAM instead of in the Key Management Data directory of the host computer. Files
stored in the module’s non-volatile memory have Access Control Lists (ACLs) that control
who can access the file and what changes can be made to the file. NVRAM options are rele
vant only if your module’s firmware supports them, and you can store keys in your module’s
NVRAM only if there is sufficient space.

When the amount of information to be stored in the NVRAM exceeds
the available capacity, you can instead store this data in a blob

o encrypted with a much smaller key that is itself then stored in the
NVRAM. This functionality allows the amount of secure storage to be

limited only by the capacity of the host computer.

9.1.3.5. Security World SEE options

You must configure SEE options if you are using the nShield Secure Execution Engine
(SEE). If you do not have SEE installed, the SEE options are irrelevant.

9.1.3.5.1. SEE debugging

SEE debugging is disabled by default, but you can choose whether to enable it for all users
or whether to make it available only through use of an ACS. In many circumstances, it is use
ful to enable SEE debugging for all users in a development Security World but to disable
SEE debugging in a production Security World. Choose the SEE debugging options that
best suit your situation.

9.1.3.5.2. Real-time clock (RTC) options

Real-time clock (RTC) options are relevant only if you have purchased and installed the
CodeSafe Developer kit. If so, by default, Security Worlds are created with access to RTC
operations enabled. However, you can choose to control access to RTC operations by
means of an ACS.

9.1.3.6. Security World replacement options

Options relating to Security World replacement are relevant only if you are replacing a Secu
rity World.

If you replace an existing Security World, its ¥NFAST_KMDATA%\1ocal directory is not overwrit
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ten but renamed %NFAST_KMDATA%\1ocal_N (where N is an integer assigned depending on
how many Security Worlds have been previously saved during overwrites). A new Key Man-
agement Data directory is created for the new Security World. If you do not wish to retain
the SNFAST_KMDATA%\1ocal_N directory from the old Security World, you must delete it manu

ally.

9.1.4. Creating a Security World using the nShield HSM front panel

When initiated from the nShield HSM front panel, while a Security World
is being created the nShield HSM disconnects itself from the network to
e ensure that the operation is not interrupted. This means that the
Remote Administration feature cannot be used to present cards from a

remote location when creating a Security World from the front panel.

9.1.4.1. Before you start
Before you start to create a Security World:

 The directory %NFAST_KMDATA%\1ocal on the remote file system must exist and be
empty.

+ Before configuring the Security World, you should know:

° The security policy for the HSM

° The number and quorum of Administrator Cards and Operator Cards to be used.
To help you decide on the Security World you require, see Security World options.
+ You must have enough smart cards to form the Security World's card sets.
To create a Security World from the nShield HSM Front Panel:

1. From the main menu, select Security World mgmt > Module initialization > New Secu
rity World.
2. Specify the Security World mode:
a. FIPS 140 Level 3 creates a Security World compliant with FIPS 140 requirements

for roles and services at Level 3.

b. Common Criteria CMTS creates a Security World supporting Common Criteria
Protection Profile EN 419 221-5.

c. Unrestricted creates a Security World which doesn’t impose any particular confor
mance. With appropriate environmental constraints, an unrestricted Security
World can be compliant with FIPS 140 Level 2.
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3. Select the Cipher suite for the Security World. Currently only one option is available for
the Security World key, AES (SP800-131AR1).

4. Enter the default quorum for the ACS. This consists of:

a. The maximum number of cards from the ACS required by default for an operation.

This number must be less than or equal to the total number of cards in the set.

b. The total number of cards to be used in the ACS. This must be a value in the range

1— 64 except for the Common Criteria CMTS Security World mode, for which the

range is 2 — 64.
We recommend that you do not create an ACS for which the
o required number of cards is equal to the total number of cards
because you cannot replace such an ACS if even a single card

is lost or damaged.

5. If you answer the question Specify all quorums? by selecting:

a. no - all operations and features (with the exception of passphrase recovery) will

be enabled and require the maximum number of cards

b. yes - you can specify which operations and features you want to enable (including

passphrase recovery) and what the required number of cards for each of these will

be.

6. If you chose to disable individual features or require a lower number of cards required

for an operation, specify these parameters now. You can select a different number of

Administrator Cards (K) to be required for each operation. You can also disable recov-

ery and replacement operations and choose to use KNSO to authorize SEE (Secure Exe

cution Engine) operations. The options for which you can specify a separate value of K

are as follows:

Operation

Module reprogramming

passphrase replacement

OCS/softcard replacement

NVRAM access

Action allowed on HSM

Initializing an HSM into a Security World. You must specify a
value of K for this operation.

Replacement of passphrases from backup files when recovering
an OCS. You can disable this operation, see passphrase replace-
ment. This operation is disabled in Common Criteria CMTS mode
and cannot be enabled.

Recovery of keys from backup files when replacing an OCS. You
can disable this operation if you are using the nShield HSM, see
OCS and softcard replacement.

Reading from and writing to the NVRAM. You can choose to
authorize this operation with Kyso, see Nonvolatile memory
(NVRAM) options.
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10.

M.

Operation Action allowed on HSM

RTC access Updating the real time clock. You can choose to authorize this
operation with Kyso, see Real-time clock (RTC) options.

SEE debugging Viewing full SEE debug information. You can specify a value of K
for this operation, all it for all users or authorize it with Kyso, see
SEE debugging. This operation is disabled in Common Criteria
CMTS mode.

FTO Use of an Foreign Token Open (FTO) Delegate Key (ISO Smart
Card Support). You can specify a value of K for this operation or
authorize it with Kyso. This operation is disabled in Common Crite
ria CMTS mode.

. Specify if audit logging should be enabled.

0 In Common Criteria CMTS mode, audit logging is automatically
enabled and cannot be disabled.

. Specify whether the HSM is a valid target for remote shares (that is, whether it can

import slots), see Remote Operator. This option is disabled for Common Criteria CMTS
mode.

. For Common Criteria CMTS mode only, choose whether to specify the maximum num-

ber of times an Assigned key can be used since it was authorized. A use limit compati-
ble with the specified maximum will be imposed at key creation time and can be veri-
fied for Assigned keys. If you choose to specify a maximum key usage limit:

a. Enter the key usages allowed, up to a maximum of 9999.

For Common Criteria CMTS mode only, choose whether to specify a maximum timeout
for Assigned keys since key authorization. A time limit compatible with the specified
maximum will be imposed when the key is created, and can be verified for Assigned
keys. If you choose to specify a key timeout:

a. Select the units from Seconds, Minutes, Hours, or Days.
b. Enter a value up to a maximum of 9999 in your selected unit.
Format a card for the ACS as follows:
a. Insert a card for the ACS and confirm that you want to use it.
b. If the card is not blank, choose whether to overwrite it or to use a different card.

c. Choose whether to specify a passphrase for the card. If you choose to specify a
passphrase:

i. Enter the passphrase.

ii. Enter the passphrase again to confirm it. If the two passphrases do not
match, you must enter the correct passphrase twice.
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d. When prompted, remove the card.

12. Repeat the previous step to format additional cards for the ACS, setting their
passphrases as described, until the ACS is complete. Each prompt screen shows how
many cards are required and how many have been used.

13. At completion, a message confirms that the Security World has been created.

9.1.5. Creating a Security World using new-world

9.1.5.1. Before you start
Before you start to create a Security World:

+ The HSM must be in pre-initialization mode. See Checking and changing the mode on
the HSM for more about changing the mode.

« You must be logged in to the computer that is running the RFS. The RFS should be a
privileged client that has the client tools installed. For more information, see server_set
tings.

- You must have set the NFAST_HOME environment variable.
o ‘ This variable is set by default during product software installation.
+ Before configuring the Security World, you should know:

° The security policy for the HSM

° The number and quorum of Administrator Cards and Operator Cards to be used
To help you decide on the Security World you require, see Security World options.
+ You must have enough smart cards to form the Security World's card set.

When you have finished creating a Security World, you must change the mode to "Opera-
tional" using nopclearfail -I m1ornopclearfail -0 -m1.

9.1.5.2. Using nethsmadmin to copy a Security World to an nShield HSM and check the
current version

If a Security World is created using new-world, the nethsmadmin command-line utility
enables you to copy the resultant files to a nShield HSM. Run the command:

nethsmadmin --module=<MODULE> --update-world
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nethsmadmin can also be used to check if the Security World files have been copied to the
nShield HSM. Run the command:

nethsmadmin --module=<MODULE> --check-world

In these commands:
--module=<MODULE>
Specifies the HSM to use, by its ModuleID (default = 1).

Follow the directions in this section to create a Security World from the command line with
the new-world utility.

9.1.5.3. Running the new-world command-line utility

Open a command prompt window and type the command new-wor1d using the options in
the table.

The example below will create a Security World supporting FIPS140 Level 3 with a ACS quo
rum of 3/5 and with audit logging enabled.

new-world --mode=fips-140-level-3 --acs-quorum=3/5 --audit-logging

In this command:

Option Description

--initialize This option creates a new Security World, replacing any existing $NFAST_KN-
DATA%\1ocal directory.

Replacing an existing Security World in this way does
not delete the Security World's host data and recovery
and replacement data, but renames the existing

o %NFAST_KMDATA%\1local directory in which these reside
as YNFAST_KMDATA%\1ocalN (where N is an integer
assigned depending on how many Security Worlds

have been previously saved during overwrites).

--factory This option erases an HSM, restoring it to factory state.

--no-remoteshare-cert This option prevents making the HSM from becoming a target for remote
shares.

--no-strict-rsa-keygen If you have not specified a mode parameter you can use the -no-strict-rsa

-keygen flag to disable the UseStrongPrimes setting. Otherwise it will be
enabled by default. See UseStrongPrimes Security World setting.
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Option

--mode=MODE

--no-recovery

--cipher-suite=<CIPHER
-SUITE>

--nso-timeout=<TIMEOUT>

--module=<MODULE>

Description
FIPS-140-1evel-3 creates a Security World compliant with FIPS 140 Level 3.

common-criteria-cmts creates a Security World supporting Common Criteria
PP 419 221-5.

Omitting this option will create a default Security World compliant with FIPS
140 Level 2.

This option disables the ability to recovery or replace OCSs and softcard
(which is otherwise enabled by default). This is equivalent to setting !r, where
the ! operator instructs the system to turn off the specified feature (r).

By default, new-world creates key recovery and replacement data that is pro-
tected by the cryptographic keys on the ACS. This option does not give
Entrust or any other third party access to your keys. Keys can only be recov-
ered if authorization from the ACS is available. We recommend that you leave
OCS and softcard recovery and replacement functionality enabled.

o We recommend that you do not disable the recovery
and replacement option.

If you set the --no-recovery option, you can never
replace lost or damaged OCSs generated for that

Security World. Therefore, you could never recover
o any keys protected by lost or damaged OCSs, even if
the keys themselves were generated as recoverable
(which is the default for key generation).

OCS and softcard replacement cannot be enabled

after Security World creation without reinitializing the
o Security World and discarding all the existing keys
within it.

This option specifies the Cipher suite and type of key that is used to protect
the new Security World. <CIPHER-SUITE> should be set to DLf30725256mAESc-
SP800131Ar1.

This option allows you to specify the time-out (<TIMEOUT>) for new Security
Worlds. By default, an integer given for TIMEOUT is interpreted in seconds, but
you can supply values for TIMEOUT in the form N's, N h, or N d where N is an
integer and s specifies second, h specifies hours, and d specifies days.

This option specifies the module to use (by its ModulelID). If you have multiple
modules, new-wor1d initializes them all together.
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Option Description

--acs-quorum=<K>/<N> In this option, <K> specifies the minimum number of smart cards needed from
the ACS to authorize a feature. You can specify lower K values for a particular
feature. All the K values must be less than or equal to the total number of
cards in the set. If a value for K is not specified, new-world creates an ACS that
requires a single card for authorization.

0 When the Security World is created in common-crite-
ria-cmts mode, new-wor1d requires a minimum K of 2.

Some applications do not have mechanisms for

requesting that cards be inserted. Therefore any OCSs
0 that you create for use with these applications must
have K=1.

<N> specifies the total number of smart cards to be used in the ACS. This must
be a value in the range 1 - 64. If a value for this option is not specified, new-
world creates an ACS that contains a single card.

We recommend that you do not create an ACS for
which the required number of cards is equal to the

o total number of cards because you will not be able to
replace the ACS if even a single card is lost or dam-
aged.

This option only takes effect if you are creating a new Security World.

--reduced-features This option instructs new-world to use a reduced default feature set when cre-
ating a Security World. A Security World created with the --reduced-features
option has no passphrase recovery; no NVRAM, RTC, or FTO; and no NSO dele
gate keys. However, such a reduced-features Security World can perform
many operations faster than more fully featured Security Worlds.

--disablepkcsipad This option disables the use of PKCS#1 v1.5 padding. All attempts to use
PKCS#1 v1.5 padding for encryption or decryption operations will be rejected.

PKCS#1 v1.5 signature operations are not affected.

PSS and OAEP are not affected.
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Option

--pp-min=LENGTH

—-pp-strength

--audit-logging

--max-keyusage

--max-keytimeout

Description

This option enables a minimum passphrase length check for the Administrator
Card Set (ACS) the Operator Card Set (OCS) and any associated softcards
when you create a Security World. The minimum passphrase length check is
then applied after the Security World is created. When enabled and you
attempt to create a card passphrase with fewer characters than the specified
minimum length, the following warning message displays:

A | Warning: short passphrase.

However, the passphrase can still be used.

Example:

new-world --initialize --acs-quorum=K/N  --pp-min=14

If --pp-min=<length> is not used, the minimum passphrase length is set to the
default value (0).

This option enables passphrases to have at least one uppercase, lowercase,
number, and symbol.

If the —-pp-strength argument is omitted, the complexity requirements are not
enforced.

This option configures the Security World and the HSM on which it is being
created for audit logging, creating a log signing key for each HSM.

o The log destination must have already been set in the
hardserver configuration file. See Audit Logging.

Audit logging is automatically enabled when the Security World is created in

common-criteria-cmts mode.

This option allows the administrator to specify a maximum reauthorization con
dition in terms of number of key usages since authorization for Assigned keys
in common-criteria-cmts mode. A use limit compatible with the specified maxi
mum will be applied at key creation time and can be verified for Assigned keys.
If this is not set then no --max-keyusage limit is applied to Assigned keys on
creation.

This option allows the administrator to specify a maximum reauthorization con
dition in terms of a TIMEOUT since authorization for Assigned keys in com-
mon-criteria-cmts mode. By default, an integer given for TIMEOUT is inter-
preted in seconds, but you can supply values for TIMEOUT in the form Ns, Nh,
or Nd where N is an integer and s specifies second, h specifies hours, and d
specifies days. A use limit compatible with the specified maximum will be
applied at key creation time and can be verified for Assigned keys. If this is not
set then no limit is applied to Assigned keys on creation.
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The --max-keyusage and --max-keytimeout options are only available in
common-criteria-cmts mode. They provide support for the Protection

o Profile requirement that reauthorization conditions are set by an adminis
trator on creating an Assigned Key.

9.1.5.4. new-world command-line utility features
Features for the Security World can be specified using the command line.

Security world features are selected by feature expressions. A feature expression is a
comma-separated list of feature terms. Each term consists of a feature name, optionally
preceded by either a double dash --, an exclamation point !, or no- to turn off the feature,
and optionally followed by an equals sign = and the quorum of cards from the ACS required
to use the feature. The default quorum is taken from the K argument of the --acs-quorum

option.
o If you set the ! fto flag, that is, turn off FTO, you will not be able to use
smart cards to import keys.
o ‘ To use extended debugging for the HSM, you must set the dseeall flag.

The following feature names are available:

Feature name Description

m This feature makes it possible to add new HSMs into the Security World. This
feature cannot be disabled.

r This feature enables OCS and softcard replacement; see Replacing Operator
Card Sets.
p This feature enables passphrase replacement; see passphrase replacement

and Changing card and softcard passphrase.

nv This feature specifies that ACS authorization is needed to enable nonvolatile
memory (NVRAM) allocation.

rte This feature specifies that ACS authorization is needed to set the real-time
clock (RTC), see Real-time clock (RTC) options.

dsee This feature specifies that that ACS authorization is needed to enable SEE
World debugging.

dseeall This feature enables SEE World debugging for all users.
fto This feature specifies that ACS authorization is needed to enable foreign token
operations (FTO).
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The following features remain available for use on presentation of the standard ACS quo-
rum, even if turned off using the ! operator:

. nvram
. rte

. fto

Setting the quorum of one these features to 0 has the same effect as turning it off using
the ! operator.

The passphrase replacement (p) and dseeall features are turned off by default; the other
options are turned on by default.

The nonvolatile memory and SEE world debugging options are relevant
only if you are using the Secure Execution Engine. If you have bought

0 the CodeSafe Developer Kit, refer to the CodeSafe Developer Guide for
more information.

o ‘ To use extended debugging for the HSM, you must set the dseeall flag.

The dseeall option is designed for testing purposes only. Do not enable
o this feature on production Security Worlds as it may enable SEE applica
tions to leak security information.

For example, the following features:

m=1, r, !p, nv=2, rte=1

Create a Security World for which:

+ A single card from the ACS is required to add a new HSM
« The default number is required to replace an OCS

+ passphrase replacement is not enabled

« Two cards are required to allocate nonvolatile memory

- One card is required to set the real-time clock (applies to SEE only).

9.1.5.5. new-world command-line utility output
If new-world cannot interpret the command line, it displays its usage message and exits.

If you attempt to set a quorum for a feature that you have disabled or if you attempt to set
a quorum too high, new-wor1d displays an error and exits.

nShield Connect v13.3 User Guide (Windows) 137/502



Chapter 9. Creating and managing a Security World

If the HSM is not in the pre-initialization mode, new-wor1d advises you that you must put
the HSM in this mode and waits until you have changed the HSM mode before continuing.

The HSM must be in pre-initialization mode. See Checking and changing the mode on the
HSM for more about changing the mode.

o If the HSM is in the pre-initialization mode, new-wor1d prompts you for
smart cards and passphrases as required.

9.1.6. After you have created a Security World
Store the ACS in a safe place.

If you lose more than N minus K of these Administrator Cards you can-

not restore the Security World or lost Operator Cards. For example, if
you have a 2/3 ACS and you lose more than one card, you cannot

o restore the Security World. If you have created an Administrator card

set where K = N, then the loss of one card stops you from being able to

restore the Security World.

To prevent this situation from occurring, replace lost or damaged cards from the ACS as
soon as you discover the loss or damage. For more information, see Replacing the Adminis-
trator Card Set.

o The security of the keys that you create within this Security World is
wholly dependent on the security of these smart cards.

The Security World data is stored on the HSM and on the RFS. For more information, see
Security World Files.

The HSM can now be used to create Operator Cards and keys for the new Security World.

9.2. Displaying information about your Security World
To display information about the status of your Security World:

+ Select Security World mgmt > Display World info from the main menu

« Run the nfkminfo command-line utility. See Displaying information about a Security
World with nfkminfo.

+ Run the kmfile-dump command-line utility. See Displaying information about a Security
World with kmfile-dump.
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+ Run the nethsmadmin command-line utility. See Using nethsmadmin to copy a Security
World to an nShield HSM and check the current version.

You can also use KeySafe to view a summarized description of the Security World.

9.2.1. Displaying information about a Security World with nfkminfo

To display information about a Security World from the command line, run the command:

nfkminfo -w|--world-info [-r|--repeat] [-p|--preload-client-id]

In this command, the -w|--world-info option specifies that you want to display general
information about the Security World. This option is set by default, so you do not need to
include it explicitly.

Optionally, the command can also include the following:

Option Description

-r|--repeat This option repeats the information displayed. There is a pause at the
end of each set of information. The information is displayed again
when you press Enter.

-p|--preload-client-id This option displays the preloaded client ID value, if any.

To output a detailed list of Security World information, run nfkminfo with the -w|--wor1d
-info option (with or without the other options). For a description of the fields in this list,
and more information about using nfkminfo, see nfkminfo: information utility.

The following table maps there flags visible on the front panel when you select 3 Security
World mgmt > 3-1 Display World Info to the flags in the output of nfkminfo.

Front panel nfkminfo
admin k-out-of-n
nCore flags slotlistflags
NFKM flags flags

Module slots nflags
Initialized Initialised
ForeignTokenOpen FT0

9.2.2. Displaying information about a Security World with kmfile-dump

nShield Connect v13.3 User Guide (Windows) 139/502



Chapter 9. Creating and managing a Security World

To display information about a World from the command line, run the command:

kmfile-dump [<worldfile>]

where <worldfile> is the file storing the World data, usually $NFAST_KMDATA%\1ocal\wor1ld

If no WorldVersion is received as a result of the command then the World is either version 1

or version 2.

If a WorldVersion of either '2' or '3' is received then the World is version 3.

9.3. Adding or restoring an HSM to the Security World

When you have created your Security World, you can add additional HSMs to it. You can
restore HSMs that have previously been removed from the same Security World in the

same way.

You can also restore an HSM to a Security World to continue using existing keys and Opera
tor Cards:

- After you upgrade the firmware

« If you replace the HSM.

@ | Theadditional HSMs can be any nShield HSMs.

To add an HSM to a Security World, you must:

- Have installed the additional HSM hardware, as described in the Installation Guide.

+ Have a copy of the Security World data on the HSM's remote file system in the Key
Management Data directory.

« The HSM must be in pre-initialization mode. See for more about changing the mode.

« Possess a sufficient number of cards from the ACS and the appropriate passphrases.

Adding or restoring an HSM to a Security World:

Erases the Security World data on the HSM's internal file system

- Reads the required number of cards (K) from the ACS so that it can re-create the
secret

« Reads the Security World data from the remote file system
+ Uses the secret from the ACS to decrypt the Security World key

+ Stores the Security World key in the HSM's nonvolatile memory
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« Configures the HSM for audit logging if the Security World was created with audit log-
ging selected.

After adding an HSM to a Security World:

+ You cannot access any keys that were protected by a previous Security World that con
tained that HSM.

+ You have to sync the module file to the clients by one of the following methods:

° Copy the files manually to the clients.

° Runrfs-sync -update.
See HSM and client configuration files.

o It is not possible to program an HSM into two separate Security Worlds
simultaneously.

9.3.1. Adding an HSM to a Security World using the nShield HSM front
panel

To add an HSM to a Security World:

1. If the HSM already belongs to a Security World, erase it from the Security World to
which it belongs, as described in Erasing a module from a Security World.

2. From the main menu, select Security World mgmt > Module initialization > Load Secu
rity World.

3. Specify whether the HSM can use the Remote Operator feature import slots. For more

information, see Remote Operator.
4. At the prompt, insert an Administrator Card, and enter its passphrase if required.

5. Continue to insert Administrator Cards when prompted until you have inserted the
number required to authorize HSM reprogramming.

9.3.2. Adding an HSM to a Security World with the CSP or CNG wizard

To add an HSM to an existing Security World:

1. Ensure the HSM is in initialization mode and run the wizard by double-clicking its short
cut in the Windows Start menu: Start > Entrust nShield Security World.

2. Click the Next button.

The wizard allows you to configure HSM Pool mode for CAPI/CNG.
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3. Click the Next button.

If the wizard finds an existing Security World, it prompts you to specify whether you
want to use the existing Security World or create a new Security World.

If the wizard displays any other windows:

a. Cancel the operation.
b. Check that you have correctly set the environment variable NFAST_KMDATA.

c. Copy the local sub-directory from the Key Management Data of another com-
puter in the same Security World or from a backup tape of this computer to the
Key Management Data directory of this computer.

d. Run the wizard again.

4. Ensure that the Use the existing security world option is selected, and click the Next
button.

You can then proceed to add HSMs in the same manner that you add multiple HSMs when
you create a Security World.

9.3.3. Adding an HSM to a Security World with new-world

1. Open a command window and type the command:

new-world [-1|--program] [-S|--no-remoteshare-cert] [-m|--module=<MODULE>]

In this command:
° -1|--program

This option adds an HSM to an existing Security World (in the Key Management
Data directory). If you have multiple HSMs available, you can use the -m|--mod-
ule="MODULE option to specify an HSM. If you do not specify an HSM ‘new-
world adds all available HSMs to the Security World.

° -S|--no-remoteshare-cert
These options prevent the HSM from becoming a target for remote shares.
° -m|--module=<MODULE>

This option specifies the HSM to use (by its ModuleID). If you have multiple HSMs
and do not specify an HSM, new-wor1d adds all available HSMs to the existing Secu
rity World.
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If new-wor1d cannot find the key-management data, it displays the message:

new-world: no existing world to load.

If you intend to initialize the HSM into a new Security World, run new-wor1d with the -1
option.

If the HSM is not in the pre-initialization state, new-world displays an error and exits.

The HSM must be in pre-initialization mode. See Checking and changing the mode on
the HSM for more about changing the mode.

If the HSM is in the pre-initialization state, new-wor1ld prompts you for cards from the
Security World's ACS and to enter their passphrases as required.

2. After new-world has reprogrammed the HSM, restart the HSM in the operational state.

The HSM must be in pre-initialization mode. See Checking and changing the mode on
the HSM for more about changing the mode.

3. Store the ACS in a safe place.

If any error occurs (for example, if you do not enter the correct
o passphrases), the HSM is reset to the factory state. The HSM does not
form part of the Security World unless you run new-wor1d again.

9.4. Security World migration

The current version of Security World software enables you to create a Security World that
fully complies with the NIST Recommendations for the Transitioning of Cryptographic Algo
rithms and Key Sizes (SP800-131Ar1) or alternatively Common Criteria PP 419 221-5 (com-
mon-criteria-cmts) depending on the options selected at World creation. This is called
World version 3.

We recommend that where compliance with the specifications above is required, you cre-
ate a new World and create new keys within that World. However, the software also
includes a migrate-world command-line utility that you can use for migrating existing keys
into the new World. This is provided as a convenience for customers who require compli-
ance with the specifications, and who need to continue using existing keys.

In the case of a Common Criteria World the specification prohibits the importing of
assigned keys. Only general keys can be imported into a common-criteria-cmts World.

o ‘ Throughout the following sections, the terms Source World refers to the
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World from which you want to migrate keys, and Destination World
refers to the World to which you want to migrate keys.

The utility requires the use of two modules. One module is referred to as
o the source module. The other module is referred to as the destination
module.

9.4.1. Pre-requisites for migrating keys

In order to use the migrate-world utility the following will be needed:

« Two HSMs. These can be any of the currently supported HSM types and the two HSMs

do not need to be of the same type.
+ A quorum of ACS cards for the source World.
+ A quorum of ACS cards for the destination World.
 Sufficient blank cards to create new OCS cards for any keys that are OCS protected.

+ Remote mode switching must be enabled on both HSMs used for the migration. For
instructions, see Enabling and disabling remote mode change.

9.4.2. Restrictions on migrating keys
The following restrictions apply to the use of migrate-world:

+ The source module must be running firmware version 12.50 or later.
+ The destination module must be running firmware version 12.50 or later.

+ Only recoverable keys can be migrated. If your source keys are non-recoverable, you
cannot use the migration utility to migrate keys.

+ Security world software version 13.2 and earlier: The key protection or quorum can-
not be changed during migration.

- Security world software version 13.3 and later: The key protection or quorum can be
changed during migration. The new protections must be created in the destination
world before migration begins.

+ Replacement cards should be of the same or newer generation than the cards that
they replace.

+ The source and destination modules must both have KLF2 warrants.
nShield Connect and nShield 5¢ HSMs have a pre-installed KLF2 warrant file in:

Linux NFAST_KMDATA/hsm-<esn>/warrants/<esn>.
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Windows: NFAST _KMDATA\hsm-<esn>\warrants\<esn>

If one or both of the modules are Solo XC and have a KLF warrant you should request

an upgrade to a KLF2 warrant before starting migration, see the Warrant Management

section in the Solo User Guide.

+ The operator running the migrate-world utility must have the access rights to create a

privileged connection to the hardserver.

« The migration tool must have exclusive use of the modules during migration. Do not

use them for any other purpose during migration and if either module is an nShield net-

work-attached HSM, do not enter anything via the front panel during migration.

If the destination World is fips-140-1level-3, then some keys that were
usable in the source World may not be usable in the destination World
due to those algorithms or key lengths being restricted. The migration
tool might not be able to successfully migrate these keys so they should
be removed from the source World before attempting the migration.
Any keys of this type that do migrate successfully will be restricted at
the point of use.

If the destination World is fips-140-1level-3 or common-criteria-cmts
the migration tool will automatically remove ExportAsPlain from the
ACL of any migrated key during the migration process.

If the destination world does not support audit logging the migration
tool will automatically remove LogKeyUsage from the ACL of any
migrated key during the migration process.

9.4.3. About the migration utility

You can run the migration utility in the following modes:

« Plan mode: Returns a list of steps for migration and the required card sets and

passphrases but does not migrate any keys.

« Perform mode: Runs the plan mode prior to presenting the option to proceed and

migrate keys according to the plan.

9.4.3.1. Usage and options

migrate-world [OPTIONS] --src-module=<source_module> --dst-module=<dest_module> --source=<source-kmdata-path>
--debug --dst-warrant=<dst-warrant-path> --src-warrant=<src-warrant-path [--plan | --perform] --key-logging
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Option

-k <KEYS>|--keys-at-once=<KEYS>

-h|--help

-c <CARDSETS>|--cardsets-at-
once=<CARDSETS>

--version
--src-warrant=<src-warrantfile>
--src-module=<MODULE>
--source=<SOURCE>

--plan

--perform
--dst-warrant=<dst-warrantfile>
--dst-module=<ModuleId>

--debug

--key-logging

--src-prots=<list of source protec-
tions>

--dst-prots=<list of destination pro
tections>

--prots-config=<PATH>

Enables you to...

Migrate no more than this number of keys per ACS loading. This is
useful to prevent ACS time-outs if you have a large number of keys
to migrate. (O=unlimited, default=0). It is recommended to limit the
number of keys to be migrated at any one time to no more than 100.

Obtain information about the options you can use with the utility.

Migrate keys protected by this number of card sets or softcards per
ACS loading. This is useful to prevent ACS time-outs if you have a
large number of different card sets or softcards to migrate. (O=unlim
ited, default=0).

View the version number of the utility.

Specify the location of the warrant file of the source module.
Specify which module ID to use as the source module.

Specify the path to the folder that contains the source World data.
View the list of steps that will be carried out.

Migrate keys interactively.

Specify the location of the warrant file of the destination module.
Specify which module ID to use as the destination module.

Outputs debug messages and stack traces in case of errors. It is rec-
ommended to use this only for testing as it will slow down operation
and make card timeouts more likely to occur. A large volume of out-

put is produced for each key that is migrated, so it is recommended

to migrate a single key at a time when using this option.

This option will enable key usage logging on all migrated keys. If the
destination World does not support audit logging the keys will still
be migrated but LogKeyUsage logging will not be set in the ACL of
the migrated keys.

Specify a comma-separated list of OCS or softcard names in the
source security world. The keys will be migrated to the correspond-
ing protections specified with --dst-prots.

Specify a comma-separated list of OCS or softcard names in the des
tination security world. These will be the target protections for the
keys that are protected with methods specified with --src-prots in
the source security world.

Specify a configuration file that lists the source and destination pro-
tection pairs for migration. The file must contain pairs of tab-sepa-
rated protection names src_prot dst_prot, one pair per line.
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Do not terminate path names in the command parameters with a back-
slash character. If this is not possible then either terminate with a dou-

o ble backslash or insert a blank space between the backslash and the ter-
minating quotation mark.

9.4.4. Migrating keys

9.4.4.1. Preparing for migration
Before you begin:

+ Install the latest version of the Security World Software from the installation media.
See the Installation Guide for more information.

- Ensure that the warrant files for the source and destination modules are stored in their
default locations. If the warrant files are not at the default location, the --src-warrant
and --dst-warrant parameters need to be specified in the migrate-world command.

° For Solo +, or Solo XC, the default location is NFAST_KMDATA\warrants\.

° For Connect +, Connect XC modules, the default location is NFAST_KMDATA\hsm-
<ESN>\warrants\.

° For nShield 5s and nShield 5¢, you do not need to specify warrant locations
because they store their warrants within the module.

+ Copy the source World data to a location defined by the --source=<SOURCE> parameter
of the migration tool.

« If the destination World does not exist already, create a new destination World. For
instructions, see Creating a Security World

0 You must enable all your features on the destination module before
migration. Otherwise, the migration will fail.

9.4.5. Migrating keys process

To ensure the security of your keys, we recommend that the migration
process is overseen by ACS-holding personnel and the end-to-end

o migration process is completed continuously, without any breaks in the
process. This will also reduce the possibility of your ACS experiencing a
time-out.

9 If the destination World supports audit logging you can choose whether
the migrated keys will have key usage logging enabled or not by use of
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the --key-logging command line switch. If you only wish key usage log-
ging to be enabled on a subset of the keys then you must separate the
source keys into two groups and run the migrate-world command sepa-
rately for each group.

To migrate keys to the destination World:

1. Run the migration utility in the perform mode with the required options. For informa-

tion about the usage and options you can use, see About the migration utility.

2. Ensure that the data for the destination World is in the standard location for World

data, derived from one of the following:

° Either the environment variable NFAST _KMLOCAL or NFAST _KMDATA.

° The default directory: C:\ProgramData\Key Management Data\local, or C:\Docu-

ments and Settings\All Users\Application Data\nCipher\Key Management

Data\local, as appropriate.

3. If the module is not configured to use the destination World, the utility prompts you to

program the module and supply the ACS of the destination World.

4. The utility guides you through specific steps, prompting you to supply the required

card sets and passphrases.

5. At the end of the migration both the source and destination modules are cleared. If you

wish to use the modules then you must reload them with an appropriate Security

World.

The utility will attempt to automatically change the module mode
when needed. Should the automatic change of mode fail for any
reason, then the utility will prompt you to change the module state
to either initialization or operational at various points during the pro
cedure. * The HSM must be in pre-initialization mode. See Check-
ing and changing the mode on the HSM for more about changing

the mode.

9.4.6. Verifying the integrity of the migrated keys

To verify the integrity of the migrated keys, run the nfkmverify utility with the following

options, as appropriate:

« If the keys are module-protected, run the utility with one of the following options:

° -L option, which checks the ACL of a loaded key instead of the generation certifi-

cate.

° -R option, which checks the ACL of a key loaded from a recovery blob.
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- If the keys are protected by cardsets or softcards, run the nfkmverify utility with the -R
option in combination with the preload utility.

Example:

preload --admin=RE nfkmverify -R -m1 <application> <key-ident>

Do not use the nfkmverify utility with the default -C option. If you
0 use this option, the utility returns errors because the ACL in the cer
tificate will reflect the old world.

Note that if the destination World is fips-140-level-3 then some
keys that were usable in the source World may not be usable in the
0 destination World due to those algorithms or key lengths being
restricted. The migration tool will successfully migrate the keys but
they will be restricted at the point of use.

9.4.7. Migrating keys using custom protection pairs

Regular security world migration will create new card sets and softcards in the destination
world with the same names as the source protections or it will use existing destination pro-
tections if they share a name and type (card set or softcard) with the source protection.

You can specify custom protection pairs if you want to change the name, the quorum, or
the properties of the protection. You can also combine multiple source protections of the
same type into one destination protection. You cannot diffuse keys from one source protec
tion to multiple destination protections.

The source-destination protection pairs can be selected either as:

« Two comma-separated lists --src-prots <source protections>and --dst-prots <des
tination protections>.

» Tab-separated pairs "source destination”, one per line, in a configuration file --prots
-config <file path>.

The protections can be referred to by their name, 40-character hash, or "c:name" and
"s:name” when a source card set and softcard share a name. The source and destination pro
tection types must match.

The following example shows the two ways of specifying a set of protection pairs and the
different ways each protection can be referred to. The example hashes are shortened for
readability.
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Protection Source protection to be migrated Target destination protection
type
card set ocs 1 ocstarget1
softcard softcard 1 softcardtarget
card set name1 (duplicate name) ocstarget
softcard name1 (duplicate name) softcardtarget
card set name2 (duplicate name and type) hash: ocstarget
XXXXXXX1
card set name?2 (duplicate name and type) hash: ocstarget?
XXXXXXX2

By specifying the lists using the --src-prots and --dst-prots options:

migrate-world [OPTIONS] \
--src-prots "ocs 1,softcard 1,c:namel,s:namel, XXXXXXXT, XXXXXXX2" \
--dst-prots "ocstarget1,softcardtarget,ocstargetl,softcardtarget,ocstarget?,ocstarget2"

By using a configuration file specified with the --prots-config option:

migrate-world [OPTIONS] --prots-config=migration.cfg

--- migration.cfg ---

ocs 1 ocstargetl

softcard 1 softcardtarget
c:name’ ocstargetl
s:name’ softcardtarget
XXXXXXX1 ocstargetl
XXXXXXX2 ocstarget?

9.4.8. Troubleshooting
o If you encounter any errors that are not listed in the following table, con
tact Support.
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Error

There are no keys requiring migra-
tion.

Source module must be specified.

Destination module must be speci-
fied.

Source and Destination modules
must be different.

Module is not usable.

Source World has indistinguishable
cardsets or softcards.

Destination World has indistinguish
able keys.

Destination World has indistinguish
able cardsets or softcards.

Source World has indistinguishable
keys.

Cannot determine protection of
keys.

Source World not recoverable.

Missing security World at PATH.

Source world must be specified.

Explanation

Any migrate-able keys found in the
source World already exist in the
destination World. The migration
utility returns this error if:

« The keys have already been
migrated

- All keys are non-recoverable
and therefore cannot be
migrated.

This utility requires you to specify

both a source and destination mod-

ule which must be different mod-
ules and both must be usable.

There are irregularities in one of the
Worlds, but these irregularities do
not affect the migration process.

There are problems with one of the
Worlds.

Action

None.

Specify the correct modules.

None.

Contact Support.

The source World is not recoverable  If the source World is not recover-

and the keys therefore cannot be
migrated.

The path for the source World is
wrong.

There is no World data at the loca-
tion that was specified when run-
ning the migration utility.

able, you cannot use the migration
utility to migrate keys.

Contact Support.

Supply the correct path to the
source World. If you have supplied
the correct path to the directory
that contains the source World
data, the migration utility has not
found a destination World.
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Error

Source World is the same as the
destination World.

Cannot find <NAME > utility,
needed by this utility.

<NAME > utility is too old, need at
least version <VERSION NUM-
BER>.

nFast error: TimeLimitExceeded; in
response to SetKM...

Destination world does not support
audit logging.

Failed to load warrant file <FILE>.

Explanation

An incorrect path was supplied for
the source World data when run-
ning the utility.

The destination World data does
not exist in the default location
defined by the environment vari-
able NFAST_ KMLOCAL or NFAST_KM-
DATA.

The software installation is partially
completed. The path (in the environ
ment variable for the operating sys-
tem) might be pointing to an old
version of the software.

The ACS time-out limit has expired.

You have specified the --key-1log-
ging option but the destination
world does not support audit log-

ging.

There is a problem reading the war-
rant file.

9.5. Migrating KMDATA

Action

Run the utility with the correct path
to the source World data.

Move the source World data to a
different location and then copy

the destination World data to the
default location.

If the default location is defined by
an environment variable, configure
the variable to point to the location
of the destination World, which
then becomes the new default loca
tion.

Reinstall the software.

Ensure that the path points to the
latest version of the software.

Restart the key migration process;
see Security World migration.

None. The keys will be migrated but
LogKeyUsage will not be set in the
ACL of migrated keys.

Check that your warrant files are in
the correct location and have not
been edited in any way.

To move KMDATA from the default location of C:\ProgramData\nCipher:

1. Open a command prompt window as an administrator.

2. Use Xcopy with the following parameters to copy the default folder to a new location:

Xcopy C:\ProgramData\nCipher <Destination> /e /v /o /i

3. Enter the new location for the following environment variables:

a. In the Windows Control Panel, navigate to Control Panel > System and Security >

System > Advanced system settings.
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b. In the Advanced tab, select Environment Variables.

c. Update the following system variables:
® NFAST_CERTDIR: <path\to\new\folder>\Feature Certificates
® NFAST_KMDATA: <path\to\new\folder>\Key Management Data
® NFAST_LOGDIR: <path\to\new\folder>\Log Files

d. If your Security World client is on or above v12.70.4, add the following environ-
ment variable in the same section:

= NFAST_KNETIDIR: <path\to\new\folder>\hardserver.d
4. In the Services tool, restart the nFast Server process.

5. After the service restarts, run the following command to check the migration was suc-
cessful:

anonkneti -m 127.0.0.1

6. After confirming that the migration was successful, delete C:\ProgramData\nCipher.

9.6. Erasing a module from a Security World

Erasing a module from a Security World deletes from the module all of the secret informa-
tion that is used to protect your Security World. This returns the module to the factory
state. Provided that you still have the ACS and the host data, you can restore the secrets by
adding the module to the Security World.

Erasing a module removes any data stored in its nonvolatile memory (for example, data for
an SEE program or NVRAM-stored keys). To preserve this data, you must back it up before
erasing the module. We provide the nvram-backup utility to enable data stored in nonvolatile
memory to be backed up and restored.

« The HSM must be in pre-initialization mode. See for more about changing the mode.

You do not need the ACS to erase a module. However, unless you have
o a valid ACS and the host data for this Security World, you cannot
restore the Security World after you have erased it.

After you have erased a module, it is in the same state as when it left Entrust (that is, it has
a random module key and a known Kyso).

9.6.1. Erasing a module from the unit front panel
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To erase a module from a Security World, from the main menu, select Security World mgmt
> Module initialization > Erase Security World.

When you erase a Security World in this way, the Security World files remain on the remote
file system. Delete these files if you wish to remove Security World completely. For more
information, see Security World Files.

9.6.2. Erasing a module with new-world

The new-world command-line utility can erase any modules that are in the pre-initialization
mode.

To erase modules with the new-wor1d utility, run the command:

new-world [-e|--factory] [-m|--module=<MODULE>]

In the new-world command:

Option Description
-e|--factory These options restore a module to its factory state.
-m|--module=<MODULE> These options specify the ModuleID to use. new-world erases only

one module at a time. To erase multiple modules, you must run new-
wor 1d once for every module that you want to erase.

9.6.2.1. Output

If new-wor1d successfully erased a module, it displays a message that it restored the module
to factory state. Otherwise, new-wor1ld returns an error message.

9.6.3. Erasing a module with KeySafe
You can erase a module on a server with KeySafe by following these steps:

1. Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

2. Click the World menu button, or select World from the Manage menu. KeySafe takes
you to the World Operations panel.

3. Click the Erase Module button. KeySafe takes you to the Erase Module panel.

4. Select the module that you want to erase by clicking its listing on the Security world
status tree, then click the Commit command button.
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KeySafe erases all secrets from the module, returning it to its factory state.

If you have any keys that were protected by an erased module, you can-
not access them unless you restore these secrets. You cannot restore
these secrets unless you have the appropriate ACS.

9.6.4. Erasing a module with initunit

The initunit command-line utility erases any modules that are in the pre-initialization
state.

To erase modules with the initunit utility, run the command:

initunit [-m|--module=<MODULE>] [-s|--strong-kml]

In the initunit command, --module=<MODULE> specifies the ID of the module you want to
erase. If you do not specify this option, all modules in the pre-initialization state are erased.
--strong-kml specifies that the module generates an AES (SP800-131A) module signing
key, rather than the default key.

o The --disablepkcsTpad option will only work on SP800-131A Security
Worlds.

9.6.4.1. Output

If initunit is successful, for each module that is in the pre-initialization state, it returns a
message similar to this:

Initialising Unit
># Setting dummy HKNSO Module Key Info:
HKNSO
SHEHHH G HKM
SHEHH IS

Otherwise, initunit returns an error message.

9.7. Replacing an existing Security World

When you erase a Security World from the module’s front panel, all long-term key material
is deleted from the module’s memory and all Security World data is removed from the mod-
ule's internal file system.

This operation does not remove any files from the remote file system or client machines.
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You should remove the files manually from the $NFAST_KMDATA%\local directory on the

remote file system and any client computers to which the Security World was copied.

Any Operator Cards created in a previous Security World cannot be
used in the new Security World. If you are replacing a Security World,
you must erase all the Operator Cards created in the previous Security
World before you create the new Security World. See Erasing cards and
softcards.

9.8. Deleting a Security World

You can remove an existing Security World and replace it with a new one if, for example,

you believe that your existing Security World has been compromised. However:

+ You are not able to access any keys that you previously used in a deleted Security

World

« It is recommended that you reformat any nShield Remote Administration Cards that

were used as Operator Cards within this Security World before you delete it. For more

information about reformatting (or erasing) Operator Cards, see Erasing cards and soft

cards.

Except for nShield Remote Administration Cards, if you do not reformat
the smart cards used as Operator Cards before you delete your Security
World, you must throw them away because they cannot be used,
erased, or reformatted without the old Security World key.

You can, and should, reuse the smart cards from a deleted Security
World’s ACS. If you do not reuse or destroy these cards, then an
attacker with these smart cards, a copy of your data (for example, a
weekly backup) and access to any nShield key management HSM can
access your old keys.

To delete an existing Security World:

1. Remove all the HSMs from the Security World.

2. Delete the Security World data files, see Location of Security World files.

There may be copies of the Security World data archive saved on
your backup media. If you have not reused or destroyed the old
ACS, an attacker in possession of these cards could access your
old keys using this backup media.
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If audit logging was enabled for the Security World then audit logs
can still be verified provided that the audit log data is maintained as

e this contains all the information needed to verify the logs. For fur-
ther information see Audit Logging.

9.8.1. Deleting the Security World using the nShield HSM front panel

When you erase a Security World using the unit front panel, all long-term key material is
deleted from the HSM’s memory and all Security World data is removed from the HSM's
internal file system.

+ You will not be able to access any of the keys that you have previously used

+ Before you remove an old Security World, you must reformat any smart cards that
were used previously as Operator Cards within this Security World.

If you do not reformat the smart cards used as Operator Cards before
you reinitialize your HSM, you must throw them away because they can
not be used, erased, or reformatted without the old Security World key.

You can, and should, reuse the smart cards from the old ACS. If you do not reuse or destroy
these cards, then an attacker with these smart cards, a copy of your data (for example, a
weekly backup) and access to any nShield key management HSM, can access your old keys.

To erase a Security World using the front panel of the unit, from the main menu select Secu
rity World mgmt > Module initialization > Erase Security World.

This operation does not remove any files from the RFS or client machines. You should
remove the files manually from the %NFAST_KMDATA%\1ocal directory on the RFS and any
client computers to which the Security World was copied.
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10. Managing card sets and softcards

This chapter describes how to create and manage card sets and softcards, using a Security
World.

When you create a Security World, an Administrator Card Set (ACS) is created at the same
time. You use the ACS to:

+ Control access to Security World configuration

« Authorize recovery and replacement operations.

The Security World is used to create and manage keys, and the Operator Card Sets (OCSs)
and softcards you create with the Security World are used to protect those keys.

A Security World offers three levels of key protection:

Level of protection Description

Direct protection Keys that are directly protected by the Security World are usable at any time
without further authorization.

Softcard Keys that are protected by a softcard can only be used by the operator who
possesses the relevant passphrases.

OCS Keys that are protected by an OCS can only be used by the operator who pos-
sesses the OCS and any relevant passphrases (if set).

For more information about creating a Security World, see Creating and managing a Secu-
rity World.

For more information about key management, see Working with keys.

After a Security World has been created, you can use it to create and manage OCSs and
softcards (as described in this chapter), as well as to create and manage the keys it pro-
tects (see Working with keys).

To perform the tasks described in this chapter, we recommend using

the unit front panel or a client on the same computer that contains the
o RFS. To perform these tasks on a different client, you must transfer the
card data to the RFS.

If you are sharing the Security World across several client computers,

you must ensure that the changes are propagated to all your computers.
o One way to achieve this is to use client cooperation. For more informa-
tion, see Setting up client cooperation.
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If you want to use the Remote Operator feature to configure smart cards for use with a
remote unit, see Remote Operator.

10.1. Creating Operator Card Sets (OCSs)

You can use an Operator Card Set (OCS) to control access to application keys. OCSs are
optional, but if you require one, create it before you start to use the hardware security mod
ule with applications. You must create an OCS before you create the keys that it is to pro-
tect.

You can create OCSs that have:

- Names for individual cards, as well as a name for the whole card set
- Specific K/N policies

« Optional passphrases for any card within a given set

Formal FIPS 140 Level 3 compliance.

Some third-party applications impose restrictions on the OCS smart
card quorums (K/N) or the use of smart card passphrases. For more
o information, see the appropriate integration guide for the application.
Integration guides for third-party applications are available from

https://nshieldsupport.entrust.com/.

OCSs belong to the Security World in which they are created. When you create an OCS, the
smart cards in that set can only be read by hardware security modules belonging to the
same Security World.

Creating (and managing) OCSs can be done with the unit front panel, as described in Creat
ing an Operator Card Set using the nShield HSM front panel. However, you can also use the
following tools to create an OCS:

« The createocs command-line utility, as described in Creating an Operator Card Set

using the command line

+ KeySafe, as described in Creating an Operator Card Set with KeySafe

« The nShield CSP wizard, as described in Creating an Operator Card Set with the CSP or
CNG wizard

« The nShield CNG wizard, as described in Microsoft Cryptography APIl: Next Generation
(CNG).
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10.1.1. Persistent Operator Card Sets

If you create a standard (non-persistent) OCS, the keys it protects can only be used while
the last required card of the quorum remains loaded in the local slot of the HSM, or one of
its Dynamic Slots. The keys protected by this card are removed from the memory of the
device as soon as the card is removed from the smart card reader. If you want to be able to
use the keys after you have removed the last card, you must make that OCS persistent.

Keys protected by a persistent card set can be used for as long as the application that
loaded the OCS remains connected to the hardware security module (unless that applica-
tion removes the keys).

For more information about persistent OCSs, see Using persistent Operator Card Sets.

An OCS to be used to authorize login on a unit must be persistent and not loadable
remotely. It is recommended that such an OCS is not used to protect sensitive keys.

10.1.2. Time-outs

OCSs can be created with a time-out, so that they can only be used for limited time after
the OCS is loaded. An OCS is loaded by most applications at start up or when the user sup-
plies the final required passphrase. After an OCS has timed out, it is not loadable by another
application unless it is removed and reinserted. Time-outs operate independently of OCS
persistence.

10.1.3. FIPS 140 Level 3-compliant Security Worlds

When you attempt to create an OCS for a Security World that complies with FIPS 140 Level
3, you are prompted to insert an Administrator Card or Operator Card from an existing set.
You may need to specify to the application the slot you are going to use to insert the card.
You need to insert the card only once in a session.

10.1.4. Creating an Operator Card Set using the nShield HSM front panel
To create an OCS, follow these steps:

1. From the main menu, select Security World mgmt > Cardset operations > Create
OCS.

You are prompted to enter the name of the OCS.

2. Enter a name and press right-hand navigation button.
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3. Enter the quorum for the OCS, using the touch wheel to move from one field to the

other. The quorum consists of:

° The maximum number of cards from the OCS required by default for an operation.
This number must be less than or equal to the total number of cards in the set.

° The total number of cards to be used in the OCS. This must be a value in the range
1-64.

. Press the right-hand navigation button to move to the next screen.

5. If you wish to specify a time out for the card set, enter the time out in seconds.

10.

. Choose whether to create a persistent card set. You can select:

> Not persistent (which is the default)
° Persistent

° Remoteable/Persistent

. Choose whether to name individual cards and enable passphrase replacement by

answering Yes or No to each question and then pressing the right-hand navigation but
ton.

. Insert a smart card to be formatted for the OCS.

If the card is not blank, choose whether to overwrite it or to use a different card. (If the
card is an Operator Card from another Security World, you cannot overwrite it and are
prompted to enter a different card.)

. If you have chosen to name individual cards, you are prompted to enter the name for

the card.

You are asked whether you wish to specify a passphrase for the card. If you choose
Yes, you are prompted to enter the passphrase twice.

While the Operator Card is being created, the screen displays the message Processing.

If there are further cards from this OCS to be processed, the screen changes to Wait-
ing. Remove the card, and repeat steps 8 through 10 for each of the remaining cards.

When all the cards in the set have been processed, you are told that the card set has been

created successfully.

10.1.5. Creating an Operator Card Set using the command line

To create an OCS from the command line:

1.

Run the command:

createocs -m <MODULE>|--module=<MODULE> -Q|--ocs-quorum=<K>/<N> +
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-N|--name=<NAME> [-M|--name-cards] +
[[-p|--persist]|[-P|--no-persist]] [[-R|--no-pp-recovery]|--pp-recovery] +
[-q|--remotely-readable] [-T|--timeout=<TIME>] [-e|--erase]

This command uses the following options:

Option

-m <MODULE>|--module=<MOD-
ULE>

-QJ--ocs-quorum=<K>/<N>

-N|--name=<NAME>

-M|--name-cards

-p|--persist
-P|--no-persist

-R|--no-pp-recovery

-q|--remotely-readable

-T|--timeout=<TIME>

Description

This option specifies the number of the hardware security module to be
used to create the token. If you only have one hardware security module,
<MODULE> is 1.

In this option, <K> is the minimum required number of cards. If you do not
specify the value <K>, the default is 1.

Some applications do not have mechanisms for
requesting that cards be inserted. Therefore any

0 OCSs that you create for use with these applica-
tions must have <K>=1.

<N> is the total number of cards. If you do not specify the value <N>, the
defaultis 1.

This option specifies a name for the card set. The card set must be named
with this option before individual cards can be named using the -M/--name
-cards=<NAME> options.

Specifying this option allows you to name individual cards within the card
set. You can only use this option after the card set has been named by
using the --name="NAME option. ‘createocs prompts for the names of the
cards as they are created. Not all applications can display individual card
names.

This option creates a persistent card set.
This option creates a non-persistent card set.

This option specifies that passphrase replacement for this OCS is disabled.
Setting this option overrides the default setting, which is that the card
passphrases are replaceable. You can specify the enablement of
passphrase replacement explicitly by setting the --pp-recovery option.

This option allows this card set to be read remotely. For information on
configuring Remote OCSs, see Remote Operator.

o | Not required for Remote Administration.

This option sets the time-out for the card set. Use the suffix s to specify
seconds, m for minutes, h for hours, and d for days. If the time-out is set to
0, the OCS never times out. Otherwise, the hardware security module auto
matically unloads the OCS when the amount of time specified by TIME has
passed since the OCS was loaded.
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Option Description

-e|--erase Specifying this option erases a card (instead of creating a card set). You
can specify this option twice in the form -ee to repeatedly erase cards.

With Security World Software v11.72 and later, passphrases are lim-
0 ited to a maximum length of 254 characters, when using createocs.
See Maximum passphrase length.

If you have created a FIPS 140 Level 3 compliant Security World, you must provide
authorization to create new Operator Cards; createocs prompts you to insert a card
that contains this authorization. Insert any card from the Administrator Card Set or any
Operator Card from the current Security World.

When createocs has obtained the authorization from a valid card, or if no authorization
is required, it prompts you to insert a card.

2. Insert the smart card to use.

If you insert an Administrator Card from another Security World or an Operator Card
that you have just created, createocs displays the following message:

Module x slot n: unknown card +
Module x slot n: Overwrite card ? (press Return)

where x is the hardware security module number and n is the slot number. If you insert
an Operator Card from another Security World, createocs displays the following mes-

sage:

Module x slot n: inappropriate Operator Card (TokenAuthFailed).

When you insert a valid card, createocs prompts you to type a passphrase.

0 The nShield PKCS #11 library requires Operator Cards with
passphrases.

Some applications do not have mechanisms for entering
e passphrases. Do not give passphrases to Operator Cards that are to

be used with these applications.

3. Type a passphrase and press Enter. Alternatively, press Enter if you do not want this
card to have a passphrase.

A passphrase can be of any length and can contain any character that you can type.
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If you entered a passphrase, createocs prompts you to confirm it.
4. Type the passphrase again and press Enter.

If the passphrases do not match, createocs prompts you to input and confirm the
passphrase again.

5. When the new card has been created, if you are creating a card set with more than one
card in it, createocs prompts you to insert another card.

6. For each additional card in the OCS, follow the instructions from step 2 through 4.

10.1.6. Creating an Operator Card Set with KeySafe
KeySafe enables you to create OCSs with:

« Their own names
+ K/N policies
+ Optional passphrases for any card within the OCS

« Formal FIPS 140 Level 3 compliance.
To create an OCS with KeySafe:

1. Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

2. Click the Card sets menu button, or select Card sets from the menu.
The List Operator Card Sets panel is displayed.

3. Select an HSM within the Security World from the Security World status pane.

4. Click the Create new card set button to open the Create Operator Card Set panel.
You can specify the following options:

a. A name for the card set.

b. Whether passphrase recovery will be enabled for the OCS. (Only available if the
Security World has passphrase recovery enabled.)

c. Whether the card set can be used remotely. (Only available if the Security World
has remote sharing available.) For more information, see Remote Operator.

d. Whether this OCS wiill be persistent.

e. Whether this OCS will have a time-out (a period after which the card set must be
inserted again).

f. The value for the time-out, in seconds.

g. The total number of Operator Cards (N) that you want this OCS to have. This must
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be a value in the range 1—64.
h. The number of Operator Cards needed to re-create a key (K). K must be less than
or equal to N.

5. When you have entered all the details, click Commit. KeySafe takes you to a new Cre-
ate Operator Card Set panel.

If Kis equal to N, a message is displayed:

The total number of cards is equal to the required number of

cards. - If the total and required number of cards are equal, losing
0 one card will render any nonrecoverable keys unusable. Is this
what you want?

Click Yes to confirm the values for K and N, or No to change them.

If you are creating the card set in a FIPS 140 Level 3 Security World,
e insert an Administrator Card or an existing Operator Card when
prompted.

6. Insert a blank, unformatted card into the reader.

A message is displayed, confirming that the card is blank. Click OK to open the Set
Card Protection passphrase panel.

If you insert a card from another OCS, KeySafe asks whether you
want to erase it. If you insert an Administrator Card from the cur-
rent Security World, KeySafe prevents you from accidentally eras-
ing it. If you insert an OCS card from another Security World you

6 will get the message:

Error. Unreadable card - may be incorrectly inserted or be from
another Security World’s operator card set. Please check.

To overcome this you must replace the card you have inserted with
another card that is readable (or blank).

When creating a card set, KeySafe recognizes cards that already
6 belong to the set before the card set is complete. If you acciden-
tally insert a card to be written again after it has already been writ-

ten, you receive a warning.

7. Select whether or not you want to set a passphrase for the currently inserted card.
Each card in a set can have an individual passphrase, and you can also create a set in
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which some cards have passphrases and others do not.

8. If setting a passphrase for the currently inserted card, enter the same passphrase in
both text fields. A passphrase can contain any characters you can type except for tabs
or carriage returns (because these keys are used to move between data fields).

You can change a passphrase at any time. If you do not set a
passphrase now, you can use the KeySafe Change passphrase

0 option (on the Examine/Change Card panel) to add one later. Like-
wise, if you later decide that you do not need a passphrase on a

card, you can use this option to remove it.

9. After entering your desired passphrase (if any) in both text fields, click the OK button.
Unless you have entered details for the last card in the set, KeySafe returns you to the
Create Operator Card Set panel and prompts you to enter the next card in the set to
be written.

10. After KeySafe has written the details of the last smart card in the set, it displays a dia-
log indicating that the OCS has been successfully created. Click the OK button, and
KeySafe returns you to the Create Operator Card Set panel, where you can create
another OCS or choose a different operation by clicking one of the menu buttons.

10.1.7. Creating an Operator Card Set with the CSP or CNG wizard

You can use the nShield CSP or CNG wizard to create a K/N OCS that is suitable for use
with the nShield Cryptographic Service Provider (CSP) or Cryptography API: Next Genera-
tion (CNG), as appropriate. You can only create an OCS using the CSP or CNG wizard if you
already have a Security World and have an ACS available for that Security World.

To create an OCS using the CSP or CNG wizard, follow these steps:

1. Ensure that you have created the Security World and that at least one HSM is in the
operational state.

2. Run the wizard by double-clicking its shortcut in the Start menu: Start > Entrust
nShield Security World.

3. The wizard displays the welcome screen.

4. Click the Next button. The wizard allows you to configure HSM Pool mode for
CAPI/CNG.

e Do not enable HSM Pool mode when creating an Operator Card Set
because HSM Pool mode only supports module-protected keys.

5. Click the Next button.
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The wizard determines what actions to take based on the state of the Security World
and of the HSMs that are attached to your computer:

° If the wizard cannot find the Security World, it prompts you to create a new Secu-
rity World or to install cryptographic acceleration only.

In such a case, you should:

® Cancel the operation

® Check that the environment variable NFAST_KMDATA is set correctly

® Copy the local sub-directory from the Key Management Data directory of
another computer in the same Security World or from a backup tape of this
computer to the Key Management Data directory of this computer.

" run the wizard again.

° If there is an existing Security World, the wizard gives you the option of using the
existing Security World, creating a new Security World or installing cryptographic
acceleration only.

® |n order to use the existing Security World, ensure that the Use the existing
security world option is selected, and click the Next button.
® |f there are any HSMs in the pre-initialization state, the wizard adds them to
the Security World; see Adding or restoring an HSM to the Security World.
6. When at least one hardware security module is in the operational state, the wizard
prompts you to select a method to protect private keys generated by the CSPs.
7. Ensure that the Operator Card Set option is enabled. If you are running the CNG wizard
(not the CSP wizard) click the Next button. Then select the Create a new Operator

Card Set option.

If you want the OCS to be persistent, select the Persistent option. Persistence is
described in Persistent Operator Card Sets.

8. Click the Next button, and if you have a FIPS world, the wizard prompts you to insert a
card created with the current Security World.

This shows that your Security World is compliant with the roles and
services of the FIPS 140 Level 3 standard. It is included for those
customers who have a regulatory requirement for compliance.

Under the constraints of level 3 of the FIPS 140 standard, Operator Cards cannot be
created without authorization. To obtain authorization, insert any card from the ACS or
any Operator Card belonging to the current Security World.

The wizard does not enable the next world, the wizard warns you and prompts you for
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another card.
9. Click the Next button.
The wizard prompts you for a smart card to use as the first card in the OCS.
10. Insert a blank smart card to be used as the Operator Card, and click the Next button.

Do not use a card from the ACS or an existing Operator Card.
o If you insert a card that is not blank, the wizard asks you if you want
to erase it.

11. When you have inserted an appropriate card, the wizard prompts you for the name of
the card and, if required, a passphrase.

If you want to protect this card with a passphrase, turn on the Card will require a
passphrase option, and enter the passphrase. You must enter the passphrase in both
fields to ensure that you have typed it correctly.

0 Operator Cards with passphrases are required by the nShield
PKCS #11 library.

12. If you have not yet written all the smart cards in the OCS, the wizard prompts you for
another card. Repeat the appropriate preceding steps of the OCS creation process for
all smart cards in the set.

13. When the wizard has finished creating the OCS, it displays a screen telling you this. If
you want to create another OCS, click the Back button on this screen.

When you have created all the OCSs that you require, click the Next button to install
the CAPI CSP or register the CNG CSP. For more information, see Installing the CAPI
CSP or Registering the CNG CSP.

10.2. Creating softcards
You must create a softcard before you create the keys that it is to protect.

A softcard is a file containing a logical token that cannot be loaded without a passphrase;
its logical token must be loaded in order to authorize the loading of any key that is pro-
tected by the softcard. Softcard files are stored in the Key Management Data directory and
have names of the form softcard_<hash> (where <hash> is the hash of the logical token
share). Softcards belong to the Security World in which they are created.

A softcard’s passphrase is set when you generate it, and you can use a single softcard to
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protect multiple keys. Softcards are persistent; after a softcard is loaded, it remains valid for
loading the keys it protects until its KeyID is destroyed.

It is possible to generate multiple softcards with the same name or
o passphrase. For this reason, the hash of each softcard is made unique
(unrelated to the hash of its passphrase).

o Softcards are not supported for use with the nCipherKM JCA/JCE CSP
in Security Worlds that are compliant with FIPS 140 Level 3.

To use softcards with PKCS #11, you must have CKNFAST_LOADSHARING
set to a nonzero value. When using pre-loaded softcards or other

o objects, the PKCS #11 library automatically sets CKNFAST_LOADSHARING=1
(load-sharing mode on) unless it has been explicitly set to 0 (load-shar-
ing mode off).

o As with OCSs, if debugging is enabled, a softcard’s passphrase hash is
available in the debug output (as a parameter to a ReadShare command).

You can create softcards from either:

- The command-line (see Creating a softcard with ppmk)

- KeySafe (see Creating softcards with KeySafe)

10.2.1. Creating a softcard with ppmk
To create a new softcard using the ppmk command-line utility:

1. Decide whether you want the new softcard’'s passphrase to be replaceable or non-
replaceable. To create a softcard with a replaceable passphrase, run the command:

ppmk --new --recoverable <NAME>

To create a softcard with a non-replaceable passphrase, run the command:
ppmk --new --non-recoverable <NAME>
In these commands, <NAME> specifies the name of the new softcard to be created.

2. When prompted, type a passphrase for the new softcard, and press Enter.

A passphrase can be of any length and contain any characters that you can type
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except for tabs or carriage returns (because these keys are used to move between
data fields).

3. When prompted, type the passphrase again to confirm it, and press Enter.

If the passphrases do not match, ppmk prompts you to input and confirm the
passphrase again.

After you have confirmed the passphrase, ppmk completes creation of the new softcard.

10.2.2. Creating softcards with KeySafe

To create a softcard with KeySafe:

1.

Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

. Click the Softcards menu button, or select Softcards from the Manage menu. KeySafe

takes you to the List Softcards panel.

3. Click Create New Softcard to open the Create Softcard panel.

. Choose parameters for the softcard:

a. Enter a name for the softcard. You must provide a valid name for each softcard.

b. Choose whether you want passphrase replacement to be enabled for the softcard.

In a Security World with passphrase recovery enabled the Yes
radio button is selected as default and the selection can be
o changed between Yes and No. In a Security World with
passphrase recovery disabled the No button is selected, and

cannot be changed to Yes.

. Click Commit.

If you are creating the softcard in a FIPS 140 Level 3 Secu-
rity World, insert an Administrator Card or an existing Operator
Card when prompted.

The Set Softcard Protection passphrase pane is displayed.

. Set a passphrase for the softcard by entering the same passphrase in both text fields.

A passphrase can contain any characters you can type except for tabs or carriage
returns (because these keys are used to move between data fields) and can be up to
1024 characters long. You can change a passphrase at any time. You must provide a
passphrase for each card.
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7. After entering your desired passphrase in both text fields, click the OK button.
KeySafe displays a dialog indicating that the softcard has been successfully created.
8. Click the OK button.

KeySafe returns you to the Create Softcard panel, where you can create another soft-
card or choose a different operation by clicking one of the menu buttons.

10.2.3. Creating a softcard with the CNG wizard

You can use the nShield CNG wizard to create a Softcard that is suitable for use with the
nShield Cryptography API: Next Generation (CNG), as appropriate. You can only create an
Softcard using the CNG wizard if you already have a Security World and have an ACS avail-
able for that Security World.

To create an Softcard using the CNG wizard, follow these steps:

1. Ensure that you have created the Security World and that at least one HSM is in the
operational state.

2. Run the wizard by double-clicking its shortcut in the Windows Start menu: Start >
Entrust nShield Security World.

3. The wizard displays the welcome screen.

4. Click the Next button. The wizard allows you to configure HSM Pool mode for
CAPI/CNG.

o Do not enable HSM Pool mode when creating a Softcard because
HSM Pool mode only supports module-protected keys.

5. Click the Next button.

The wizard determines what actions to take based on the state of the Security World
and of the HSMs that are attached to your computer:

° If the wizard cannot find the Security World, it prompts you to create a new Secu-
rity World or to install cryptographic acceleration only.

In such a case, you should:

® Cancel the operation
® Check that the environment variable NFAST_KMDATA is set correctly

® Copy the local sub-directory from the Key Management Data directory of
another computer in the same Security World or from a backup tape of this
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computer to the Key Management Data directory of this computer.
® Run the wizard again.

° If there is an existing Security World, the wizard gives you the option of using the
existing Security World, creating a new Security World or installing cryptographic
acceleration only.

® |n order to use the existing Security World, ensure that the Use the existing
security world option is selected, and click the Next button.

® |f there are any hardware security modules in the pre-initialization state, the
wizard adds them to the Security World; see Adding or restoring an HSM to
the Security World.

6. When at least one hardware security module is in the operational state, the wizard
prompts you to select a method to protect private keys generated by the CSPs.

7. Ensure that the Softcard option is enabled. Click the Next button. Then select the Cre-
ate a new Softcard option, and enter the name and passphrase of the Softcard in the
boxes provided.

8. Click the Next button, and if you have a FIPS world, the wizard prompts you to insert a
card created with the current Security World.

This shows that your Security World is compliant with the roles and
e services of the FIPS 140 Level 3 standard. It is included for those
customers who have a regulatory requirement for compliance.

Under the constraints of level 3 of the FIPS 140 standard, Softcards cannot be created
without authorization. To obtain authorization, insert any card from the ACS or any
OCS belonging to the current Security World.

9. On the Software Installation screen when you are informed You now have a valid secu
rity world and key protection mechanism, click the Back button if you want to create
another Softcard, or if you want to change the default protection for new CNG keys to
a different protection option. When you have created all the Softcards that you
require, click the Next button on this screen to register the CNG providers. For more
information, see Registering the CNG CSP.

10.3. Erasing cards and softcards

Erasing a card or softcard removes all the secret information from the card or softcard and
deletes information about the card or softcard from the host.

In the case of an OCS that uses nShield Remote Administration Cards, it
o is possible to reformat the cards at any time using slotinfo --ignore-
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auth. In the case of an OCS that uses standard nShield cards, it is only
possible to erase or format the cards within the Security World in which
they were created.

You can erase Operator Cards using the unit front panel, KeySafe or the createocs utility.
You can also use these methods to erase Administrator Cards other than those in the cur-
rent Security World's ACS (for example, you could use these methods to erase the remain-
ing Administrator Cards from an incomplete set that has been replaced or Administrator
Cards from another Security World).

o ‘ None of these tools erases cards from the current Security World's
ACS.

If you erase an Operator Card that is the only card in an OCS, information about the card
set is deleted. However, if you erase one card from an OCS of multiple cards, you must
remove the card information from the $NFAST_KMDATA\1local% directory after you have
erased the last card.

o You can erase an entire card set at one time with the KeySafe Remove
OCS! feature. For more information, see List an Operator Card Set.

10.3.1. FIPS 140 Level 3-compliant Security Worlds

When you attempt to erase cards for a Security World that complies with FIPS 140 Level 3,
you are prompted to insert an Administrator Card or Operator Card from an existing set.
You may need to specify to the application the slot you are going to use to insert the card.
You need to insert the card only once in a session. You can therefore use one of the cards
that you are about to erase.

10.3.2. Erasing card sets using the nShield HSM front panel
To erase a card set using the front panel, follow this procedure:

1. From the main menu select: Security World mgmt > Card operations > Erase card
2. Insert the card set that you want to erase. The card is read.

3. You are asked to confirm that you want to erase this card from the card set.

4. To confirm, press the right-hand navigation button.

5. You are asked once again if you want to erase this card.

6. To confirm, press the right-hand navigation button.
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10.3.3. Erasing cards with KeySafe

To erase a card using KeySafe use the following procedure:

1.

Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

. Click the Card Sets menu button. KeySafe takes you to the Card Operations panel.

. Click the Examine/Change Card navigation button. KeySafe takes you to the Exam-

ine/Change Card panel.

. Insert the card that you want to erase into the reader.

5. Click the Erase Card button. You do not need to supply the passphrase (if there is one)

to erase an Operator Card.

. KeySafe asks you to confirm that you want to erase this card. If you are sure that you

want to erase it, click the Yes button.

0 Erasing a card does not erase the keys protected by that card. The
keys are still listed on the keys panel but are unusable.

If you erase an Operator Card that is the only card in an OCS, KeySafe deletes informa-
tion about that card set. However, if you erase one card from an OCS of multiple cards,
you must remove the card information from the $NFAST_KMDATA\local% after you have

erased the last card.

. After erasing a card, KeySafe displays a dialog to confirm that the card has been

erased. Click OK to continue using KeySafe.

o You can erase an entire card set at one time with the KeySafe Dis-
card Card Set(s) feature.

10.3.4. Erasing cards using the command line

To erase a card from the command line, run the command:

createocs -m|--module=<MODULE> -e|--erase

This command uses the following options:

Option Description

-m|--module=<MODULE> These options specify the module number of the module. If you only have one

module, MODULE is 1.
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Option Description
-e|--erase These options specify that you want to erase a card (rather than create an
OCS).

If you have more than one card reader and there is more than one card
9 available, createocs prompts you to confirm which card you wish to
erase. Use [Ctrl][X] to switch between cards.

If you have created a FIPS 140 Level 3 compliant Security World, you must provide autho-
rization in order to erase or create Operator Cards. You can obtain this authorization from
any card in the ACS or from any Operator Card in the current Security World, including
cards that are to be erased. After you insert a card containing this authorization, createocs
prompts you to insert the card to be erased.

As an alternative, you can reformat using slotinfo --format.

10.3.5. Erasing softcards

Erasing a softcard deletes all information about the softcard from the host. You can erase
softcards using KeySafe or with the ppmk command-line utility.

10.3.5.1. Erasing softcards with KeySafe
To erase softcards with KeySafe:

1. Start KeySafe.

Click the Softcards menu button. KeySafe takes you to the Softcard Operations panel.
. Select the softcard you want to erase from the list.

. Click the Discard Softcard button.

. KeySafe asks you to confirm that you want to erase this card. Click Yes to confirm.

o oA w N

. After erasing a softcard, KeySafe displays a dialog box to confirm that the card has
been erased. Click OK to continue using KeySafe.

10.3.5.2. Erasing softcards with ppmk

To erase a softcard with ppmk, open a command window, and give the command:

ppmk --delete <NAME>|<IDENT>
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In this command, you can identify the softcard to be erased either by its name (NAME) or by
its logical token hash as listed by nfkminfo (<IDENT>).

If you are working within a FIPS 140 Level 3 compliant Security World, you must provide
authorization to erase softcards; ppmk prompts you to insert a card that contains this autho-
rization. Insert any card from the ACS or any Operator Card from the current Security
World.

If you insert an Administrator Card from another Security World or an Operator Card that
you have just created, ppmk displays an error message and prompts you to insert a card with
valid authorization. When ppmk has obtained the authorization from a valid card or if no
authorization is required, it completes the process of erasing the softcard.

10.4. Viewing cards and softcards

It is often necessary to obtain information from card sets, usually because for security rea-
sons they are left without any identifying markings.

To view details of all the Operator Cards in a Security World or details of an individual Opera
tor Card, you can use the front panel, KeySafe or the nfkminfo command-line utility. To
check which passphrase is associated with a card, you can use the front panel or the cardpp

command-line utility.

To list all softcards in a Security World or to show details of an individual softcard, you can
use the ppmk or nfkminfo command-line utilities. To check which passphrase is associated
with a softcard, you can use the ppmk command-line utility.

10.4.1. Viewing card sets using the nShield HSM front panel

You can use the unit front panel to view details of all the Operator Cards in a Security World
or to view details of an individual Operator Card.

To view a list of all the card sets in the Security World, from the front panel select Security
World mgmt > Cardset operations > List cardsets.

To view details of a single card using the unit front panel:

1. Insert the card into the unit.
2. From the main menu, select Security World mgmt > Card operations > Card details.

3. The type of the card (Administrator or Operator) is displayed with the number of the
card in the card set.
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10.4.2. Viewing card sets with KeySafe

You can use KeySafe to view details of all the Operator Cards in a Security World, details of
individual OCSs or details of an individual Operator Card.

10.4.2.1. Examining a Card
In order to view information about individual cards with KeySafe, follow these steps:

1. Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

2. Click the Card Sets menu button, or select the Card sets menu item from the Manage
menu. KeySafe takes you to the List Operator Card Sets panel.

3. Click Examine/Change Card to open the Examine/Change Card panel.

4. Insert a card into the appropriate smart card slot. KeySafe displays information about
the smart card currently in the slot. If there is no smart card in the slot, KeySafe dis-
plays a message Card slot empty - please insert the card that you want to examine.

From the Examine/Change Card panel, you can also:

- Change a card'’s passphrase (if it has one)
+ Give a passphrase to a card that does not already have one
+ Remove a passphrase from a card that currently has one

- Erase the card.

10.4.2.2. List an Operator Card Set
In order to view information about whole OCSs with KeySafe, follow these steps:

1. Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

2. Click the Card Sets menu button, or select the Card sets menu item from the Manage
menu. KeySafe takes you to the List Operator Card Sets panel, which displays infor-
mation about all OCSs in the current Security World.

From the List Operator Card Sets panel, you can also:

- Examine / change a card (see Examining a Card)
- Create a new card set (see Creating an Operator Card Set with KeySafe)
« Replace an Operator Card Set (see Replacing OCSs with KeySafe)

- Discard a card set (see Erasing cards with KeySafe).
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10.4.3. Viewing card sets using the command line

You can use the nfkminfo command-line utility to view details of either all the Operator
Cards in a Security World or of an individual Operator Card.

To list the OCSs in the current Security World from the command line, open a command

window, and give the command:

nfkminfo --cardset-list

In this command, --cardset-1ist specifies that you want to list the operator card sets in
the current Security World.

nfkminfo displays output information similar to the following:

Cardset summary - 1 cardsets: (in timeout, P=persistent, N=not)
Operator logical token hash k/n timeout name
hash 1/1 none-N name

To list information for a specific card, use the command:

nfkminfo <TOKENHASH>

In this command, <TOKENHASH> is the Operator logical token hash of the card (as listed
when the command nfkminfo --cardset-list isrun).

This command displays output information similar to the following:

name "name"
k-out-of-n 171
flags NotPersistent
timeout none
card names '
hk1tu 7943da39038fa8c4e9ead6a24136bbb2b8b33712
o ‘ Not all software can give names to individual cards.

10.4.4. Viewing softcards

To view softcards, use KeySafe or the command line. The command line provides several
options for viewing softcard information.

10.4.4.1. Viewing softcards with KeySafe
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To view a softcard with KeySafe, follow these steps:

1. Start KeySafe.
2. Click the Softcards menu button. KeySafe takes you to the Softcard Operations panel.

3. Click the List Softcards navigation button. KeySafe takes you to the List Softcards
panel, which displays information about all softcards in the current Security World.

From the List Softcards panel, you can also choose to remove a softcard from the
Security World. For more information about this procedure, see Erasing cards and soft-

cards.

10.4.4.2. Viewing softcards with nfkminfo

To list the softcards in the current Security World using the nfkminfo command-line utility,
give the command:

nfkminfo --softcard-list

In this command --softcard-1ist specifies that you want to list the softcards in the cur-
rent Security World.

To show information for a specific softcard using the nfkminfo command-line utility, give

the command:

nfkminfo --softcard-list <IDENT>

In this command <IDENT> is the softcard’s logical token hash (as given by running the com-
mand nfkminfo --softcard-1ist). This command displays output information similar to the

following:
SoftCard
name "mysoftcard"
hk1ltu 7b95888ea2850d4e3ffcc8f0c22100937344308
Keys protected by softcard 7fb95888ea2850d4e3ffcc8f0c22100937344308:
AppName simple Ident mykey
AppName simple Ident myotherkey

10.4.4.3. Viewing softcards with ppmk

To list the softcards in the current Security World using the ppmk command-line utility, use

the command:

ppmk --list
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In this command --1ist specifies that you want to list the softcards in the current Security
World.

In order to view the details of a particular softcard using the ppmk command-line utility, give
the command:

ppmk --info <NAME>|<IDENT>

In this command, you can identify the softcard whose details you want to view either by its
name (<NAME>) or by its logical token hash (as given by running the command nfkminfo
--softcard-1list).

10.4.5. Verifying the passphrase of a card or softcard

10.4.5.1. Verifying the passphrase of a card using the nShield HSM front panel
To verify the passphrase associated with a card using the unit front panel:

1. Insert the card into the unit.

2. From the main menu, select Security World mgmt > Card operations > Check PIN.

The type of the card (Administrator or Operator) is displayed with the number of the
card in the card set.

3. If this is the card that you want to check, press the right-hand navigation to confirm.

4. Enter the passphrase.

If the passphrase that you entered is correct, a confirmation message is shown. Other-

wise, an error is reported.

10.4.5.2. Verifying the passphrase of a card with cardpp

To verify the passphrase associated with a card using the cardpp command-line utility, use
the command:

cardpp --check [-m|--module=<MODULE>]

This command uses the following options:

Option Description

--check This option checks the passphrase.
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Option Description

--module=<MODULE> This option specifies the number of the module to use. If you only have one
module, <MODULE> is 1. If you do not specify a module number, cardpp uses all
modules by default.

The cardpp utility polls all available slots; if there is no card inserted, it prompts you to insert
one. If the card belongs to this Security World, cardpp either tells you if no passphrase is set
or prompts you to enter the passphrase and checks to see if it is correct.

10.4.5.3. Verifying the passphrase of a softcard with ppmk

In order to verify the passphrase of a particular softcard, open a command window, and
give the command:

ppmk --check <NAME>|<IDENT>

In this command, you can identify the softcard whose passphrase you want to verify either
by its name (<NAME>) or by its logical token hash (as given by running the command nfk-
minfo --softcard-list).

ppmk prompts you to enter the passphrase and then tells you whether the passphrase you
entered is correct for the specified softcard.

10.5. Changing card and softcard passphrase

Each softcard or card of a card set can have its own individual passphrase: you can even
have a card set in which some cards have a passphrase and others do not, and you can have
distinct softcards that nevertheless use the same passphrase. A passphrase can be of any
length and can contain any characters that you can type.

Normally, in order to change the passphrase of a card or softcard, you need the card or soft
card and the existing passphrase. Known card passphrase can be changed using the front
panel, KeySafe or the cardpp command-line utility; softcard passphrase can be changed
using KeySafe or the ppmk command-line utility. You can also add a passphrase to a card or
softcard that currently does not have one or remove a passphrase from a card that does cur
rently have one.

If you generated your Security World with the passphrase replacement option, you can also
replace the passphrase of a card or softcard even if you do not know the existing
passphrase. Such a passphrase replacement operation requires authorization from the ACS.
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10.5.1. Changing known passphrase
To change a card passphrase, you need the card and the old passphrase.

Each card in a set can have its own individual passphrase. You can even have a set in which
some cards have a passphrase and others do not.

Prior to Security World Software v11.72, we set no absolute limit on the
length of a passphrase. However, some applications may not accept a
passphrase longer than 255 characters. Likewise, the Security World
does not impose restrictions on which characters you can use, although
some applications may not accept certain characters. Entrust recom-

0 mends that your password only contains 7-bit ASCII characters:
A-Z, a-z, 0-9, le#$%r&*- _+=[1{}|\:",.2/"
~ "> ()

See Maximum passphrase length for more about passphrase length

when using Security World Software v11.72.

10.5.1.1. Changing known passphrase from the unit front panel
To change the passphrase of a card using the unit front panel:

1. Insert the card.
. From the main menu, select Security World mgmt > Card operations > Change PIN.
. Select the card whose passphrase you want to change.

. Enter the old passphrase, and then enter it again to confirm it.

o A o w N

. Enter the new passphrase. If you do not want this card to have a passphrase, select NO

at the prompt.

10.5.1.2. Changing known passphrase with KeySafe
To change a known passphrase for an Operator Card using KeySafe:

1. Start KeySafe. (For an introduction to KeySafe and information on starting the soft-

ware, see Using KeySafe.)

2. Click Card sets, or select Card sets from the Manage menu. The List Operator Card

Sets panel is displayed.
3. Click Examine / change card to open the Examine / Change Card panel.

4. Click Change passphrase. The Set Card Protection passphrase panel is displayed.
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5.
6.
7.

8.

Enter the old passphrase, and click the OK button.
A screen is displayed asking Do you want to set a passphrase?. Select Yes.

Enter your new passphrase, and enter it again in the second box as confirmation of the
change.

Click OK.

10.5.1.2.1. Changing a known softcard passphrase with KeySafe

To change a known passphrase for a softcard using KeySafe:

1.

Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

. Click the Softcards menu button, or select Softcards from the Manage menu. KeySafe

takes you to the List Softcards panel.

. Select the softcard for which you want to change the passphrase, and click the

Change passphrase button. KeySafe takes you to the Change/Recover Softcard
passphrase panel.

If a softcard is listed as PIN Recovery Enabled = No, then you will

be unable to change the passphrase.

. Select the softcard whose passphrase you want to change, and click the Change

passphrase button. KeySafe takes you to the Get Softcard Protection passphrase
panel.

. Enter the old passphrase, and click the OK button.

KeySafe either displays an error dialog (if the passphrase is not correct) or takes you to
the Set Softcard Protection passphrase panel.

. Enter your new passphrase, and enter it again in the second field to confirm the

passphrase is correct.

. Click the OK button.

After changing a passphrase, KeySafe displays a dialog to confirm that the passphrase
has been successfully changes.

. Click the OK button to continue using KeySafe.

10.5.1.3. Changing known passphrase with cardpp

Each card in a card set can have its own individual passphrase. You can even have a set in
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which some cards have a passphrase and others do not. A passphrase can be of any length
and can contain any characters that you can type.

With Security World Software v11.72 and later, passphrases are limited
to a maximum length of 254 characters, when using cardpp. See Maxi-
mum passphrase length.

To change a known card'’s passphrase with the cardpp command-line utility, take the follow

ing steps:

1. Run the cardpp utility using the command:

cardpp --change [-m|--module=<MODULE>]

If you only have one HSM, <MODULE> is 1. If you do not specify an HSM number, cardpp
uses all HSMs by default.

2. If prompted, insert the card whose passphrase you want to change. (If there is a card
already in the slot, you are not prompted.)

3. If prompted, enter the existing passphrase for the card (If the card has no current
passphrase you are not prompted.) If you enter the passphrase correctly, cardpp
prompts you to enter the new passphrase.

4. Enter a new passphrase, and then enter it again to confirm it.

After you have confirmed the new passphrase, cardpp changes the card’s passphrase.

10.5.1.4. Changing known softcard passphrase with ppmk

With Security World Software v11.72 and later, passphrases are limited
to a maximum length of 254 characters, when using ppmk. See Maximum
passphrase length for more information.

To change a known softcard’s passphrase when you know the passphrase, follow these
steps:

1. Give the following command:

ppmk --change <NAME>|<IDENT>

In this command, you can identify the softcard whose passphrase you want to change
either by its name (<NAME>) or by its logical token hash as listed by nfkminfo (<IDENT>).

ppmk prompts you to enter the old passphrase.
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2. Type the old passphrase, and press Enter. If you enter the old passphrase correctly,
ppmk prompts you to enter the new passphrase.

3. Type the old passphrase, and press Enter. Type the new passphrase again, and press
Enter to confirm it.

After you have confirmed the new passphrase, ppmk then changes the softcard’s
passphrase.

10.5.2. Changing unknown or lost passphrase

10.5.2.1. Changing unknown card passphrase with cardpp

If you generated your Security World with the passphrase replacement option, you can
change the passphrase of a card even if you do not know its existing passphrase. Such a
passphrase replacement operation requires authorization from the ACS.

To change an unknown card passphrase with the cardpp command-line utility:

« Run a command of the form:

cardpp --recover [--module=<MODULE>]

In this command, <MODULE> specifies the number of the hardware security module to
use. If you only have one hardware security module, <MODULE> is 1. If you do not specify
a number, cardpp uses all hardware security modules by default.

« As prompted, insert the appropriate number of cards from the ACS required to autho-
rize passphrase replacement.

« When prompted, insert the Operator Card whose passphrase you want to replace. To
replace its passphrase:

a. When prompted, type the new passphrase, and then press Enter.

b. When prompted, type the new passphrase again to confirm it, and then press
Enter.

cardpp sets the new passphrase, and then prompts you for another Operator Card.

+ Repeat the process in the previous step to change the passphrase on further cards, or
press Q to quit.

o Only insert Administrator Cards into a hardware security module that is
connected to a trusted server.
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10.5.2.2. Replacing unknown passphrase with ppmk

If you generated your Security World with the passphrase replacement option, you can
change the passphrase of a softcard even if you do not know its existing passphrase. Such
a passphrase replacement operation requires authorization from the ACS.

To change an unknown softcard passphrase with the ppmk command-line utility:

1. Run a command of the form:

preload --admin=p ppmk --recover <NAME>|<IDENT>

In this command, you can identify the softcard by its <NAME> or by its <IDENT> (its logi-
cal token hash as shown in output from the nfkminfo command-line utility).

2. As prompted, insert the appropriate number of cards from the ACS required to autho-

rize passphrase replacement.
3. When prompted, type the new passphrase, and then press Enter.

4. When prompted, type the new passphrase again to confirm it, and then press Enter.

If the passphrase does not match, ppmk prompts you to input and confirm the
passphrase again.

After you successfully confirm the new passphrase, ppmk finishes configuring the softcard
to use the new passphrase.

o Only insert Administrator Cards into a hardware security module that is
connected to a trusted server.

10.6. Replacing Operator Card Sets

Replacing an OCS requires authorization from the ACS of the Security
World to which it belongs. You cannot replace an OCS unless you have
the required number of cards from the appropriate ACS.

If you have lost a card from a card set, or you want to migrate from standard nShield cards
to nShield Remote Administration Cards, you should use one of the following:

« The rocs utility
« The KeySafe Replace Operator Card Set option.

Accessed from the Card Operations panel.

e ‘ You cannot mix standard nShield cards with nShield Remote Administra
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tion Cards. in the same set.

We recommend that after you have replaced an OCS, you then erase the remaining cards in
the old card set and remove the old card set from the Security World. For more information,
see Erasing cards and softcards.

Deleting the information about an OCS from the client does not remove the data for keys
protected by that card set. On the KeySafe Key Operations panel), such keys are listed as
being protected by Deleted Card Set.

To prevent you from losing access to your keys if the smart card you are using as the Opera
tor Card is lost or damaged, Entrust supplies several utilities that can recover the keys pro-
tected by the lost Operator Card to another OCS

Replacing one OCS with another OCS also transfers the keys protected by the first OCS to
the protection of the new OCS.

When you replace an OCS or softcard and recover its keys to a different OCS or softcard,
the key material is not changed by the process. The process deletes the original Security
World data (that is, the encrypted version of the key or keys and the smart card or softcard
data file) and replaces this data with host data protected by the new OCS or softcard.

To replace an OCS or softcard, you must:
« Have enabled OCS and softcard replacement when you created the Security World

o If you did not enable OCS and softcard replacement, you cannot
recover keys from lost or damaged smart cards or softcards.

+ Have created the original OCS using the front panel of the unit, createocs, createocs-
simple, KeySafe, or the nShield PKCS #11 library version 1.6 or later

If you initialized the token using ckinittoken from the nShield
PKCS #11 library version 1.5 or earlier, you must contact Support to

o arrange for them to convert the token to the new format while you
still possess a valid card.

+ Have a sufficient number of cards from the ACS to authorize recovery and replace-
ment

All recovery and replacement operations require authorization from
0 the ACS. If any of the smart cards in the ACS are lost or damaged,
immediately replace the entire ACS.
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+ Have initialized a second OCS using the front panel of the unit, createocs, createocs-
simple, KeySafe, or the nShield PKCS #11 library version 1.6 or later.

o ‘ The new OCS need not have the same K/N policy as the old set.

If you are sharing the Security World across several client computers, you must ensure that
the changes to the host data are propagated to all your computers. One way to achieve this
is to use client cooperation. For more information, see Setting up client cooperation.

10.6.1. Replacing OCSs from the unit front panel
To replace an OCS from the unit front panel, follow these steps:

1. From the main menu, select Security World mgmt > Admin operations > Recover
keys.

2. Select all to recover all keys in the Security World, or select the application for which
you want to recover the keys.

3. If you selected an application, select the keys that you want to recover.

4. Insert the required number of Administrator Cards to recover keys, and enter their
passphrases if required.

5. Insert the required number of Operator Cards, and enter their passphrases if required.

When you have inserted the required number of cards, details of the recovered key are
displayed.

6. Check the key details are correct and then scroll down and select Recover key.
You can also select More info to see more information about the keys.

A message is displayed when the keys are recovered.

10.6.2. Replacing OCSs with KeySafe

In order to replace an OCS, you must have another OCS onto which to copy the first set’s
data. If you do not already have an existing second OCS, you must create a new one. For
more information, see Creating Operator Card Sets (OCSs).

When you have a second OCS ready, follow these steps in order to replace the first OCS:

1. Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe.)

2. Click the Card Sets menu button, or select Card Sets from the Manage menu. KeySafe
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takes you to the List Operator Card Sets panel.

3. Click Replace card set. KeySafe takes you to the Replace card set panel.

This panel lists existing OCSs in tabular form. For each card set it displays:

Attribute Description

Name The name of the card set.

Required (K) The number of cards needed to re-create a key.

Total (N) The total number of cards in the set.

Persistent Indicates whether or not the card set is persistent.

Timeout The timeout value of the card, in seconds

Recoverable Key Count The number of private keys protected by this card set that are recoverable.

Nonrecoverable Key Count The number of private keys protected by this card set that are not recover
able.

You can click and drag with your mouse in order to resize the column widths and to
rearrange the column order of this table. Clicking a column heading sorts the rows in
ascending order based on that column heading.

4. Select an OCS that you want to replace, and click Replace card set.

0 If an OCS does not have any recoverable keys, it cannot be
replaced.

5. KeySafe takes you to the Load Administrator Card Set panel, where it prompts you to
insert cards from the ACS in order to authorize the action. Each time you insert an
Administrator Card into the smart card of the hardware security module slot, you must
click the OK button to load the card.

o ‘ Only insert your ACS into a module that is connected to a trusted
server.

6. When you have loaded enough cards from the ACS to authorize the procedure,
KeySafe takes you to the Load Operator Card Set panel, where it prompts you to
insert the OCS that is to protect the recoverable keys (this is the OCS onto which you
are copying data from the OCS you are replacing). Each time you insert a card from the
new OCS into the smart card slot of the hardware security module, you must click the
OK button.

When you have loaded enough cards from the new OCS, KeySafe creates new working
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versions of the recoverable keys that are protected by this card set.

KeySafe deletes the original host data for all recovered keys and replaces this data with
host data that is protected by the new OCS. If there are no nonrecoverable keys pro-
tected by the card set, KeySafe also removes the old card set from the Security World.
However, if the OCS has nonrecoverable keys, the host data for the original card set
and for the nonrecoverable keys is not deleted. These keys can only be accessed with
the original OCS. If you want to delete these files, use the Remove OCS option.

7. When the process is complete, KeySafe displays a dialog indicating that the OCS has
been successfully replaced. Click the OK button. KeySafe returns you the Replace
Operator Card Set panel, where you may replace another OCS or choose a different
operation.

10.6.3. Replacing OCSs or softcards with rocs

You can use the rocs command-line utility interactively, or you can supply all the parame-
ters using the command line.

10.6.3.1. Using rocs interactively

To use the rocs command-line utility interactively, run it without any parameters:

rocs

rocs displays the following prompt:

'rocs' key recovery tool
Useful commands: 'help', 'help intro', 'quit'.
rocs >

In order to use rocs to replace an OCS or recover keys to a softcard, take the following
steps:

1. You must select a hardware security module to use by using the module command,
which is described in the section module <number>.

2. List the OCSs and softcards in the current Security World by using the 1ist cardsets
command, which is described in the section list cardsets.

3. Select the OCS or softcard to which you want to transfer the keys by using the target
command, which is described in the section target <cardset-spec>.

e ‘ Keys protected by an OCS can only be recovered to another OCS,
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and not to a softcard. Likewise, softcard-protected keys can only
be recovered to another softcard, and not to an OCS.

4. List the keys in the current Security World using the 1ist keys command, which is
described in the section list keys.

5. Select the keys that are to be recovered (from a different OCS or softcard than the
one you selected for key transfer) by using the mark command, which is described in
the section mark <key-spec>.

6. If you have selected any keys by mistake, deselect them by using the unmark com-
mand, which is described in the section unmark <key-spec>.

7. After you have selected the keys that are to be recovered, transfer these keys by using
the recover command, which is described in the section recover.

rocs prompts you to insert a card from the ACS.
8. Insert a card from the ACS.

rocs prompts you for the passphrase for this card. This action is repeated until you
have loaded the required number of cards from the ACS.

If you do not have the required number of cards from the ACS, press Q and then Enter.
The rocs utility returns you to the rocs > prompt without processing any keys.

o Only insert Administrator Cards into a hardware security module
that is connected to a trusted server.

9. If you are recovering keys to an OCS:

a. rocs prompts you to insert a card from the first OCS that you have selected as the
target. OCSs are processed in ascending numerical order as listed by the 1ist
cardsets command.

b. Insert a card from this OCS.

c. rocs prompts you for the passphrase for this card. This action is repeated until you
have loaded the required number of cards from the OCS.

If you are recovering keys to a softcard, rocs prompts you for the passphrase for the
softcard that you have selected as the target.

If you decide that you do not want to transfer the keys to the selected card set or soft-
card, press Q and then Enter to quit. rocs returns you to the rocs > prompt and does
not process any further OCSs or softcards.

When you have loaded the target softcard or the required number of cards from the tar
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10.
1.

get OCS, rocs transfers the selected keys to the target OCS or softcard.

If you have selected other target OCSs or softcards, rocs prompts for a card from the
next OCS.

Repeat step 9 for each selected target.

If you have transferred the correct keys, write the key blobs to disk by using the save
function (described in the section save <key-spec>). If you have transferred a key by
mistake, you can restore it to its original protection by using the revert command
(described in the section revert <key-spec>).

At the rocs prompt, you can use the following commands:

help <topic>

help intro

list cardsets
list keys

mark <key-spec>
module <number>
quit

recover

rescan

revert <key-spec>
save <key-spec>
status

target <cardset-spec>

unmark <key-spec>

You can specify a command by typing enough characters to identify the
o command uniquely. For example, for the status command, you can type
st and then press Enter.

10.6.3.1.1. help

With no arguments specified, help shows a list of available commands with brief usage mes

sages and a list of other help topics. With an argument, help shows detailed help informa-

tion about a given topic

help intro displays a brief step-by-step guide to using rocs.
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10.6.3.1.2. list cardsets

This command lists the OCSs and softcards in the current Security World.

For example:

No.

Name
1 test
2 test2
3 test3

In this output:

Output

No.

Name

Keys
(recov)
Sharing
persistent

### minute timeout

10.6.3.1.3. list keys

Keys (recov) Sharing

6 (6) 3 of 5; 20 minute timeout

3 (2) 2 of 3

1 (1) 1 of 1; persistent
Description

The card set or softcard number, which you can use to identify this card set in
rocs commands.

The OCS or softcard name.

The number of keys protected by this OCS or softcard.
The number of keys protected by this OCS or softcard.
The K of N parameters for this OCS.

The OCS is persistent and does not have a time-out set.

The OCS is persistent and has a time-out set.

This command lists the keys in the current Security World, as in the following example:

No.
Name
1 rsa-test

App Protected by
hwerhk module

2 Id: uc63e@ca3cb032d71cic pkesii test2

R 3 Server-Cert

pkes11 test --> test2

4 TId: ucb3e@ca3cb@32d71clc pkesli test --> test3

5 Server-Cert

In this output:

Output

No.

Name

App

pkes11 module (test ---> fred2)

Description
The key number, which you can use in mark and unmark commands.
The key name.

The application with which the key is associated.
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Output Description

Protected by This indicates the protection method (see table below).

In this output, the protection methods include:

Method Description

module Key protected by the Security World.

name Key protected by the named OCS or softcard.

name-->name2 Key protected by the OCS or softcard name1 marked for recovery to OCS or

softcard name2.

module (name) PKCS #11 public object. These are protected by the Security World but associ-
ated with a specific OCS or softcard.

module (name-->name2) PKCS #11 public object marked for recovery.

10.6.3.1.4. mark <key-spec>

This command marks the listed keys that are to be recovered to the target OCS or softcard.
You can mark one or more keys by number, ident, OCS or softcard, or hash. For more infor-
mation, see Specifying keys.

To mark more than one key at a time, ensure that each key-spec is separated from the other
by spaces, as in the following example:

mark key-specl key-spec2 key-spec3

If you have not selected a target OCS or softcard, or if rocs cannot parse the key-spec,
then rocs displays an error message.

You can mark and remark the keys to be recovered to various target OCSs or softcards.
Remarking a key displaces the first target in favor of the second target.

Keys protected by an OCS can only be recovered to another OCS, and
o not to a softcard. Likewise, softcard-protected keys can only be recov-
ered to another softcard, and not to an OCS.

10.6.3.1.5. module <number>

This command selects the hardware security module to be used. The module number must
correspond to a hardware security module in the current Security World. If the hardware
security module does not exist, is not in the Security World, or is otherwise unusable, then
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rocs displays an error message and does not change to the selected module.

10.6.3.1.6. quit

This command allows you to leave rocs. If you attempt to quit when you have recovered
keys but have not saved them, rocs displays a warning.

10.6.3.1.7. recover

This command transfers the marked keys to their target OCSs or softcards. This operation
is not permanent until you save these keys by using the save command.

10.6.3.1.8. rescan

This command updates the card set and key information.

10.6.3.1.9. revert <key-spec>

This command returns keys that have been recovered, but not saved, to being protected by
the original protection method. If the selected keys have not been recovered, rocs displays

an error message.

10.6.3.1.10. save <key-spec>

This command writes the new key blobs to disk. If you specify a key-spec, only those keys
are saved. Otherwise, all recovered keys are saved.

10.6.3.1.11. status

This command lists the currently selected hardware security module and target OCS or soft
card.

10.6.3.1.12. target <cardset-spec>

This command selects a given OCS or softcard as the target. You can specify the card set
or softcard name, the number returned by 1ist cardsets, or the hash.

10.6.3.1.13. unmark <key-spec>

This command unmarks the listed keys. Unmarked keys are not recovered.
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10.6.3.2. Using rocs from the command line

You can select all the options for rocs using the command line by running a command of
the form:

rocs -m|--module=<MODULE> [-t|--target=<CARDSET-SPEC>] [-k|--keys=<KEYS-SPEC>] [-c|--cardset=<CARDSET-SPEC>] [-
i|--interactive]

In this command:

Option Description
-m|--module=<MODULE> These options specify the number of the hardware security module to use.

-t|--target=<CARDSET-SPEC>  These options specify the OCS or softcard to be used to protect the keys. For
more information, see Specifying card sets.

-k|--keys=<KEYS-SPEC> These options select the keys to be recovered. For more information, see Spec
ifying keys.

-c|--cardset=<CARDSET-SPEC> These options select all keys that are protected by the given OCS or softcard.
For more information, see Specifying card sets.

-i|--interactive These options force rocs to start interactively even if you have already
selected keys.

You must specify the target before you specify keys.

You can use multiple --keys=<KEYS-SPEC> and --cardset=<CARDSET-SPEC> options, if neces-
sary.

You can specify multiple targets on one command line by including separate --keys=<KEYS
-SPEC> or --cardset=<CARDSET-SPEC> options for each target. If a key is defined by
--keys=<KEYS-SPEC> or --cardset=<CARDSET-SPEC> options for more than one target, it is
transferred to the last target for which it is defined.

If you have selected a hardware security module, a target OCS or softcard, and keys to
recover but have not specified the --interactive option, rocs automatically recovers the
keys. rocs prompts you for the ACS and OCS or softcard. For more information, see Using
rocs interactively.

If you use rocs from the command ling, all keys are recovered and saved
automatically. You cannot revert the keys unless you still have cards
from the original OCS.

If you do not specify the target and keys to recover, or if you specify the --interactive
option, rocs starts in interactive mode with the selections you have made. You can then use
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further rocs commands to modify your selection before using the recover and save com-

mands to transfer the keys.

10.6.3.3. Specifying card sets

The value of <CARDSET-SPEC> identifies one or more OCSs or softcards. It may have any of
the following forms:
Value Description

[number] cardset-number A value of this form selects the OCS or softcard with the given number from
the list produced by the 1ist cardsets command.

[name] cardset-name A value of this form selects card sets or softcards by their names (the card set
or softcard name may be a wildcard pattern in order to select all matching
OCSs or softcards).

hash cardset-hash A value of this form selects the OCS or softcard with the given hash.

In order to specify multiple OCSs or softcards, include several CARDSET-SPEC's using the

command line.

Keys protected by an OCS can only be recovered to another OCS, and
not to a softcard. Likewise, softcard-protected keys can only be recov-
ered to another softcard, and not to an OCS.

10.6.3.4. Specifying keys

The --keys=<KEYS-SPEC> option identifies one or more keys. It may have any of the follow-

ing forms:
Value Description
mark key-number A value of this form selects the key with the given number from the list pro-

duced by the list keys command. Examples of usage are:

rocs -t <target_0CS> -k <key_number>

and

rocs -t <target_0CS> -k "mark 56"
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Value

appname_:keyident

hash keyhash

--cardset cardset-spec

Description

A value of this form selects keys by their internal application name and ident.
You must supply at least one of appname or keyident, but you can use wildcard
patterns for either or both in order to select all matching keys. An example of
usage is:

rocs -t <target_0CS> --keys="simple:simplekey"

A value of this form selects the key with the given key hash. An example of

usage is:

rocs -t <target_0CS> --keys="hash e364[...]"

A value of this form selects all keys protected by a given card set.

10.7. Replacing the Administrator Card Set

Replacing the ACS requires a quorum of cards from the current ACS (K/N) to perform the

following sequence of tasks:

1. loading the secret information that is to be used to protect the archived copy of the

Security World key.

2. creating a new secret that is to be shared between a new set of cards.

3. creating a new archive that is to be protected by this secret.

If you discover that one of the cards in the current ACS has been damaged or lost, or you

want to migrate from standard nShield cards to nShield Remote Administration Cards, you

should use one of the following to create a new set:

« The racs utility.

When using the racs utility, you cannot redefine the quantities in a
K of N relationship for an ACS. The K of N relationship defined in
the original ACS persists in the new ACS.

+ The front panel of the nShield HSM.

- The KeySafe Replace Administrator Card Set option.

Accessed from the Card Operations panel.

0 ‘ If further cards are damaged, you may not be able to re-create your

Security World.
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o You cannot mix nShield cards with nShield Remote Administration
Cards in the same set.

Replacing the ACS modifies the world file. In order to use the new ACS
on other machines in the Security World, you must copy the updated
o wor1d file to all the machines in the Security World after replacing the
ACS. Failure to do so could result in loss of administrative access to the
Security World.

We recommend that you erase your old Administrator Cards as soon as
you have created the new ACS. An attacker with the old ACS and a
o copy of the old host data could still re-create all your keys. With a copy
of a current backup, they could even access keys that were created
after you replaced the ACS.

Before you start to replace an ACS, you must ensure that you have

enough blank cards to create a complete new ACS. If you start the pro-
0 cedure without enough cards, you will have to cancel the procedure
part way through.

10.7.1. Replacing an Administrator Card Set using the nShield HSM front
panel

To replace an ACS:

1.

From the main menu, select Security World mgmt > Admin operations > Replace
ACS.

. Insert one of the remaining cards from the card set that you want to replace and press

the right-hand navigation button.

Continue to insert cards until you have inserted the number of cards required to autho-
rize the process.

. When prompted, insert a card for the replacement card set and press the right-hand

navigation button.

. If required, specify a passphrase for the card.

5. Insert cards until the card set is complete. A message confirms that the card set has

been created.

. At this point the modified world file has been pushed to the RFS, so make a backup of

the modified world file on the RFS, preferably in a way that distinguishes it from previ-
ous backups.
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7.

10.

Copy the world file to any other HSMs in the same Security World, either using the
Security World mgmt > RFS operations > Update World files option on the HSM con-
cerned or using the nethsmadmin utility, see Using nethsmadmin to copy a Security
World to a nShield HSM and check the current version.

. If client cooperation is not enabled, copy the modified world file onto any client

machines where it is needed.

. Check that the new Administrator Cards are usable and that their passphrases have

been set as intended, see Verifying the passphrase of a card or softcard

Erase the Administrator Cards from the old card set. For more information, see Erasing
cards and softcards.

10.7.2. Replacing an ACS with KeySafe

When you have enough cards to create a complete new ACS ready and a quorum of the

ACS you want to replace, follow these steps:

1.

Start KeySafe. (For an introduction to KeySafe and information on starting the soft-
ware, see Using KeySafe).

. Click the Card sets menu button, or select Card sets from the Manage menu. KeySafe

takes you to the List Operator Card Sets panel.

. Click the Replace ACS navigation button, and KeySafe takes you to the Replace

Administrator Card Set panel.

. If you are sure that you want to replace the ACS, click the Replace ACS command but-

ton

. KeySafe takes you to the Load Administrator Card Set panel, where it prompts you to

insert cards from the ACS in order to authorize the action. Each time you insert an
Administrator Card into the module’s smart card slot, you must click the OK button to
load the card.

o Only insert cards from your ACS into a module that is connected to
a trusted server.

. When you have loaded enough Administrator Cards to authorize the action, KeySafe

takes you to the Create Administrator Card Set panel, where it prompts you to insert
the cards that are to form the ACS. These must be blank cards or cards that KeySafe
can erase. KeySafe will not let you use cards from the existing ACS. If you do not have
enough cards to form a complete new ACS, cancel the operation now.

When creating a card set, KeySafe recognizes cards that belongs
e to the set even before the card set is complete. If you accidentally
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10.

.

insert a card to be written again after it has already been written,
KeySafe displays a warning.

. When you insert a blank card, KeySafe takes you to the Set Card Protection

passphrase panel.

. If you want to set a passphrase for this Administrator Card:

a. Select the Yes option.
b. Enter the same passphrase in both text fields.

c. Click the OK button.

KeySafe then prompts you for the next card (if any). A given passphrase is associated
with a specific card, so each card can have a different passphrase. You can change
these passphrases at any time by using the KeySafe Examine/Change Card option
(available from the List Operator Card Sets panel) or the cardpp command-line utility.

. If you do not want to set a passphrase for this Administrator Card:

a. Select the No option.
b. Click the OK button.

After you have created all the Administrator Cards, KeySafe displays a message con-
firming that the ACS has been successfully replaced.

Click the OK button, and KeySafe returns you to its introduction panel.

When you have finished replacing the ACS:

1.

If you ran KeySafe on a client machine, ensure that there is a copy of the modified
world file on the RFS.

. Make a backup of the world file, preferably in a way that distinguishes it from previous

backups.

. Copy the world file to any other HSMs in the same Security World, for example using

the nethsmadmin utility, see Using nethsmadmin to copy a Security World to an nShield
HSM and check the current version.

. If client cooperation is not enabled, copy the modified world file onto any other client

machines where it is needed.

. Check that the new Administrator Cards are usable and that their passphrases have

been set as intended, see Verifying the passphrase of a card or softcard.

. Erase the old Administrator Cards; for more information, see Erasing cards and soft-

cards.

10.7.3. Replacing an Administrator Card Set using racs
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The racs utility creates a new ACS to replace a set that was created on the module with the

new-world utility.

10.

When using the racs utility, you cannot redefine the quantities in a K of
N relationship for an ACS. The K of N relationship defined in the original
ACS persists in the new ACS.

. Ensure the hardware security module is in operational mode.

. Run a command of the form:

racs [-m|--module=<MODULE>]

In this command, the -m|--module=<MODULE>" option specifies the ModuleID (<MOD-
ULE>) of the module to use.

. When prompted, insert the appropriate quorum of Administrator Cards to authorize

the replacement.

. When prompted that racs is writing the new ACS, insert blank cards as necessary on

which to write the replacement Administrator Cards.

. If you ran racs on a client machine, ensure that there is a copy of the modified world

file on the RFS.

. Make a backup of the world file, preferably in a way that distinguishes it from previous

backups.

. Copy the world file to any other HSMs in the same Security World, for example using

the nethsmadmin utility, see Using nethsmadmin to copy a Security World to an nShield
HSM and check the current version.

. If client cooperation is not enabled, copy the modified world file onto any other client

machines where it is needed.

. Check that the new Administrator Cards are usable and that their passphrases have

been set as intended, see Verifying the passphrase of a card or softcard.

Erase the old Administrator Cards; for more information, see Erasing cards and soft-
cards.
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1. Application interfaces

This chapter explains how to use an HSM with various types of application:

« nCipherKM JCA/JCE CSP
« PKCS #11 applications
+ nShield native and Custom applications

« CodeSafe applications

- Microsoft CAPI CSP
« Microsoft CNG CSP.

For information about using the Microsoft Cryptographic API, see the
0 appropriate third-party integration guide at: https://www.entrust.com/
documentation.

You can use KeySafe or the generatekey utility to generate or import keys for use with your
applications (see Working with keys). By default, KeySafe uses the same mechanisms and
supports the same applications as the generatekey utility.

o By default, any user is allowed to use any application that uses an
nShield HSM.

If you create keys on a client that is not on the same computer as the
0 RFS, you must copy the key data to the RFS before the nShield HSM
can use these keys.

11.1. nCipherKM JCA/JCE CSP

The nCipherKM JCA/JCE CSP (Cryptographic Service Provider) allows Java applications
and services to access the secure cryptographic operations and key management provided
by Entrust hardware. This provider is used with the standard JCE (Java Cryptographic Exten
sion) programming interface.

To use the nCipherKM JCA/JCE CSP, you must install:
- the nShield Java package which includes the nShield Java jars and KeySafe.

For more information about the bundles and components supplied on your Security World
Software installation media, see the User Guide.

The following versions of Java have been tested to work with, and are supported by, your
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nShield Security World Software:

. Java 8 (or Java 1.8x)
- Java 11

- Java 17

We recommend that you ensure Java is installed before you install the Security World Soft-
ware. The Java executable must be on your system path.

If you can do so, please use the latest Java version currently supported by Entrust that is
compatible with your requirements. Java versions before those shown are no longer sup-
ported. If you are maintaining older Java versions for legacy reasons, and need compatibil-
ity with current nShield software, please contact Entrust nShield Technical Support,
https://nshieldsupport.entrust.com.

To install Java you may need installation packages specific to your operating system, which
may depend on other pre-installed packages to be able to work.

Suggested links from which you may download Java software as appropriate for your oper-
ating system:

+ http://www.oracle.com/technetwork/java/index.html

« http://www.oracle.com/technetwork/java/all-142825.html

Detailed documentation for the JCE interface can be found on the Ora-
0 cle Technology web page https://docs.oracle.com/en/java/javase/11/
security/java-cryptography-architecture-jca-reference-guide.html.

o Softcards are not supported for use with the nCipherKM JCA/JCE CSP
in Security Worlds that are compliant with FIPS 140 Level 3.

11.1.1. Installing the nCipherKM JCA/JCE CSP
To install the nCipherKM JCA/JCE CSP:

1. In the hardserver configuration file, ensure that:
° priv_port (the port on which the hardserver listens for local privileged TCP con-
nections) is set to 9001

° nonpriv_port (the port on which the hardserver listens for local nonprivileged TCP
connections) is set to 9000.

If you need to change either or both of these port settings, you restart the hard-
server before continuing the nCipherKM JCA/JCE CSP installation process. For
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more information, see Stopping and restarting the hardserver.

2. For Java 8 only. Copy the nCipherKM. jar file to the extensions folder of your local Java
Virtual Machine installation from the following directory:

° %NFAST_HOME%\java\classes

The location of the extensions folder depends on the type of your local Java Vir-
tual Machine (JVM) installation:

JVM type Extensions folder
Java Developer Kit (JDK) %JAVA_HOME%\jre\lib\ext
Java Runtime Environment (JRE) %JAVA_HOME%\11ib\ext

In these paths, %$JAVA_HOME% is the home directory of the Java installation (commonly
specified in the JAVA_HOME environment variable). If you are using Java 11 or Java 17 you
do not need to copy the jar file.

3. Add %JAVA_HOME%\b1in to your PATH system variable

4. For Java 8 only. Install the unlimited strength JCE jurisdiction policy files that are appro
priate to your version of Java. JDK 9 and later ship with, and use by default, the unlim-
ited policy files.

The Java Virtual Machine imposes limits on the cryptographic strength that may be
used by default with JCE providers. Replace the default policy configuration files with
the unlimited strength policy files.

To install the unlimited strength JCE jurisdiction policy files:

a. If necessary, download the archive containing the Java Cryptography Extension
(JCE) Unlimited Strength Jurisdiction Policy Files from the Web site of your Java
Virtual Machine vendor.

The Java Cryptography Extension (JCE) Unlimited Strength

Jurisdiction Policy Files are covered and controlled by U.S.
Export Control laws and may be subject to the export or

o import laws in other countries. We recommend that you take

legal advice before downloading these files from your Java Vir

tual Machine vendor.

b. Extract the files Tocal_policy.jar and US_export_policy.jar from Java Virtual
Machine vendor's Java Cryptography Extension (JCE) Unlimited Strength Jurisdic
tion Policy File archive.
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c. Copy the extracted files local_policy.jar and US_export_policy.jar into the
security directory for your local Java Virtual Machine (JVM) installation:

JVM type Extensions folder
Java Developer Kit (JDK) %JAVA_HOME%\jre\lib\security
Java Runtime Environment (JRE) %JAVA_HOME%\1ib\security

In these paths, %$JAVA_HOME% is the home directory of the Java installation (com-
monly specified in the JAVA_HOME environment variable).

Copying the files local_policy.jar and US_export_policy.jar
o into the appropriate folder must overwrite any existing files
with the same names.

5. Add the nCipherKM provider to the java.security file located in the security directory
for your local Java Virtual Machine (JVM) installation: security.provider.<n>=com.nci-
pher.provider.km.nCipherkM, where <n> is the position in the list of providers, for exam

ple:

security.provider.l=sun.security.provider.Sun
security.provider.2=sun.security.rsa.SunRsaSign
security.provider.3=com.sun.net.ssl.internal.ssl.Provider
security.provider.4=com.sun.crypto.provider.SunJCE
security.provider.5=sun.security.jgss.SunProvider
security.provider.6=com.sun.security.sasl.Provider
security.provider.7=com.ncipher.provider.km.nCipherkM

For Java 11 and Java 17 you do not need to specify the fully qualified class name for the
provider. Instead you can just use the provider name: security.provider.<n>=nCi-
pherkM.

The JVM uses this file to select the provider from which to request a mechanism
instance. If your JCE application does not request the nCipherKM provider by name, or
if it fails to load keys, you might need to move the nCipherKM provider to the top of
the list: security.provider.l1=com.ncipher.provider.km.nCipherKkM. Do not change the
relative order of the other providers in the list.

Ensure you do not list multiple providers with the same number (for

example, ensure your list of providers does not include two
instances of security.provider.1, both com.nci-

e pher.provider.km.nCipherkKM and another provider). If you add the

nCipherKM provider as security.provider.1, ensure that the subse

quent providers are re-numbered correctly.
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6. Save your updates to the file java.security.

When you have installed the nCipherKM JCA/JCE CSP, you must have created a Secu-
rity World before you can test or use it. For more information about creating a Security
World, see Creating a Security World.

If you have a Java Enterprise Edition Application Server running,
e you must restart it before the installed nCipherKM provider is
loaded into the Application Server virtual machine and ready for

use.

11.1.1.1. Testing the nCipherKM JCA/JCE CSP installation

After installation, you can test that the nCipherKM JCA/JCE CSP is functioning correctly by
running the command.

For Java 8:

java com.ncipher.provider.InstallationTest

For Java 11 and Java 17:

java --module-path %NFAST_HOME%\java\classes com.ncipher.provider.InstallationTest

o For this command to work, you must have added %JAVA_HOME% to your
PATH system variable).

If the nCipherKM JCA/JCE CSP is functioning correctly, output from this command has the

following form:

Installed providers:

: nCipherkM

SUN

SunRsaSign

SunJSSE

SunJCE

SunJGss

7: SunSASL

Unlimited strength jurisdiction files are installed.
The nCipher provider is correctly installed.
nCipher JCE services:
Alg.Alias.Cipher.1.2.840.113549.1.1.1
Alg.Alias.Cipher.1.2.840.113549.3.4
Alg.Alias.Cipher.AES

Alg.Alias.Cipher.DES3

oUW N

If the nCipherKM provider is installed but is not registered at the top of the providers list in
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the java.security file, the InstallationTest command produces output that includes the
message:

The nCipher provider is installed, but is not registered at the top of the providers list in the java.security
file.
See the user guide for more information about the recommended system configuration.

In such a case, edit the java.security file (located in the security directory for your local
JVM installation) so that the nCipherKM provider is registered in the first position in that
file's list of providers. For more information about the java.security file, see Installing the
nCipherKM JCA/JCE CSP.

If the nCipherKM provider is not installed at all, or you have not created a Security World, or
if you have not configured ports correctly in the hardserver configuration file, the Installa-
tionTest command produces output that includes the message:

The nCipher provider is not correctly installed.

In such case:

« Check that you have configured ports correctly, as described in Installing the nCi-
pherKM JCA/JCE CSP. For more information about hardserver configuration file set-
tings, see server_startup.

+ Check that you have created a Security World. If you have not created a Security
World, create a Security World. For more information, see Creating a Security World.

« If you have already created a Security World, repeat the nCipherKM JCA/JCE CSP
installation process as described in Installing the nCipherKM JCA/JCE CSP.

After making any changes to the nCipherKM JCA/JCE CSP installation, run the Installa-
tionTest command again and check the output.

Whether or not the nCipherKM provider is correctly installed, if the unlimited strength juris-
diction files are not installed or (not correctly installed), the InstallationTest command
produces output that includes the message:

Unlimited strength jurisdiction files are NOT installed.

This message means that, because the Java Virtual Machine imposes limits on the crypto-
graphic strength that you can use by default with JCE providers, you must replace the
default policy configuration files with the unlimited strength policy files. For information
about how to install the unlimited strength jurisdiction files, see Installing the nCipherKM
JCA/JCE CSP.
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11.1.2. Named Modules in Java 11 and Java 17

The nCipherKM Provider has been implemented as a named module. This means that, for
Java 11 and Java 17, if you have added the provider to your java.security file, then you can
run your application with the nCipherKM. jar on the module-path and the Java Service-
Loader class will automatically find it, e.g.

java --module-path %NFAST_HOME%\java\classes com.ncipher.provider.InstallationTest

Alternatively, you can specify the location of the nCipherKM jar on the classpath:

java --class-path %NFAST_HOME%\java\classes\nCipherKM.jar com.ncipher.provider.InstallationTest

11.1.3. keytool

Use the Java keytool utility to read and edit an nShield KeyStore. You must specify the cor-
rect nCipher.sworld KeyStore type when you run the keytool utility.

To generate a new key in an OCS-protected KeyStore with the Java keytool utility, run the

following command:

keytool -genkeypair -storetype nCipher.sworld -keyalg RSA -sigalg SHATwithRSA -storepass <KeyStore_passphrase>
-keystore <KeyStore_path>

In this example command, KeyStore_passphrase is the passphrase for the OCS protecting
the KeyStore. KeyStore_path is the path to the KeyStore.

To generate a new key in a module-protected KeyStore with the Java keytool utility, run
the following command:

keytool -J-Dprotect=module -]-DignorePassphrase=true -genkeypair -storetype nCipher.sworld -keyalg RSA -sigalg
SHATwithRSA -keystore <KeyStore_path>

In this example command, <KeyStore_path> is the path to the KeyStore.

By default, the keytool utilities use the MD5withRSA signature algorithm to sign certificates
used with a KeyStore. This signature mechanism is unavailable on modules with firmware
version 2.33.60 or later.

11.1.4. Using keys

Only the nCipherKM provider can use keys stored in an nShield KeyStore because the under

nShield Connect v13.3 User Guide (Windows) 209/502



Chapter 11. Application interfaces

lying key material is held separately in the Security World.

You can always store nShield keys in an nShield KeyStore. You can also store keys gener-
ated by a third-party provider into an nShield KeyStore if both of the following conditions

apply:

+ the key type is known to the nCipherKM provider
« the Security World is not compliant with FIPS 140 Level 3.

When you generate an nShield key (or create it from imported key material), that key is asso
ciated with an ACL (Access Control List). This ACL prevents the key from being used for
operations for which it is unsuited and enforces requirements that certain tokens be pre-
sented; for example, the ACL can specify that signing key cannot be used for encryption.

11.1.5. System properties

You can use system properties to control the provider. You set system properties when
starting the Java Virtual Machine using a command such as:

java -D<property>=<value> <MyJavaApplication>

In this example command, <property> represents any system property, <value> represents
the value set for that property, and <MyJavaApplication> is the name of the Java applica-
tion you are starting. You can set multiple system properties in a single command, for exam

ple:

java -Dprotect=module -DignorePassphrase=true <MyJavaApplication>

The available system properties and their functions as controlled by setting different values
for a property are described in the following table:

Property Function for different values

JCECSP_DEBUG This property is a bit mask for which different values specify different debug-
ging functions; the default value is 0. For details about the effects of setting
different values for this property, see JCECSP_DEBUG property values.

JCECSP_DEBUGFILE This property specifies a path to the file to which logging output is to be writ-
ten. Set this property if the JCECSP_DEBUG property is set to a value other than
the default of 0. For details about the effects of setting different values for this
property, see JCECSP_DEBUG property values.

In a production environment, we recommend that you disable debug logging
to prevent sensitive information being made available to an attacker.
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Property

protect

module

slot

ignorePassphrase

seeintegname

com.nci-
pher.provider.announcemode

com.ncipher.provider.enable

com.ncipher.provider.dis-
able

Function for different values

This property specifies the type of protection to be used for key generation
and nCipherKM KeyStore instances. You can set the value of this property to
one of module, <SOFTCARD_NAME : SOFTCARD_IDENT>, or cardset. OCS protection
(cardset) uses the card from the first slot of the first usable hardware security
module. To find the logical token hash <IDENT> of a softcard, run the command
nfkminfo --softcard-Tlist.

This property lets you override the default HSM and select a specific HSM to
use for HSM and OCS protection. Set the value of this property as the ESN of
the HSM you want to use.

This property lets you override the default slot for OCS-protection and select
a specific slot to use. Set this the value of this property as the number of the
slot you want to use.

If the value of this property is set to true, the nCipherKM provider ignores the
passphrase provided in its KeyStore implementation. This feature is included
to allow the Oracle or IBM keytool utilities to be used with module-protected
keys. The keytool utilities require a passphrase be provided; setting this prop-
erty allows a dummy passphrase to be used.

Setting the value of this property to the name of an SEE integrity key causes
the provider to generate SEE application keys. These keys may only be used by
an SEE application signed with the named key.

The default value for this property is auto, which uses firmware auto-detection
to disable algorithms in the provider that cannot be supported across all
installed HSMs. Setting the value of this property to on forces the provider to
advertise all mechanisms at start-up. Setting the value of this property to of f
forces the provider to advertise no mechanisms at start-up.

For the value of this property, you supply a comma-separated list of mecha-
nism names that are to be forced on, regardless of the announce mode
selected.

For the value of this property, you supply a comma-separated list of mecha-
nism names that are to be forced off, regardless of the announce mode
selected. Any mechanism supplied in the value for the com.nci-
pher.provider.disable property overrides the same mechanism if it is sup-
plied in the value for the com.ncipher.provider.enable property.

11.1.5.1. JCECSP_DEBUG property values

The JCECSP_DEBUG system property is a bit mask for which you can set different values to

control the debugging functions. The following table describes the effects of different val-

ues that you can set for this property:
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JCECSP_DEBUG value Function

0 If this property has no bits set, no debugging information is reported. This is
the default setting.

1 If this property has the bit 1 set, minimal debugging information (for example,

version information and critical errors) is reported.

2 If this property has the bit 2 set, comprehensive debugging information is
reported.
4 If this property has the bit 3 set, debugging information relating to creation

and destruction of memory and HSM resources is reported.

8 If this property has the bit 4 set, debugFunc and debugFuncEnd generate debug-
ging information for functions that call them.

16 If this property has the bit 5 set, debugFunc and debugFuncEnd display the val-
ues for all the arguments that are passed in to them.

32 If this property has the bit 6 set, context information is reported with each
debugging message (for example, the ThreadID and the current time).

64 If this property has the bit 7 set, the time elapsed during each logged function
is calculated, and information on the number of times a function is called and
by which function it was called is reported.

128 If this property has the bit 8 set, debugging information for NFJAVA is
reported in the debugging file.

256 If this property has the bit 9 set, the call stack is printed for every debug mes-
sage.

To set multiple logging functions, add up the JCECSP_DEBUG values for the debugging func-
tions you want to set, and specify the total as the value for JCECSP_DEBUG. For example, if
you want to set the debugging to use both function tracing (bit 4) and function tracing
with parameters (bit 5), add the JCECSP_DEBUG values shown in the table for these debug-
ging functions (8 + 16 = 24) and specify this total (24) as the value to use for JCECSP_DEBUG.

11.1.6. Compatibility

The nCipherKM JCA/JCE CSP supports both module-protected keys and OCS-protected
keys. The CSP currently supports 1/N OCSs and a single protection type for each nCi-
pherKM JCE KeyStore.

You can use the nCipherKM JCA/JCE CSP with Security Worlds that comply with FIPS 140
at either Level 2 or Level 3.

o ‘ In a Security World that complies with FIPS 140 Level 3, it is not possi-
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ble to import keys generated by other JCE providers.

The nCipherKM JCA/JCE CSP supports load-sharing for keys that are stored in the nCi-
pherKM KeyStore. This feature allows a server to spread the load of cryptographic opera-
tions across multiple connected HSMs, providing greater scalability.

We recommend that you use load-sharing unless you have existing
code that is designed to run with multiple HSMs. To share keys with
0 load-sharing, you must create a 1/N OCS with at least as many cards as
you have HSMs. All the cards in the OCS must have the same
passphrase.

The nCipherKM JCA/JCE CSP does not support HSM Pool mode. If you
want to use HSM Pool mode with a Java application that only uses mod
0 ule protected keys, one option may be to use the Sun PKCS #11
provider to access the nShield PKCS #11 library instead of using nCi-
pherKM JCA/JCE CSP.

Keys generated or imported by the nCipherKM JCA/JCE CSP are not recorded into the
Security World until:

1. The key is added to an nCipherKM KeyStore (by using a call to setKeyEntry() or setCer
tificateEntry()).

2. That nCipherKM KeyStore is then stored (by using a call to store()).

The passphrase used with the KeyStore must be the passphrase of the card from the OCS
that protects the keys in the KeyStore.

11.2. nShield PKCS #11 library

To use the nShield PKCS #11 library, you must tell the application the name and location of
the library. The exact method for doing this depends on the application.

Instructions for using the nShield PKCS #11 library with specific applications are available
from Entrust nShield Technical Support, https://nshieldsupport.entrust.com.

Depending on the application, you may need to set the path and library name
%SNFAST_HOME%\toolkits\pkcs11\cknfast.dll in a dialog or configuration file.

The nShield PKCS #11 library has security options which you must configure before you use
the PKCS #11 library. For more information, see PKCS #11 library with Security Assurance
Mechanism.
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From version 1.7, the nShield PKCS #11 library can be used with FIPS 140 Level 3 compliant
Security Worlds. This version of the library also introduces load-sharing mode. This feature
provides support for multiple hardware security modules that are connected to a single
server, spreading the load of cryptographic operations between the HSMs in order to pro-
vide scalability in terms of performance.

To share OCS protected keys with load-sharing mode, you must create a 1/N OCS that con
tains at least as many cards as you have HSMs. All the cards on the OCS must have the
same passphrase.

With module firmware version 2.65.2 or later, if your application only uses module protected
keys, you can use HSM Pool mode as an alternative to using load-sharing mode. HSM Pool
mode supports returning or adding a hardware security module to the pool without restart-
ing the system.

o If you are using the preload command-line utility in conjunction with
the nShield PKCS #11 library, you can create K/N OCSs.

11.2.1. Choosing functions

Some PKCS #11 applications enable you to choose which functions you want to perform on
the PKCS #11 token and which functions you want to perform in your application.

The following paragraphs in this section describe the functions that an nShield HSM can
provide.

11.2.1.1. Generating random numbers and keys

The nShield HSM includes a hardware random number generator. A hardware random num-
ber generator provides greater security than the pseudo-random number generators pro-
vided by host computers. Therefore, always use the nShield HSM to generate random num-
bers and keys.

11.2.1.2. Digital signatures

The nShield PKCS #11 library can use the nShield HSM to sign and verify messages using
the following algorithms:

- DSA
« RSA
- DES3_MAC
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- AES
- ECDSA (if the appropriate feature is enabled)

An nShield hardware security module is specifically optimized for public key algorithms, and
therefore it will provide significant acceleration for DSA, RSA and ECDSA signature genera-
tion and verification. You should always choose to perform asymmetric signature genera-
tion and verification with an nShield HSM.

11.2.1.3. Asymmetric encryption

The nShield PKCS #11 library can use an nShield HSM to perform asymmetric encryption
and decryption with the RSA algorithm.

The nShield HSM is specifically optimized for asymmetric algorithms, so you should always
choose to perform asymmetric operations with the nShield HSM.

11.2.1.4. Symmetric encryption

The nShield PKCS #11 library can use the nShield HSM to perform symmetric encryption
with the following algorithms:

- DES
« Triple DES
- AES

Because of limitations on throughput, these operations can be slower on the nShield HSM
than on the host computer. However, although the nShield HSM may be slower than the
host under a light load, you may find that under a heavy load the advantage gained from
off-loading the symmetric cryptography (which frees the host CPU for other tasks) means
that you achieve better overall performance.

11.2.1.5. Message digest

The nShield PKCS #11 library can perform message digest operations with MD5, SHA-1,
SHA-224, SHA-256, SHA-384, and SHA-512 algorithms. However, for reasons of through-
put, the library performs these operations on the host computer.

11.2.1.6. Mechanisms

The mechanisms currently supported by the nShield PKCS #11 library, including some ven-
dor-supplied mechanisms, are listed in the Cryptographic API Integration Guide.
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11.2.1.7. Key wrapping

The nShield PKCS #11 library can use an nShield HSM to wrap (encrypt) a private or secret
key, or to unwrap (decrypt) a wrapped key.

The mechanisms supported by the nShield PKCS #11 library, including some vendor-sup-
plied mechanisms, are listed in the Cryptographic APl Integration Guide.

11.2.2. PKCS #11 library with Security Assurance Mechanism

It is possible for an application to use the PKCS #11 API in ways that do not necessarily pro-
vide the expected security benefits, or which might introduce additional weaknesses. For
example, the PKCS #11 standard requires the nShield library to be able to generate keys that
are extractable from the HSM in plaintext. An application could use this ability in error, when
a secure key would be more appropriate.

The PKCS #11 library with the Security Assurance Mechanism (SAM), libcknfast, can help
users to identify potential weaknesses, and help developers create secure PKCS #11 applica
tions more easily.

The SAM in the PKCS #11 library is intended to detect operations that reveal questionable
behavior by the application. If these occur, the application fails with an explanation of the
cause of failure.

After a review of your security policy and the way the application uses the PKCS #11 library
with the SAM, if there are questionable operations that are considered to be acceptable
and pose no security risk, the PKCS #11 library can be configured to permit some, or all, of
them by means of the CKNFAST_OVERRIDE_SECURITY_ASSURANCES environment variable
(described in CKNFAST_OVERRIDE_SECURITY_ASSURANCES).

To ensure the security of your keys, you must review any messages
returned by the PKCS #11 library before changing the settings of the CKN
FAST_OVERRIDE_SECURITY_ASSURANCES environment variable.

The CKNFAST_OVERRIDE _SECURITY_ASSURANCES environment variable uses a semicolon sepa-
rated list of parameters, with associated values, to explicitly allow operations that could
compromise the security of cryptographic keys if the operations are not well understood.

If no parameters, or the none parameter, are supplied to the CKNFAST_OVERRIDE_SECURITY_AS
SURANCES, the PKCS #11 library fails to perform the operation in question, and issues a warn-
ing, when the following operations are detected:

+ Creating short-term session keys as long-term objects
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+ Creating keys that can be exported as plain text

Importing keys from external sources

« Creating or importing wrapping keys

« Creating or importing unwrapping keys

- Creating keys with weak algorithms (such as DES)
- Creating keys with short key lengths.

For more information about parameters and diagnostic warnings, see CKNFAST_OVER-
RIDE_SECURITY_ASSURANCES.

11.2.2.1. Key security

Questionable operations largely relate to the concept of a key being secure. A private or
secret key is considered insecure if there is some reason for believing that its value may be
available outside the HSM. Public keys are never considered insecure; by definition they are
intended to be public.

An explicitly insecure PKCS #11 key is one where CKA_SENSITIVE is set to false. If an applica-
tion uses a key that is insecure but CKA_SENSITIVE is not set to false, it is possible that the
application is using an inadequate concept of key security, and that the library disallows use
of that key by default. Use of insecure keys should, by default, be restricted to short-term
session keys, and applications should explicitly recognize the insecurity.

11.2.3. Using the nShield PKCS #11 library

After you have loaded the nShield PKCS #11 library, it is added to your application’s list of
cryptographic HSMs or PKCS #11 slots.

Whether or not the library uses load-sharing mode depends on the value of the CKN-

FAST _LOADSHARING environment variable, described in CKNFAST_LOADSHARING. Whether
or not the library uses HSM Pool mode depends on the value of the CKNFAST_HSM_POOL envi-
ronment variable, described in CKNFAST_HSM_POOL.

11.2.3.1. nShield PKCS #11 library with load-sharing mode

If load-sharing mode is enabled, the nShield PKCS #11 library creates a virtual slot for each
OCS in the Security World (returning the name of the card set) unless you have set CKN-
FAST_CARDSET_HASH (as described in CKNFAST_CARDSET_HASH).

An additional virtual slot may be returned (with the label of accelerator), depending on the
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value given to the variable CKNFAST_NO_ACCELERATOR_SLOTS (described in CKNFAST_NO_AC-
CELERATOR_SLOTS). Accelerator slots can:

+ Be used to support session objects
+ Be used to create module-protected keys

+ Not be used to create private objects.

When you insert a smart card from an OCS in the current Security World, the nShield
PKCS #11 library treats this card as a PKCS #11 token that is present in the virtual slot for
that OCS.

After the PKCS #11 token is present, you can open a session to that token. Until you log in, a
session can only access public objects that belong to that PKCS #11 token.

The PKCS #11 token is present until you remove the last card belonging to the OCS. When
you remove the token, the nShield PKCS #11 library closes any open sessions.

Logging in gives access to the private objects that are protected by the PKCS #11 token.
Logging in requires the passphrase for the OCS. The exact mechanism for supplying the
passphrase depends on the application that you are running.

The PKCS #11 token is shared across all the HSMs that have a smart card from the OCS in
the reader at the point that you log in. After you have logged in, inserting additional cards
from this OCS has no effect.

If you remove a smart card that belongs to a logged-in token, the nShield PKCS #11 library
closes any open sessions and marks the token as being not present (unless the OCS is per-
sistent). Removing a card from a persistent OCS has no effect, and the PKCS #11 token
remains present until you log out.

11.2.3.2. nShield PKCS #11 library with HSM Pool mode

If HSM Pool mode is enabled, the nShield PKCS #11 library exposes a single pool of HSMs
and a single virtual slot for a fixed token with the label accelerator. This accelerator slot can
be used to create module protected keys and to support session objects. HSM Pool mode
does not support token protected keys, any pre-existing OCS or softcard protected keys
are hidden from PKCS #11. In FIPS 140 Level 3 Security Worlds, keys cannot be created in
HSM Pool mode, however keys created outside HSM Pool mode, for example using gener-
atekey or a non-Pool mode PKCS #11 application, can be used in HSM Pool mode.

11.2.3.3. nShield PKCS #11 library without load-sharing

There will be two entries for each HSM, unless you have set CKNFAST_NO_ACCELERATOR_SLOTS.
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o The entry called accelerator cannot be used to create private objects.
It can be used to create module-protected keys.

Use the second of the two entries (which has the same name as the Operator Card that is
currently in a smart card reader) to protect your keys or token objects.

PKCS #11 does not allow two tokens to be present in the same slot. Therefore, when you
insert a smart card into a reader, the nShield PKCS #11 library logs out any previously
logged-in token from the slot and closes any open sessions.

11.2.3.4. nShield PKCS #11 library with the preload utility

You can use the preload command-line utility to preload K/N OCSs before actually using
PKCS #11 applications. The preload utility loads the logical token and then passes it to the
PKCS #11 utilities.

You must provide any required passphrase for the tokens when using preload to load the
card set. However, because the application is not aware that the card set has been pre-
loaded, the application operates normally when handling the login activity (including
prompting for a passphrase), but the PKCS #11 library will not actually check the supplied
passphrase. preload must be also used with the cksotool utility to perform operations that
require the PKCS #11 Security Officer role.

Normally, preload uses environment variables to pass information to the program using the
preloaded objects, including the PKCS #11 library. Therefore, if the application you are using
is one that clears its environment before the PKCS #11 library is loaded, you must set the
appropriate values in the cknfastrc file (see nShield PKCS #11 library environment vari-
ables). The current environment variables remain usable. The default setting for the CKN-
FAST_LOADSHARING environment variable changes from specifying load-sharing as disabled
to specifying load-sharing as enabled. Moreover, in load-sharing mode, the loaded card set
is used to set the environment variable CKNFAST_CARDSET_HASH so that only the loaded card
set is visible as a slot.

The NFAST_NFKM_TOKENSFILE environment variable must also be set in the cknfastrec file to
the location of the preload file (see Environment variables).

A logical token preloaded by preload for use with the nShield PKCS #11 library is the only
such token available to the application for the complete invocation of the library. You can
use more than one HSM with the same card set.

If the loaded card set is non-persistent, then a card must be left in each HSM on which the
set has been loaded during the start-up sequence. After a non-persistent card has been
removed, the token is not present even if the card is reinserted.
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If load-sharing has been specifically switched off, you see multiple slots with the same
label.

11.2.4. nShield PKCS #11 library environment variables

The nShield PKCS #11 library uses the following environment variables:

« CKNFAST_ASSUME_SINGLE_PROCESS
- CKNFAST_ASSURANCE_LOG

« CKNFAST_CARDSET_HASH

« CKNFAST_CONCATENATIONKDF_X963_COMPLIANCE
« CKNFAST_DEBUG

« CKNFAST_DEBUGDIR

« CKNFAST_DEBUGFILE

« CKNFAST_DH_LSB

« CKNFAST_FAKE_ACCELERATOR_LOGIN
« CKNFAST_HSM_POOL

« CKNFAST_JCE_COMPATIBILITY

« CKNFAST_LOADSHARING

« CKNFAST_LOAD_KEYS

« CKNFAST_NO_ACCELERATOR_SLOTS

« CKNFAST_NO_SYMMETRIC

« CKNFAST_NO_UNWRAP

« CKNFAST_NONREMOVABLE

« CKNFAST_NVRAM_KEY_STORAGE

« CKNFAST_OVERRIDE_SECURITY_ASSURANCES
« CKNFAST_RELOAD_KEYS

- CKNFAST_SEED_MAC_ZERO

« CKNFAST_SESSION_THREADSAFE

« CKNFAST_TOKENS_PERSISTENT

« CKNFAST_USE_THREAD_UPCALLS

« CKNFAST_WRITE_PROTECTED

If you used the default values in the installation script, you should not need to change any
of these environment variables.

You can set environment variables in the file cknfastre. If the NFAST_HOME environment vari-
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able is not set, or if environment variables are cleared by your application, the file cknfastrc
must be in the $NFAST_HOME% directory of the client.

o ‘ The cknfastrec file should be saved without any suffix (such as . txt).

Each line of the file cknfastrc must be of the following form:

<variable>=<value>

0 Variables set in the environment are used in preference to those set in
the resource file.

Changing the values of these variables after you start your application has no effect until
you restart the application.

If the description of a variable does not explicitly state what values you can set, the values
you set are normally 1or @, Y or N.

For more information concerning Security World Software environment
variables that are not specific to PKCS #11 and which are used to config

o ure the behavior of your nShield installation, see the Security World Soft
ware installation instructions.

11.2.4.1. CKNFAST_ASSUME_SINGLE_PROCESS

By default, this variable is set to 1. This specifies that only token objects that are loaded at
the time C_Initialize is called are visible.

Setting this variable to @ means that token objects created in one process become visible in
another process when it calls C_FindObjects. Existing objects are also checked for modifica
tion on disc; if the key file has been modified, then the key is reloaded. Calling C_SetAttrib-
uteValues or C_GetAttributeValues also checks whether the object to be changed has

been modified in another process and reloads it to ensure the most recent copy is changed.

Setting the variable to @ can slow the library down because of the additional checking
needed if a large number of keys are being changed and a large number of existing objects
must be reloaded.

11.2.4.2. CKNFAST_ASSURANCE_LOG

This variable is used to direct all warnings from the Security Assurance Mechanism to a spe
cific log file.
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11.2.4.3. CKNFAST_CARDSET_HASH

This variable enables you to specify a specific card set to be used in load-sharing mode. If
this variable is set, only the virtual smart card slot that matches the specified hash is
present (plus the accelerator slot). The hash that you use to identify the card set in CKN-
FAST _CARDSET_HASH is the SHA-1 hash of the secret on the card. Use the nfkminfo com-
mand-line utility to identify this hash for the card set that you want to use: it is listed as
hk1tu. For more information about using nfkminfo, see nfkminfo: information utility.

11.2.4.4. CKNFAST_CONCATENATIONKDF_X963_COMPLIANCE

Sets the correct use of ECDH derive with concatenate KDF using the ANSI X9.63 specifica-
tion as per the PKCS#11 standard.

o ‘ The default is ANSI X9.63 to match that of the PKCS #11 Specification.
0 ECDH derive with concatenate KDF SP800-56a can use the standard
PKCS #11 v3 CKD_SHA[ x]_SP80@_KDF values.

11.2.4.5. CKNFAST_DEBUG

This variable is set to enable PKCS #11 debugging. The values you can set are in the range 0
- 11. If you are using NFLOG_* for debugging, you must set CKNFAST_DEBUG to 1.

Value Description

0 None (default setting)

1 Fatal error

2 General error

3 Fix-up error

4 Warnings

5 Application errors

6 Assumptions made by the nShield PKCS #11 library
7 API function calls

8 API return values

9 API function argument values
10 Details

1 Mutex locking detail
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11.2.4.6. CKNFAST_DEBUGDIR

If this variable is set to the name of a writeable directory, log files are written to the speci-
fied directory. The name of each log file contains a process ID. This can make debugging
easier for applications that fork a lot of child processes.

11.2.4.7. CKNFAST_DEBUGFILE

You can use this variable to write the output for CKNFAST_DEBUG (Path name > file name).

11.2.4.8. CKNFAST_DH_LSB

If this variable is set the least significant bytes of the result of DH/ECDH key agreement
using the CKM_DH_PKCS_DERIVE, CKM_X9_42_DH_DERIVE or CKM_ECDH1_DERIVE mechanisms are
taken. This is in line with the PKCS#11 specification. If this variable is not set the most signif
icant bytes will be used. The latter behavior is consistent with Security World software prior
to v12.81.

11.2.4.9. CKNFAST_FAKE_ACCELERATOR_LOGIN

If this variable is set, the nShield PKCS #11 library accepts a PIN for a module-protected
key, as required by Sun Java Enterprise System (JES), but then discards it. This means that
a Sun JES user requesting a certificate protected by a load-shared HSM can enter an arbi-
trary PIN and obtain the certificate.

CKNFAST_FAKE_ACCELERATOR slots allow the creation of objects with CKA_PRIVATE=TRUE in the
template even though the login is "fake" and the objects are not private.

« Examining the attributes shows CKA_PRIVATE as FALSE.
« A search for the object will not find it if the search criteria includes CKA_PRIVATE=TRUE.

11.2.4.10. CKNFAST_HSM_POOL
HSM Pool mode is determined by the state of the CKNFAST_HSM_POOL environment variable.

Set the environment variable to 7, y or Y to enable HSM Pool mode for the PKCS #11 applica
tion, or set to O, n or N to explicitly disable HSM Pool mode for the PKCS #11 application.

HSM Pool mode takes precedence over load-sharing mode. HSM Pool mode only supports
module protected keys so do not use CKNFAST_NO_ACCELERATOR_SLOTS to disable the acceler
ator slot.
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11.2.4.11. CKNFAST_JCE_COMPATIBILITY

This property is included to allow the saving of objects when using Java PKCS#11 providers.

11.2.4.12. CKNFAST_LOADSHARING

Load-sharing mode is determined by the state of the CKNFAST_LOADSHARING environment
variable.

To enable load-sharing mode, set the environment variable CKNFAST_LOADSHARING to a value
that starts with something other than 0, n, or N and ensure that the CKNFAST_HSM_POOL envi-
ronment variable is not set. The virtual slot behavior then operates.

To use softcards with PKCS #11, you must have CKNFAST_LOADSHARING
set to a nonzero value. When using pre-loaded softcards or other

o objects, the PKCS #11 library automatically sets CKNFAST_LOADSHARING=1
(load-sharing mode on) unless it has been explicitly set to @ (load-shar-

ing mode off).

11.2.4.13. CKNFAST_NO_ACCELERATOR_SLOTS

If this variable is set, the nShield PKCS #11 library does not create the accelerator slot, and
thus the library only presents the smart card slots (real or virtual, depending on whether
load-sharing is in use).

Do not set this environment variable if you want to use the accelerator slot to create or load
module-protected keys.

o Setting this environment variable has no effect on ckcheckinst because
ckcheckinst needs to list accelerator slots.

11.2.4.14. CKNFAST_NO_SYMMETRIC

If this variable is set, the nShield PKCS #11 library does not advertise any symmetric key
operations.

11.2.4.15. CKNFAST_NO_UNWRAP

If this variable is set, the nShield PKCS #11 library does not advertise the ¢_wrap and c_un-
wrap commands. You should set this variable if you are using Sun Java Enterprise System
(JES) or Netscape Certificate Management Server as it ensures that a standard SSL hand-
shake is carried out. If this variable is not set, Sun JES or Netscape Certificate Management
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Server make extra calls, which reduces the speed of the library.

11.2.4.16. CKNFAST_NONREMOVABLE

When this environment variable is set, the state changes of the inserted card set are
ignored by the nShield PKCS #11 library.

Since protection by non-persistent cards is enforced by the HSM, not
o the library, this variable does not make it possible to use keys after a
non-persistent card is removed, or after a timeout expires.

11.2.4.17. CKNFAST_NVRAM_KEY_STORAGE

When this environment variable is set, the PKCS #11 library generates only keys in non-
volatile memory (NVRAM). You must also ensure this environment variable is set in order to
delete NVRAM-stored keys.

11.2.4.18. CKNFAST_OVERRIDE_SECURITY_ASSURANCES

This variable can be assigned one or more of the following parameters, with an associated
value where appropriate, to override the specified security assurances in key operations
where this is deemed acceptable:

- all

- none

- tokenkeys

« longterm [=<days>]
- explicitness

« import

« unwrap_mech

- unwrap_kek

- derive_kek

. derive_xor

. derive_concatenate
« UNWrap_rsa_aes_kwp
- weak_<algorithm>

« shortkey_<algorithm>=<bitlength>

. silent.
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Each parameter specified is separated by a semicolon. Using the command line, enter the
following to set the variable:

set CKNFAST_OVERRIDE_SECURITY_ASSURANCES=<parameter1>;<parameter2>=<value3>

In the configuration file, enter the following to set the variable:

CKNFAST_OVERRIDE _SECURITY_ASSURANCES=<parameter1>;<parameter2>=<value3>

Unknown parameters generate a warning; see Diagnostic warnings about questionable oper
ations.

The meaning of these parameters is described in the rest of this section.

11.2.4.18.1. all

The all parameter overrides all security checks and has the same effect as supplying all the
other CKNFAST_OVERRIDE_SECURITY_ASSURANCES parameters except the none parameter.
Using the all parameter prevents the library from performing any of the security checks
and allows the library to perform potentially insecure operations. This parameter cannot be
used with any other parameters.

11.2.4.18.2. none

The none parameter does not override any of the security checks and has the same effect
as supplying no parameters. Using the none parameter allows the library to perform all secu-
rity checks and warn about potentially insecure operations without performing them. This
parameter cannot be used with any other parameters.

11.2.4.18.3. tokenkeys

The tokenkeys parameter permits applications to request that insecure keys are stored
long-term by the cryptographic hardware and library.

Some PKCS #11 applications create short-term session keys as long-term objects in the
cryptographic provider, for which strong protection by the HSM is not important. There-
fore, provided that you intend to create long-term keys, the need to set this token does not
always indicate a potential problem because the longterm keys restriction is triggered auto-
matically. If you set the tokenkeys parameter, ensure that your Quality Assurance process
tests all of your installation’s functionality at least 48 hours after the system was set up to
check that the key lifetimes are as expected.
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When the tokenkeys parameter is set, the effect on the PKCS #11 library is to permit inse-
cure Token keys. By default, any attempts to create, generate, or unwrap insecure keys with
CKA_TOKEN=true fails with CKR_TEMPLATE_INCONSISTENT and a log message that explains the
insecurity. When tokenkeys is included as a parameter for CKNFAST_OVERRIDE_SECURITY_AS-
SURANCES, attempts to create, generate, or unwrap insecure keys with CKA_TOKEN=true are
allowed.

11.2.4.18.4. longterm[=days]

The longterm parameter permits an insecure key to be used for days after it was created.
Usually insecure keys may not be used more than 48 hours after their creation. If days is not
specified, there is no time limit.

o A need to set this variable usually means that some important keys that
should be protected by the HSM's security are not secure.

When the longterm parameter is set, the PKCS #11 API permits the use of the following func
tions with an insecure key up to the specified number of days after its creation:

C_Signand C_SignUpdate

« C_Verify and C_VerifyUpdate

« C_Encrypt and C_EncryptUpdate
« C_Decrypt and C_DecryptUpdate.

By default these functions fail with CKR_FUNCTION_FAILED, or CKR_KEY_FUNCTION_NOT_PERMIT-
TED, and a log message that explains the insecurity of these functions when used with an
insecure private or secret key more than 48 hours after the creation of the key as indicated
by time() on the host.

When the longterm parameter is set, the functions C_SignInit, C_VerifyInit, C_Encryp-
tInit, and C_DecryptInit check the CKA_CREATION_DATE against the current time.

11.2.4.18.5. explicitness

The explicitness parameter permits applications to create insecure keys without explicitly
recognizing that they are insecure. An insecure key is a key that is deemed sensitive, but
can be wrapped and extracted from the HSM by any untrusted key. A secure key must have
the CKA_WRAP_WITH_TRUSTED attribute.

A need to set the explicitness parameter does not necessarily indicate
o a problem, but does usually indicate that a review of the application’s
security policies and use of the PKCS #11 API should be carried out.
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Unless the explicitness parameter is set, attempts to create, generate, or unwrap insecure
keys with CKA_SENSITIVE=true, or to set CKA_SENSITIVE=true on an existing key, fail by
default with CKR_TEMPLATE_INCONSISTENT and a log message explaining the insecurity. How-
ever, when the explicitness parameter is set, these operations are allowed.

11.2.4.18.6. import

The import parameter allows keys that are to be imported into the HSM's protection from
insecure external sources to be treated as secure, provided that the application requests
security for them. Usually, the library treats imported keys as insecure for the purposes of
checking the security policy of the application. Even though the imported copy may be
secure, insecure copies of the key may still exist on the host and elsewhere.

If you are migrating from software storage to hardware protection of keys, you must enable
the import parameter at the time of migration. You can disable import again after migrating
the keys.

Setting this variable at any other time indicates that the library regards
the key as secure, even though it is not always kept within a secure envi
ronment.

When the import parameter is set, the PKCS #11 API treats keys that are imported through
C_CreateObject or C_UnwrapKey as secure (provided there is no other reason to treat them
as insecure). By default, keys which are imported through C_CreateObject or C_UnwrapKey
without this option in effect are marked as being insecure. Only the setting of the parame-
ter at the time of import is relevant.

11.2.4.18.7. unwrap_mech

The unwrap_mech parameter allows you to create keys with CKA_UNWRAP=true and CKA_DE-
CRYPT=false.

By default, when unwrap_mech is not supplied as a parameter for CKNFAST_OVERRIDE _SECURI-
TY_ASSURANCES, trying to create a key with CKA_UNWRAP=true and CKA_DECRYPT=false fails
with CKR_TEMPLATE _INCONSISTENT.

When CKA_UNWRAP is set to true and CKA_DECRYPT is not specified in the template, then
CKA_DECRYPT is automatically set to true.

11.2.4.18.8. unwrap_kek

When a key is transferred into the HSM in encrypted form, the key is usually treated as inse

nShield Connect v13.3 User Guide (Windows) 228/502



Chapter 11. Application interfaces

cure unless the key that was used for the decryption only allows the import and export of
keys and not the decryption of arbitrary messages. This behavior is necessary to prevent an
unauthorized application from simply decrypting the encrypted key instead of importing it.
However, because PKCS #11 wrapping mechanisms are insecure, all unwrapping keys have
CKA_DECRYPT=true.

By default, keys that are unwrapped with a key that has CKA_DECRYPT permission are consid-
ered insecure. When the unwrap_kek parameter is set, the PKCS #11 API considers keys that
are unwrapped with a key that also has CKA_DECRYPT permission as secure (provided there is
no other reason to treat them as insecure).

11.2.4.18.9. derive_kek

By default, keys that have been derived by using CKM_DES3_ECB_ENCRYPT_DATA with a key
that has CKA_ENCRYPT permission are considered insecure. However, when the derive_kek
parameter is set, the PKCS #11 API considers keys that are derived with a key that has
CKA_ENCRYPT permission as secure (provided that there is no other reason to treat them as

insecure).

11.2.4.18.10. derive_xor

Normally, you can only use only extractable keys with CKM_XOR_BASE_AND_DATA and, on unex-
tractable keys, only CKM_DES3_ECB_ENCRYPT_DATA is allowed by CKA_DERIVE. However, when
the derive_xor parameter is set, the PKCS #11 API also allows such functions with keys that
are not extractable and treats them as secure (provided that there is no other reason to
treat them as insecure).

11.2.4.18.11. derive_concatenate

Normally, you can only use session keys with CKM_CONCATENATE_BASE_AND_KEY for use with
the operation C_DeriveKey. However, when the derive_concatenate parameter is set, the
PKCS #11 API also allows such functions with keys that are long term (token) keys. The
PKCS #11 API treats these keys as secure, provided there is no other reason to treat them
as insecure. Even if the all parameter is set, if you do not include the CKA_ALLOWED_MECHA-
NISMS with CKM_CONCATENATE_BASE_AND_KEY, this C_DeriveKey operation will not be allowed.

11.2.4.18.12. unwrap_rsa_aes_kwp

The C_UnwrapKey operation with CKM_RSA_AES_KEY_WRAP imports the temporary AES key with
an nCore API ACL that permits unwrapping of the wrapped target key by the temporary
AES key. When using the C_UnwrapKey operation with only a user supplied template (pTem-
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plate) it is possible to create this ACL such that it permits a one-time unwrap of only the
wrapped target key. When the RSA unwrapping key has CKA_UNWRAP_TEMPLATE set it is neces
sary to construct the ACL when the RSA key is created in order to setup the partitioning
guarantees from the CKA_UNWRAP_TEMPLATE. The intended wrapped target keys are unknown
at this time, which means the ACL must permit a one-time unwrap of any key.

The Security Assurance Mechanism (SAM) considers this scenario insecure by default and
therefore the use of the C_UnwrapKey operation with CKM_RSA_AES_KEY_WRAP is disabled
when the RSA unwrapping key has CKA_UNWRAP_TEMPLATE set. When the unwrap_rsa_aes_kwp
parameter is set the SAM enables the C_UnwrapKey operation with CKM_RSA_AES_KEY_WRAP in
this scenario. The RSA unwrapping key must also explicitly allow the CKM_RSA_AES_KEY_WRAP
mechanism via CKA_ALLOWED_MECHANISMS in addition to setting the unwrap_rsa_aes_kwp (or
all) parameter; otherwise, the C_UnwrapKey operation will remain disabled when the RSA
unwrapping key has CKA_UNWRAP_TEMPLATE set.

11.2.4.18.13. weak_<algorithm>

The weak_<algorithm> parameter allows you to treat keys used with a weak algorithm as
secure. For example, DES is not secure, but setting the parameter weak_des means that
such keys are considered secure. You can apply the weak_<algorithm> parameter to all keys
that have a short fixed key length or whose algorithms have other security problems. As a
guide, weak algorithms are those whose work factor to break is less than approximately 80
bits.

11.2.4.18.14. shortkey_<algorithm=bitlength>

The shortkey_<algorithm=bitlength> parameter permits excessively short keys for the
specified <algorithm> to be treated as secure. The parameter <bitlength> specifies the min
imum length, in bits, that is to be considered secure. For example, RSA keys must usually be
at least 1024 bits long in order to be treated as secure, but shortkey_rsa=768 would allow
768-bit RSA keys to be treated as secure.

11.2.4.18.15. silent

The silent parameter turns off the warning output. Checks are still performed and still
return failures correctly according to the other variables that are set.

11.2.4.18.16. Diagnostic warnings about questionable operations

When the CKNFAST_OVERRIDE_SECURITY_ASSURANCES environment variable is set to a value
other than all, diagnostic messages are always generated for questionable operations.
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Each message contains the following elements:

« The PKCS #11 label of the key, if available
« The PKCS #11 identifier of the key, if available
« The hash of the key

« A summary of the problem.

If the problem is not that a questionable operation has been permitted because of a setting
in CKNFAST_OVERRIDE_SECURITY_ASSURANCES it could be that an operation has failed. In such a
case, the setting required to authorize the operation is noted.

By default, these messages are sent to stderr. On Windows platforms, they are also always
sent to the Event Viewer. If a file name has been specified in the CKNFAST_ASSURANCE_L0G
environment variable, diagnostic messages are also written to this file.

If CKNFAST_DEBUG is 1 or greater and a file is specified in CKNFAST_DEBUGFILE, the PCKS #11
library Security Assurance Mechanism log information is sent to the specified file. These
variables must be set whenever generatekey or KeySafe are used.

If a file is specified in CKNFAST_ASSURANCES_LOG and no file is specified in
o CKNFAST_DEBUGFILE (or if CKNFAST_DEBUG is @), diagnostic messages are
sent to stderr as well as to the file specified in CKNFAST_ASSURANCES_LOG.

11.2.4.19. CKNFAST_SEED_MAC_ZERO

Set this variable to use zero padding for the Korean SEED MAC mechanisms (CK_SEED_MAC
and CKM_SEED_MAC_GENERAL). If this variable is not set, or is set to n, then the SEED MAC
mechanisms will use the default PKCS #5 padding scheme.

11.2.4.20. CKNFAST_SESSION_THREADSAFE

You must set this environment variable to yes if you are using the Sun PKCS #11 provider
when running nCipherKM JCA/JCE code.

11.2.4.21. CKNFAST_TOKENS_PERSISTENT

This variable controls whether or not the Operator Cards that are created by your PKCS #11
application are persistent. If this variable is set when your application calls the PKCS #11
function that creates tokens, the Operator Card created is persistent.

Use of the nShield PKCS #11 library to create tokens is deprecated,
0 because it can only create 1/1 tokens in FIPS 140 Level 2 Secu-
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rity Worlds. Use KeySafe or one of the command-line utilities to create
OCSs.

11.2.4.22. CKNFAST_USE_THREAD_UPCALLS

If this variable is set and CKF_0S_LOCKING_OK is passed to C_Initialize, NFastApp_SetThread
Upcalls is called by means of nfast_usencthreads and only a single NFastApp_Connection is
used, shared between all threads.

If this variable is set and mutex callbacks are passed to C_Initialize but CKF_0S_LOCK-
ING_OK is not passed, C_Initialize fails with CKR_FUNCTION_FAILED. (NFastApp_SetThreadUp-
calls requires more callbacks than just the mutex ones that PKCS #11 supports.)

If neither mutex callbacks nor CKF_0S_LOCKING_OK is passed, this variable is ignored. Only a
single connection is used because the application must be single threaded in this case.

11.2.4.23. CKNFAST_LOAD_KEYS

This variable will load private objects at C_Login time, rather than at the first cryptographic
operation.

11.2.4.24. CKNFAST_WRITE_PROTECTED

Set this variable to make your OCS or softcard (token) write-protected. If a token is write-
protected, you cannot:

« Generate certificate, data, and key objects for that token.

« Modify attributes of an existing object.

o This environment variable does not prevent you from deleting an object
from your token.

11.2.4.25. CKNFAST_RELOAD_KEYS

Set this variable to enable PKCS #11 key reloading. See section PKCS _11 with key reloading
in the Cryptographic APl Integration Guide.

Key reloading requires load sharing-mode to operate, and enables it automatically if CKN-
FAST_LOADSHARING is not set.

11.2.5. Checking the installation of the nShield PKCS #11 library
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After you have created a Security World, ensure that the nShield PKCS #11 library has been
successfully installed by using the ckcheckinst command-line utility.

To verify the installation of the nShield PKCS #11 library, follow these steps:
1. Give the command ckcheckinst.

If you have an invalid Security World (for example, if all your HSMs are in the initializa-
tion state), ckcheckinst quits with the following error message:

ckcheckinst: C_Initialize failed rv = 00000006
Is the security world initialized? (Use nfkminfo to check)

If your Security World is valid, ckcheckinst displays information similar to the following:

PKCS#11 library interface version 2.40

flags 0

manufacturerID "nCipher Corp. Ltd "
libraryDescription "nCipher PKCS#11 1.#.# "
implementation version 1.##

Load sharing and Failover enabled

slot Status Label

===== ====== ===== { Fixed token "accelerator "

1 Operator card "card2 "

2 Operator card "card3 "

Select slot Number to run library test or 'R'etry or to "E'xit:

In this example output:

° PKCS #1171 library interface version 2.40 refers to the version of the PKCS #11
specification supported

° implementation version 1.## refers to the version of the nCipher PKCS #11
library

° Loadsharing and Failover enabled is shown if load-sharing has been enabled.
Alternatively Pool mode enabled is shown if Pool mode has been enabled.

Slots that contain a valid Operator Card are indicated by the status Operator card and
the card’s label. A fixed token is always available and is listed as slot O.

If you insert a blank card or an unrecognized card (for example, an Operator Card from
a different Security World or an Administrator Card), this is indicated in the Status col-
umn. The corresponding slot number is not available.

If you are using the preload command-line utility in conjunction

with the nShield PKCS #11 library, you can only see the token that
0 you loaded with the preload utility. In load-sharing mode, the

loaded card set is used to set the environment variable CKNFAST _-
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CARDSET_HASH, so only this card set is visible as a slot.

If there is no card in a slot, ckcheckinst displays No token present beside the relevant
slot numbers.

ckcheckinst gives you the following choices:

No removable tokens present.

Please insert an operator card into at least one available slot and

enter 'R' retry.

If you have not created an operator card or there are no physical slots, enter a fixed token slot number,
or 'E' to exit this program and create a card set before continuing.

2. If there are no available slots with cards in them, you can choose one of the following
actions:

° Insert a valid Operator Card, and press R
° choose a fixed token slot
° Press E to quit, then create an OCS, and run ckcheckinst again.

When there is at least one slot with a valid token, input a slot number, and press Enter.
In a FIPS 140 Level 3 compliant Security World, ckcheckinst prompts you to enter the
passphrase for the selected Operator Card.

3. Type the passphrase, and press Enter.

ckcheckinst displays the results of the tests:

Test Pass/Failed

1 Generate RSA key pair Pass

2 Generate DSA key pair Pass

3 Encryption/Decryption Pass

4 Signing/Verify Pass

Deleted test keys ok

PKCS11 Library test successful.

If any tests fail, ckcheckinst displays a message indicating the failure and quits. It does
not run any subsequent tests.
If ckcheckinst fails:

° Check that the hardserver is running

° Use the enquiry and nfkminfo world.
If all seems in order, reinstall the nShield library.

11.2.6. How the nShield PKCS #11 library protects keys
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Session objects are created on an HSM and never leave that HSM. The following table lists
the protection for different types of PKCS #11 token objects:

Smart card Slot Accelerator Slot
Private Token Object Operator Card Set not supported
Public Token Object Security World Security World
Public key well known HSM key well known HSM key

Operator Card Set

The object is stored as an nShield key blob encrypted by the OCS key. You must log in to
this OCS before you can load this object.

security world

The object is stored as an nShield key blob encrypted by the Security World key. This
object can be loaded on to any HSM in the Security World. The nShield PKCS #11 library
only allows access if a card from this OCS is present.

well-known module key

Public keys are encrypted under a well-known HSM key. This encryption is for programming
convenience only and does not provide security. These keys can be loaded on any nShield
HSM.

11.3. nShield native and custom applications

Use the nShield native option for applications that were written using nShield key manage-
ment software and that expect keys to be both protected by the Security World and stored
in the Security World data structure.

Use the custom external application option for applications that were written using nShield
key management software and that expect their keys to be in standalone files.

KeySafe does not place any restrictions on the OCS that is used to pro-
o tect nShield native or custom application keys. You must make sure that
your application is capable of loading the card set.

11.4. CodeSafe applications

If you have enabled the Secure Execution Engine (SEE), your system can run CodeSafe
applications that implement special functionality.
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o If you wish to use the SEE to run applications, it must have been
ordered and enabled as described in Enabling optional features.

An SEE application is typically a standalone SEE machine that is loaded automatically by
the hardserver (for example, a CodeSafe C application).

Check the documentation that your application vendor supplies for information about any
signatures that you may require to set up and use the application, as well as for any other
installation and configuration information.

CodeSafe applications are standalone applications, but each CodeSafe C application can
consist of multiple parts, and its installation can include several configuration steps. For
instructions on installing and configuring each application, see your application vendor’s
documentation.

To use a standalone application:

1. Ensure that the SEE machine for the application is in the directory %¥NFAST_HOME%\ cus-
tom-seemachines on the remote file system.

If an SEE machine has previously been loaded on the HSM, press
the Clear button on the front of the unit before proceeding to the
next step. This clears the current SEE machine from memory.

2. From the main menu on the front panel of the HSM, select CodeSafe.

3. To enable the HSM to publish the SEE World for multiple clients, enter the following
information when prompted:

° The name of the SEE machine file.
° The name of the user data file, if required.

° The type of custom SEE machine you are using (select SEE1ib or BSD1ib sock-

serv).
This option is only available if you have provided a valid user
data file in step 2. If BSD1ib sockserv is selected, worldid_pub-
o name, postload_prog, and postload_args will be passed to load
_seemachine. For detailed descriptions of the options in this
section, see load_seemachine.

° The ID of the SEE World to create.

o This option is only available if you have selected the SEE1ib
option in the previous step.
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o ‘ To use see-sock-serv directly, you must select BSD1ib sockserv.

11.5. Remotely loading and updating SEE machines

The SEE remote push facility allows the remote deployment of CodeSafe SEE machines to
an nShield HSM, negating the need to physically visit the HSM to load or update the SEE
machine. This is achieved by editing the configuration file on the RFS for a specific nShield
HSM to specify the new SEE machine, then setting a configuration flag in the config file to
true.

Before configuring a module to autonomously run an SEE machine and accept updates
using the RFS, the module must be configured to accept remotely-pushed configurations.
See Pushing configuration files to the nShield HSM.

For more information about configuring log file storage options, see Configuring log file
storage.

To configure an nShield HSM module to autonomously run an SEE machine and accept
updates using the RFS:

1. Copy the existing config file to a new file called config.new.

2. In the load_seemachine section of the config.new file for the remote module, add or
amend the following settings:

pull_rfs=true
machine_file=mymachinename.sar
userdata=myuserdata.sar
worldid_pubname=publ_name

These settings specify the type, name and user data of the SEE
e machine you wish to load. For more information about each setting,
see load_seemachine.

0 For CodeSafe Direct, the userdata file must be packed as a SAR
file.

The remote module will load the new SEE machine in place of any
e existing SEE machine. If no machine_file value is set, then pushing
the config file will remove any existing machines on the unit.

3. In the sys_log section of the config.new file for the remote module, add or amend the
following settings:
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behaviour=push
push_interval=1

These settings control how and where log messages are written.
Using the example above, messages will be written to the sys-

tem.log and hardserver.1log files of the module, which are accessi-
0 ble using the remote file system. You may wish to revise the
push_interval to a higher value once the nShield HSM has success
fully loaded the new SEE machine.

4. Run nopclearfail to clear the module, followed by enquiry to check that the module is
ready.

5. Run cfg-pushnethsm to push the new config file to the module.

To load a new SEE machine to multiple nShield HSMs, we recommend scheduling down
time for each HSM, upgrading them on a per HSM basis. Each nShield HSM configuration
file is specific to an individual HSM and each configuration file should be updated sepa-
rately to load the new SEE machine.

11.6. Microsoft CAPI CSP

We provide a Cryptographic Service Provider (CSP) that implements the Cryptographic API
(CAPI) supported in Windows 2003 and later.

11.6.1. Installing the CAPI CSP

A shortcut to the CSP installation wizard is placed in the Start menu: Start > Entrust
nShield Security World when installing the Security World Software. If you want to use 32-
bit applications with the nShield CAPI provider run the 32-bit installation wizard to install
the CAPI CSP, and if you want to use 64-bit applications with the nShield CAPI provider run
the 64-bit CSP installation wizard to install the CAPI CSP.

You can also use the CSP installation wizard to load existing Security Worlds, see Adding an
HSM to a Security World with the CSP or CNG wizard, generate new Operator Card Sets,
see Creating an Operator Card Set with the CSP or CNG wizard, and configure the set-up
parameters of the CAPI CSP including HSM Pool mode.

With module firmware version 2.65.2 or later, if your application only uses module protected
keys, you can use HSM Pool mode with multiple hardware security modules. HSM Pool
mode exposes a single pool of HSMs and supports returning or adding a hardware security
module to the pool without restarting the system. With a FIPS 140 Level 3 Security World,
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keys cannot be created in HSM Pool mode, however keys created outside HSM Pool mode
can be used in HSM Pool mode.

The CSP installation wizard is not suitable for creating complex Security
World setups. When creating such Security Worlds, or if you require
o more flexibility than the CSP installation wizard provides, we recom-
mend following the instructions in Creating a Security World using new-
world.

Use the standard Security World utility nfkmverify to check the security of all stored keys
in the Security World; nfkminfo, nfkmcheck and other standard utilities can also be used to
assist in this process.

The CSP installation wizard registers the CAPI CSP as a key provider on your system.

11.6.2. Importing a key

Use the cspimport utility to move keys between containers or to import a pre-generated
NFKM key into a container. For more information about using the cspimport utility, run
cspimport specifying either the --help or --usage options.

11.6.3. Supported algorithms

The nShield CSPs support a similar range of algorithms to the Microsoft CSP.

11.6.3.1. Symmetric algorithms

- CALG_DES

« CALG_3DES_112 (double-DES)
- CALG_3DES

- CALG_RC4

- CALG_AES_128

« CALG_AES_192

« CALG_AES_256

11.6.3.2. Asymmetric algorithms

« CALC_RSA_SIGN (only Enhanced RSA and AES Cryptographic Provider)
« CALC_RSA_KEYX (only Enhanced RSA and AES Cryptographic Provider)
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CALC_DSA_SIGN (only Enhanced DSS and Diffie-Hellman Cryptographic Provider and
DSS Signature Cryptographic Provider)

CALC_DSS_SIGN (only Enhanced DSS and Diffie-Hellman Cryptographic Provider)
CALC_DH_KEYX (only Enhanced DSS and Diffie-Hellman Cryptographic Provider)
CALC_DH_SF (only Enhanced DSS and Diffie-Hellman Cryptographic Provider)
CALC_DH_EPHEM (only Enhanced DSS and Diffie-Hellman Cryptographic Provider)

11.6.3.3. Hash algorithms

- CALG_SHA1

- CALG_SHA256

- CALG_SHA384

- CALG_SHA512

« CALG_SSL3_SHAMDS
- CALG_MD5

- CALG_MAC

» CALG_HMAC

In addition, the Enhanced SChannel Cryptographic Provider and the Enhanced DSS and
Diffie-Hellman SChannel Cryptographic Provider support all the internal algorithm types
necessary for SSL3 and TLS1 support.

The nShield CSPs do not support SSL2.

11.6.4. Container storage format

Versions of the CSP later than 1.11.0 have an updated container storage
0 mechanism. CSP containers are now stored as part of the Security
World instead of in the Windows registry file.

Versions of the CSP later than 1.11.0 use a non-backwards-compatible
container and key storage format. If you are installing version 1.11.0 or
o later of the CSP over older versions, you must run the cspmigrate utility
in order to convert containers and keys from the old system to the new

system.

CSP versions 1.11.0 and later have a number of advantages over older versions:

« The CSP state is easily mirrored between multiple machines simply by copying the con
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tents of the Key Management Data directory or by sharing the Key Management Data
directory across a network.

« The CSP key files can have arbitrary names (previously, the names of key files were
linked to their key type and their container name). This new method facilitates the
importation of existing Security World keys into the CSP.

 Every different container is now guaranteed to have a distinct storage location. There
were circumstances in CSP versions older than 1.11.0 in which two containers with simi
lar names could have shared the same keys wrongly.

However, there are some points to bear in mind concerning CSP versions 1.11.10 and later:

- If you want to share the same key between multiple computers, we supply the cspim-
port utility for transferring keys between containers.

« Any existing containers with older versions of the CSP must be migrated to the new for
mat. We provide a utility, cspmigrate, to migrate containers from the old to the new sys
tem.

11.6.5. Utilities for the CAPI CSP

To help you migrate from Windows registry-based CSP container storage to the new CSP
format, CSP version 1.11.0 and later provides you with a set of utilities. The new CSP format
stores all information about a Security World in the Key Management Data directory. There
are also utilities to manage the interfaces between the MSCAPI library and the module.

These utilities are:

Utility Description

cspcheck This utility checks that CSP container files are intact and uncorrupted, and also
that referenced key files exist. Use cspcheck in conjunction with nfkmcheck, but
run nfkmcheck first in order to test the integrity of your Security World files.

cspimport This utility allows you to insert keys manually into existing CSP containers.

This utility has two modes that either allow you to change a container’s key
association to that of an arbitrary Security World key or to copy CSP keys
between containers.
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Utility Description

cspmigrate This utility moves the CSP container information from the registry into the
Security World. If a new container already exists and has a key in it, and an iden
tically-named old container exists with the same key, the utility asks you which
key to keep. You can either:

Enter -q to keep the new keys.

Enter -f to overwrite new keys with old keys.

cspnvfix Regenerate the NVRAM key counter area for a specified nShield CSP key.
csptest Test the installed Cryptographic Service Providers.
csputils This utility lists CSP containers and provides detailed information about them.

It can also be used to delete container files if the current user has administra-

tive privileges.

configure-csp-poolmode The --mscapi option allows HSM Pool mode to be enabled or disabled for the
nShield CAPI CSP without using the CSP wizard.

keytst This utility displays information about existing CSP key containers by using the
Microsoft CryptoAPI. If you have the appropriate permissions, keytst also
allows you to create containers and their keys, as well as delete containers.

o Each of these commands has an -h option that displays the usage mes-
sage for the command.

11.6.6. Uninstalling the CAPI CSP

To uninstall the CAPI CSP and unregister it as a cryptographic provider on your system, run
the cngregister and cnginstall commands with the -U option. For more information, see
Utilities for CNG.

11.7. Microsoft Cryptography API: Next Generation (CNG)

Cryptography API: Next Generation (CNG) is the successor to the Microsoft Cryptographic
API (CAPI) and its long-term replacement. CNG is designed to be extensible at many levels
and cryptography agnostic in its behavior.

The Security World Software implementation of Microsoft CNG is supported on Microsoft
Windows Server 2016 and later releases. The nShield CNG CSP provides the benefits of
hardware-based encryption accessed through the standard Microsoft API, and supports the
National Security Agency (NSA) classified Suite B algorithms.
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11.7.1. Configuring the nShield CNG CSP

The DLL files that support the nShield CNG CSP are installed during product installation.
However, you need to register the CNG CSP without removing the provider DLL files from
your system.

You can unregister the nShield CNG CSP without removing the provider DLL files from your
system. After unregistering, you can reregister the nShield CNG CSP, removing the files
from your system. For more information, see Unregistering or reregistering the CNG CSP.

You can completely uninstall the nShield CNG CSP, removing the files from your system.
After uninstalling, you must reinstall the files and then reregister the CNG CSP before you
can use it. For more information, see Unregistering or reregistering the CNG CSP.

11.7.1.1. Registering the CNG CSP
You can register the nShield CNG CSP with:

+ CNG Configuration Wizard

+ The cngregister command-line utility

To register the nShield CNG CSP, the hardserver must be running and able to communicate
with at least one module. This requirement is normally fulfilled during the product installa-
tion process. You can check that this requirement is fulfilled by running the enquiry com-
mand-line utility and checking the output for details about the module.

11.7.1.1.1. Registering the CNG CSP with the CNG Configuration Wizard

We recommend using the CNG Configuration Wizard to register the nShield CNG CSP. The
product installation process places a shortcut to the CNG Configuration Wizard in the Win-
dows Start menu: Start > Entrust nShield Security World.

You can also use the CNG Configuration Wizard to load existing Secu-
rity Worlds, see Adding an HSM to a Security World with the CSP or
o CNG wizard, generate new OCSs, see Creating an Operator Card Set
with the CSP or CNG wizard, and configure the set-up parameters of
the CNG CSP including HSM Pool mode.

With module firmware version 2.65.2 or later, if your application only uses module protected
keys, you can use HSM Pool mode with multiple hardware security modules. HSM Pool
mode exposes a single pool of HSMs and supports returning or adding a hardware security
module to the pool without restarting the system. With a FIPS 140 Level 3 Security World,
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keys cannot be created in HSM Pool mode, however keys created outside HSM Pool mode

can be used in HSM Pool mode.

To register the CNG CSP with the CNG Configuration Wizard, you must have already cre-
ated a Security World and chosen a key protection method, either module-protection or
OCS-protection. If you chose OCS-protection, you must also have already created an OCS
before you can register the nShield CNG CSP with the CNG Configuration Wizard.

The CNG Configuration Wizard is not suitable for creating complex
Security World setups or for creating Security Worlds with the unit.
o When creating such Security Worlds, or if you require more flexibility
than the CNG configuration wizard provides, we recommend following

the instructions in Creating a Security World using new-world.

If you use the CNG Configuration Wizard to create a Security World (and, if appropriate, an
OCS), the wizard automatically prompts you to register the CNG CSP after you have ful-
filled the necessary prerequisites.

You can also use the CNG Configuration Wizard to change an existing configuration at any
time by running the wizard as usual and choosing the Use the existing security world
option on the Initial setup screen.

To register the CNG CSP with the CNG Configuration Wizard after the necessary key-pro-
tection prerequisites have been fulfilled:

1. If the wizard is not already running:

a. Run the wizard by double-clicking its shortcut in the Windows Start menu: Start >
Entrust nShield Security World.

The wizard displays the welcome window.
b. Click the Next button.

The wizard allows you to configure HSM Pool mode for CNG.
c. Click the Next button.

If the prerequisite to create a Security World has been fulfilled, the wizard displays

a confirmation screen.
d. Click the Next button.

The wizard displays a screen confirming that your Security World and (if you
chose to create an OCS) an OCS have been created.

o ‘ If you chose module-protection for your keys, the wizard does
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not confirm that an OCS has been created.

2. When the wizard has confirmed that it is ready to register the nShield CNG providers,
click the Next button.

The wizard registers the nShield CNG CSP.

You cannot use the CNG Configuration Wizard to configure the
nShield CNG providers for use as defaults. We recommend that

o you always use the nShield CNG providers by selecting them
directly with the application that is using CNG.

When configuration of your nShield CNG CSP is complete, the wizard displays a confirma-

tion screen.

11.7.1.1.2. Registering the CNG CSP with cngregister

You can use the cngregister command-line utility to register the nShield CNG CSP manu-
ally even if you have not already created a Security World (or, if you choose OCS-protec-
tion for your keys, even if you have not already created an OCS).

To register the nShield CNG CSP with the cngregister command-line utility, run the com-
mand without specifying any options:

cngregister

You cannot use the cngregister command-line utility to configure the
o nShield CNG providers for use as defaults. We recommend that you
always use the cngregister command-line utility, see cngregister.

11.7.1.2. Unregistering or reregistering the CNG CSP

You can use the cngregister command-line utility to unregister or reregister the nShield
CNG CSP manually.

To unregister the nShield CNG CSP, run the command:

cngregister -U

This command unregisters the CNG CSP, but does not remove the provider DLL files from
your system. For information about removing these files, see Uninstalling or reinstalling the
CNG CSP.
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If any applications or services are using the nShield CNG providers for
o key storage or cryptography, unregistering the CNG CSP, you can rereg
ister it at any time as long as the files have not been uninstalled from

your system.

After unregistering the nShield CNG CSP, you can reregister it at any time as long as the
files have not been uninstalled from your system. To reregister the nShield CNG CSP on

your system, run the command:

cngregister

You cannot use the cngregister command-line utility to configure the
nShield CNG providers for use as defaults. We recommend that you

0 always use the nShield CNG providers by selecting them directly with
the application that is using CNG.

For more information about these command-line utilities, see Utilities for CNG.

11.7.1.3. Uninstalling or reinstalling the CNG CSP
To uninstall the nShield CNG CSP:

1. To remove any and all dependencies that you have set, run the command:

ncsvedep -x

0 ‘ Always run ncsvedep as a user with full administrative privileges.
2. Unregister the nShield CNG CSP on your system by running the command:

cngregister -U

This command unregisters the CNG CSP, but does not remove the provider DLL files
from your system.

3. Uninstall the nShield CNG DLLs from your system:

° On 32-bit versions of Windows, run the command:

cnginstall32 -U

° On 64-bit versions of Windows, run the command:
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cnginstall -U

To reinstall the nShield CNG CSP after you have previously uninstalled it:

1. Reinstall the nShield CNG CSP files on your system:

° On 32-bit versions of Windows, run the command:

cnginstall3? -i

° On 64-bit versions of Windows, run the command:

cnginstall -i

2. Reregister the nShield CNG CSP on your system by running the command:
cngregister

For more information about these command-line utilities, see Utilities for CNG

11.7.2. Supported algorithms for CNG

This section lists the National Security Agency (NSA) classified Suite B algorithms sup-
ported by the nShield CNG providers.

o ‘ The MQYV algorithm is not supported by the nShield CNG providers.

11.7.2.1. Signature interfaces (key signing)

Interface name Type of support
RSA PKCS#1 v1 Hardware
RSA PSS Hardware
DSA Hardware
ECDSA_P224 Hardware
ECDSA_P256 Hardware
ECDSA_P384 Hardware
ECDSA_P521 Hardware
0 ‘ Hashes used with ECDSA must be of the same length or shorter than
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the curve itself. If you attempt to use a hash longer than the curve the
operation returns NOT_SUPPORTED. In FIPS 140 Level 3 Security Worlds
ECDSA signing is only supported where the length of the curve is
approximately the length of the hash.

11.7.2.2. Hashes

Hash name Type of support

SHA1 Hardware (HMAC only)/software

SHA256 Hardware (HMAC only)/software

SHA384 Hardware (HMAC only)/software

SHA512 Hardware (HMAC only)/software

SHA224 Hardware (HMAC only, requires firmware version 2.33.60

or later)/software

MD5 Hardware (HMAC only)/software

o ‘ MD5 is not supported in FIPS 140 mode.

11.7.2.3. Asymmetric encryption

Algorithm name Type of support
RSA Raw (NCRYPT_NO_PADDING_FLAG) Hardware
RSA PKCS#1v1(NCRYPT_PAD_PKCS1_FLAG) Hardware
RSA OAEP (NCRYPT_PAD_OAEP_FLAG) Hardware

11.7.2.4. Symmetric encryption

Algorithm name Type of support

RC4 Hardware and Software (not supported in FIPS 140 Level 3
mode)

AES ECB,CBC Hardware and Software

DES ECB,CBC Hardware and Software (DES is not supported in FIPS 140

Level 3 mode)
3DES ECB,CBC Hardware and Software

3DES_112 ECB,CBC Hardware and Software
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11.7.2.5. Key exchange

Protocol name Type of support
DH Hardware
ECDH_P224 Hardware
ECDH_P256 Hardware
ECDH_P348 Hardware
ECDH_P521 Hardware

Elliptic curve cryptography algorithms must be enabled before use. Use
the fet command-line utility with an appropriate certificate to enable a

purchased feature. If you enable the elliptic curve feature on your mod-
e ules after you first register the CNG providers, you must run the configu
ration wizard again for the elliptic curve algorithm providers to be regis-
tered.

11.7.2.6. Random Number Generation

Name Type of support

RNG Hardware

11.7.3. Migrating keys for CNG

We provide functionality for migrating existing keys from other providers into the Security
World Key Storage Provider. To identify installed providers, run the command:

cnglist --list-providers

To identify the keys that are available from a particular provider, run the command:

cnglist --list-keys --provider="ProviderName"

In this command, ProviderName is the name of the provider. The following command pro-
vides an example of identifying keys from the Security World Key Storage Provider:

cnglist --list-keys --provider="nCipher Security World Key Storage Provider"
MyApp Personal Data Key: RSA

CertReq-5eb45f6d-6798-472f-b668-288bc5d961da: ECDSA_P256 machine

WebServer Signing Key: DSA machine
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ADCS-Root-Key: ECDSA_P521 machine

To list the keys available from the Security World Key Storage Provider,
run the command cnglist --1ist-keys (without specifying the
--provider option).

11.7.3.1. Importing a Microsoft CAPI key into the Security World Key Storage Provider

To import a Microsoft CAPI key into the Security World Key Storage Provider, first run the
CAPI utility csputils to identify the existing CAPI containers and their key contents.

CAPI containers can contain either a signing key or a key exchange key, or both. The follow-
ing example shows how to import both a signing key and a key exchange key from a
Microsoft CAPI container:

cngimport -m --csp="Microsoft Strong Cryptographic Provider"

-k "EXAMPLE_CAPICONTAINER"
"EXAMPLE_IMPORTED_SIGNATURE_CAPICONTAINER"
"EXAMPLE_IMPORTED_KEYEXCHANGE_CAPICONTAINER"

To check the success of the import, list the keys present in the Security World Key Storage
Provider:

cnglist --list-keys
EXAMPLE_IMPORTED_SIGNATURE_CAPICONTAINER: RSA
EXAMPLE_IMPORTED_KEYEXCHANGE _CAPICONTAINER: DH

The following example command shows how to import a single signing key:

cngimport -m -s --csp="Microsoft Strong Cryptographic Provider"
--key="EXAMPLE_CAPICONTAINER"
"EXAMPLE_IMPORTED_SIGNATURE_ONLY_CAPICONTAINER"

Run the cnglist command with the --1ist-keys option to check the success of the key

import:

cnglist --list-keys
EXAMPLE _IMPORTED_SIGNATURE_ONLY_CAPICONTAINER: RSA

The cngimport option -m/--migrate cannot be used to migrate nShield
CAPI container keys to CNG. For information about importing nShield

0 CAPI container keys into CNG, see Importing a Microsoft CNG key into
the Security World Key Storage Provider.
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11.7.3.2. Importing a Microsoft CNG key into the Security World Key Storage Provider

To import a Microsoft CNG key into the Security World Key Storage Provider, run the cngim
port command as shown in the following example:

cngimport -m
-k "EXAMPLE_RSA_1024"
"IMPORTED_RSA_1024"

Run the cnglist command with the --1ist-keys option to check the success of the key
import:

cnglist --list-keys
IMPORTED_RSA_1024: RSA

The original key is not deleted from the provider from which it was imported:

cnglist --list-keys --provider="Microsoft Software Key Storage Provider"
EXAMPLE_RSA_1024

Certain applications, such as Certificate Services, create keys using the
Microsoft Software Key Storage Provider which cannot be exported.

o Attempting to import such a key into the nShield provider results in the
following message:

cngimport -m -k WIN-KQ1Z6JIMCUTB-CA WIN-ncipher-CA
Unable to continue.
This key can not be exported from Microsoft Software Key Storage Provider.

11.7.3.3. Importing a Security World key into the Security World Key Storage Provider

To import a Security World key into the Security World Key Storage Provider, run the cngim-
port utility as shown in the following example:

cngimport --import --key=nfkmsimplel --appname=simple nfkmsimplel
Found key 'nfkmsimplel’
Importing NFKM key.. done

Run cnglist with the --1ist-keys option to confirm that the key has been successfully
imported:

cnglist --list-keys
nfkmsimplel: RSA
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To import an nShield CAPI container into the Security World Key Storage Provider, run the
csputils command to identify the container name:

csputils -1
File ID Container name Container owner DLL name S X
31e994f07 CONTAINER2 SYWELL\Administrato ncsp * *
332b082a8 CAPICONTAINER SYWELL\Administrato ncsp * ok
2 containers and 4 keys found.
o Run the csputils command with the -1 and -m options to migrate an
nShield CAPI machine container.

Identify the Security World key names of the keys in the container by running the csputils
command as follows:

csputils -d -n CAPICONTAINER
Detailed report for container ID #3a32b082a8f2eelabacb756d5e95b09817072807a

Filename: key_mscapi_container-3a2b082a8f2eelabacb756d5e95b09817072807a
Container name: CAPICONTAINER

User name: SYWELL\Administrator

User SID: s-1-5-21-352906761-2625708315-3490211485-500

CSP DLL name: ncsp.dll

Filename for signature key is key_mscapi_ce51adee@ea164b993d1edcbf639f2be62c53222
Key was generated by the CSP
Key hash: ce51aleeleal64b993d1edcbf639f2beb2c53222
Key 1is recoverable.

Key is cardset protected.

Cardset name: nopin
Sharing parameters: 1 of 1 shares required.
Cardset hash: d45b30e7b60cb226f5ade5b541536bcT1cc465fad

Cardset is non-persistent.
Filename for key exchange key is key_mscapi_dbd84e8155e144c59cf8797d16e7f8bd19ac446a
Key was generated by the CSP
Key hash: dbd84e8155e144¢59¢8797d16e78bd19ac446a
Key 1is recoverable.
Key is cardset protected.

Cardset name: nopin
Sharing parameters: 1 of 1 shares required.
Cardset hash: d45b30e7b60cb226f5ade5b54536bcTcc465fad

Cardset is non-persistent.
1 container and 2 keys found.

The key name to pass to the cngimport command --key option is the part of the key name
that follows key_mscapi_ in the output line that starts Filename for signature key is
key_mscapi_.

For example, the signature key file name for CAPICONTAINER in the example shown above is
key_mscapi_ce51aleeleal164b993d1edcbf639f2be62c53222, so ce51aleedeal64b993dTed-
cbf639f2beb2¢53222 is the key name that should be passed to cngimport:

cngimport --import --key="ce51alee@eal64b993d1edcbf639f2be62c53222" --
appname="mscapi" Signature_Key_Imported_From_nCipher_CAPI
Found unnamed key
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Importing NFKM key.. done

Run cnglist with the --1ist-keys option to confirm that the key has been successfully
imported:

cnglist --list-keys
Signature_Key_Imported_From_nCipher_CAPI: RSA
cngsoak: ECDH_P256

Follow the same procedure for importing the key exchange key from the nShield CAPI con-
tainer.

11.7.4. Using CAPI keys in CNG

We now provide the capability to use keys generated by CAPI in CNG applications. This is
provided through the standard NCryptOpenKey CNG API call. Passing either AT_SIGNATURE or
AT_KEYEXCHANGE as the dwLegacyKeySpec parameter and the CAPI container name as the
pszKeyName parameter will invoke this mode of operation. The CAPI key will be loaded into
the CNG provider and will behave as if it was a CNG key. Any key authorization required will
be handled with a user interface being invoked to prompt the application user to insert the
smart card or enter appropriate passphrases. There is support for Key Usage and Key Count
ing properties.

The CNG application has to be written such that it calls NCryptOpenKey to open a CAPI key
explicitly.

11.7.5. Utilities for CNG

Use the nfkmverify command-line utility to check the security of all stored keys in the Secu
rity World. Use nfkminfo, nfkmcheck, and other command-line utilities to assist in this
process.

The following table lists the utilities specific to the nShield CNG CSP:

x86 x64 Utility description

cngimport32.exe cngimport.exe This key migration utility is used to migrate Secu-
rity World, CAPI, and CNG keys to the Security
World Key Storage Provider.

cnginstall32.exe cnginstall.exe This utility is the nShield CNG CSP installer. Only
use this utility to remove or reinstall the provider
DLLs and associated registry entries manually.
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x86 x64 Utility description
cnglist32.exe cnglist.exe This utility lists information about CNG CSP.
cngregister32.exe cngregister.exe This is the nShield CNG CSP registration utility.

You can use it to unregister and re-register the

ncsvedep32.exe ncsvedep.exe This utility is the service dependency tool. You
can configure some service based applications,
such as Microsoft Certificate Services and IIS, to
use the nShield CNG CSP. The

These utilities are located in the bin directory of your Security World Software installation
(for example, $NFAST_HOME%\b1in).

On 64-bit versions of Windows, both the 32-bit and 64-bit versions of
the listed utilities are installed. When working on an 64-bit version of

0 Windows, always ensure that you use the 64-bit version of the utility (if
one is available).

11.7.5.1. cngimport

Use cngimport to migrate keys to the Security World Key Storage Provider. For more infor-
mation, see Migrating keys for CNG.

11.7.5.2. cnginstall

The cnginstall utility is used by the Security World Software installation wizard. You can
also use this utility to manually uninstall (or reinstall) the nShield CNG DLLs and registry
entries.

To uninstall the nShield CNG DLL files, run the command:

cnginstall -U

This command removes the provider DLL files from your system. It produces output of the
form:

ncksppt.dll removed.
nckspsw.dll removed.
ncpp.dll removed.

Before you uninstall the nShield CNG DLL files, ensure that you unregister the CNG CSP.
For more information, see:
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+ cngregister
« Unregistering or reregistering the CNG CSP

After unregistering the nShield CNG CSP, you can reregister it at any time as long as the
files have not been uninstallted from your system. To reregister the nShield CNG CSP on
your system, run the command:

cngregister

For more information about uninstalling and reinstalling the nShield CNG CSP with cngin-
stall, see Uninstalling or reinstalling the CNG CSP.

11.7.5.3. cngregister
Use cngregister to unregister the nShield CNG CSP manually.

To unregister the nShield CNG CSP, run the command:

cngregister -U

This command produces output for the form:

Unregistered provider 'nCipher Primitive Provider'
Unregistered provider 'nCipher Security World Key Storage Provider'

This command unregisters the CNG CSP, but does not remove the provider DLL files from
your system. For information about removing these files, see:

+ cnginstall

+ Uninstalling or reinstalling the CNG CSP.

o If any applications or services are using the nShield CNG CSP for key
storage or cryptography, unregistering it can cause system instability.

After unregistering the nShield CNG CSP, you can reregister it at any time as long as the
files have not been uninstalled from your system. To reregister the nShield CNG CSP on

your system, run the command:

cngregister

You cannot use the cngregister command-line utility to configure the
o nShield CNG providers for use as defaults. We recommend that you
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always use the nShield CNG providers by selecting them directly with
the application that is using CNG.

11.7.5.4. cngsoak

Use cngsoak to obtain statistics about the performance of the nShield CNG CSP. Specifi-
cally, use cngsoak to determine the speed of:

- Signing a hash (cngsoak --sign)
- encryption (cngsoak --encrypt)
- key exchange (cngsoak --keyx)

- key generation (cngsoak --generate).

The output from cngsoak displays information as columns of information. From left to right,
these columns display:

+ The time in second that cngsoak has been running
« the total number of operations completed
« the number of operations completed in last second

+ the average number of operations completed each second.

11.7.5.5. ncsvedep

Use the ncsvedep utility to ensure that the nShield nFast Server service is running before
certain services are enabled. For example, Active Directory Certificate Services or Internet
Information Services require that the hardserver is running in order to use the nShield CNG
CSP. Failure to set this dependency can lead to system instability.

To list installed services, run the ncsvedep command with the -1 option:

ncsvedep -1

Output from this command has the form:

Installed Services (Count - "Display Name" - "Service Name")
0 - "Application Experience" - "AelookupSvc"
1 - "Application Layer Gateway Service" - "ALG"

2 - "Application Information" - "Appinfo"

3 - "Application Management" - "AppMgmt"

4 - "Windows Audio Endpoint Builder" - "AudioEndpointBuilder"
108 - "nFast Server" - "nFast Server"

109 - "Active Directory Certificate Services" - "CertSvc"
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o ‘ Always run ncsvedep as a user with full administrative privileges.

To set a dependency, run the command:

ncsvedep -a "DependentService"

In this command, DependentService is the service that has the dependency. The following
example shows how to make the Active Directory Certificate Services dependent on the
nFast Server:

ncsvedep -a "CertSve"
Dependency change succeeded.

To remove a specific dependency relationship, run ncsvedep with the -r option, for exam-
ple:

ncsvedep -r "CertSve"
Dependency change succeeded.

To remove all dependencies, run ncsvedep with the -x option:

ncsvedep -x
0 Microsoft Certificate Services require that the certsvc service is made
dependent on the hardserver.
o Microsoft Internet Information Services require that the http service is
made dependent on the hardserver.

11.7.5.6. cnglist
Use cnglist to display details of CNG providers, keys, and algorithms.

To list details of the CNG providers, run the cnglist command with the --1ist-providers
option:

cnglist --list-providers

Output from this command is of the form:

Microsoft Primitive Provider
Microsoft Smart Card Key Storage Provider
Microsoft Software Key Storage Provider

nShield Connect v13.3 User Guide (Windows) 257/502



Chapter 11. Application interfaces

Microsoft SSL Protocol Provider
nCipher Primitive Provider
nCipher Security World Key Storage Provider

To list details of the algorithms, run the cnglist command with the --1ist-algorithms
option:

cnglist --list-algorithms

Output from this command has the form:

BCryptEnumAlgorithms(BCRYPT_CIPHER_OPERATION):

Name Class Flags
AES 0x00000001 0x0
RC4 0x00000001 0x0
DES 0x00000001 0x0
DESX 0x00000001 0x0
3DES 0x00000001 0x0
3DES_112 0x00000001 0x0
BCryptEnumAlgorithms(BCRYPT_HASH_OPERATION):
Name Class Flags
SHA1 0x00000002 0x0
MD2 0x00000002 0x0
MD4 0x00000002 0x0
MD5 0x00000002 0x0
SHA256 0x00000002 0x0
SHA384 0x00000002 0x0
SHA512 0x00000002 0x0
AES-GMAC 0x00000002 0x0
SHA224 0x00000002 0x0
BCryptEnumAlgorithms(BCRYPT_ASYMMETRIC_ENCRYPTION_OPERATION):
Name Class Flags
RSA 0x00000003 0x0

To list details of the algorithms for the Security World Key Storage Provider, run the cnglist
command with the --1ist-alqgorithms, --keystorage, and --nc options:

cnglist --list-algorithms --keystorage --nc

Output from this command has the form:

NCryptEnumAlgorithms (NCRYPT_CIPHER_OPERATION) no supported algorithms
NCryptEnumAlgorithms(NCRYPT_HASH_OPERATION) no supported algorithms
NCryptEnumAlgorithms (NCRYPT_ASYMMETRIC_ENCRYPTION_OPERATION):

Name Class Operations Flags
RSA 0x00000003 0x00000014 0x0
NCryptEnumAlgorithms(NCRYPT_SECRET_AGREEMENT_OPERATION):
Name Class Operations Flags
DH 0x00000004 0x00000008 0x0
ECDH_P224 0x00000004 0x00000003 0x0
ECDH_P256 0x00000004 0x00000008 0x0
ECDH_P384 0x00000004 0x000000038 0x0
ECDH_P521 0x00000004 0x000000038 0x0
NCryptEnumAlgorithms (NCRYPT_SIGNATURE_OPERATION):
Name Class Operations Flags
RSA 0x00000003 0x00000014 0x0
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DSA 0x00000005 0x00000010 0x0
ECDSA_P224 0x00000005 0x00000010 0x0
ECDSA_P256 0x00000005 0x00000010 0x0
ECDSA_P384 0x00000005 0x00000010 0x0
ECDSA_P521 0x00000005 0x00000010 0x0

To list details of the algorithms for a specific named key storage provider, run the cnglist
command with the --1ist-algorithms and --provider="ProviderName" options:

cnglist --list-algorithms --provider="Microsoft Software Key Storage Provider"

Output from this command has the form:

Microsoft Software Key Storage Provider
NCryptEnumAlgorithms(NCRYPT_CIPHER_OPERATION) no supported algorithms
NCryptEnumAlgorithms(NCRYPT_HASH_OPERATION) no supported algorithms
NCryptEnumAlgorithms (NCRYPT_ASYMMETRIC_ENCRYPTION_OPERATION):

Name Class Operations Flags
RSA 0x00000003 0x00000014 0x0
NCryptEnumAlgorithms (NCRYPT_SECRET_AGREEMENT_OPERATION):
Name Class Operations Flags
DH 0x00000004 0x00000008 0x0
ECDH_P256 0x00000004 0x00000018 0x0
ECDH_P384 0x00000004 0x00000018 0x0
ECDH_P521 0x00000004 0x00000018 0x0
NCryptEnumAlgorithms (NCRYPT_SIGNATURE_OPERATION):
Name Class Operations Flags
RSA 0x00000003 0x00000014 0x0
DSA 0x00000005 0x00000010 0x0
ECDSA_P256 0x00000005 0x00000010 0x0
ECDSA_P384 0x00000005 0x00000010 0x0
ECDSA_P521 0x00000005 0x00000010 0x0

11.7.5.6.1. configure-csp-poolmode

The configure-csp-poolmode utility allows HSM Pool mode to be enabled or disabled for the
nShield CNG CSP without using the CNG wizard.

To enable HSM Pool mode for CNG run the command:

configure-csp-poolmode --cng --enable

To disable HSM Pool mode for CNG run the command:

configure-csp-poolmode --cng --disable

To remove HSM Pool mode setting for CNG from the registry, use the command:

configure-csp-poolmode --cng --remove
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12. Remote Operator

This chapter explains:

« The concept of Remote Operator

+ How to configure Remote Operator.

If you wish to use the Remote Operator feature, you must have enabled
it as described in Enabling optional features. The Remote Operator fea-

0 ture must have been ordered for, and enabled on, the nShield module
that you intend to use as the remote, unattended module.

12.1. About Remote Operator

The Remote Operator feature enables the contents of a smart card inserted into the slot of
one module (the attended module) to be securely transmitted and loaded onto another
module (an unattended module). This is useful when you need to load an OCS-protected
key onto a machine to which you do not have physical access (because, for example, it is in

a secure area).

For Remote Operator to work, the modules must be in the same Security World. You insert
the required cards from the OCS into a slot in the attended module. From this module, the
contents of the OCS are transmitted over secure channels to the unattended module,
which then loads them. You do not need physical access to the unattended module in order
to load the OCS onto it.

The following limitations apply to Remote Operator:

+ You cannot access non-persistent card sets remotely

+ You cannot use the createocs command-line utility to write new cards or card sets
remotely.

You can export a slot from an attended module and import a slot to any (unattended) mod-
ule in the Security World. Before you can import a slot to one module, you must first export
it from another module.

12.2. Configuring Remote Operator

This section explains how to configure Remote Operator.
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12.2.1. Overview of configuring Remote Operator

Before you can use Remote Operator, you must perform the following initial configuration
tasks:

1. Configure the HSMs for Remote Operator.

The HSMs must be in the same Security World, and must have been initialized with
remote card set reading enabled.

Both the attended and the unattended HSM must be in operational mode before they
can import or export slots. * The HSM must be in pre-initialization mode. See Checking
and changing the mode on the HSM for more about changing the mode.

2. Configure the HSMs for slot import and export, as appropriate.
Starting from 12.81, you can export and import dynamic slots as Remote Operator slots.
After the initial configuration is complete, to use Remote Operator you must:

1. Create a Remote OCS (that is, an OCS with the correct permissions for Remote Opera
tor).

2. Generate keys that are protected by the Remote OCS.

3. Ensure your application is configured to use keys protected by the Remote OCS.

12.2.2. Configuring HSMs for Remote Operator

1. Ensure both HSMs are initialized into the same Security World; see Adding or restoring
an HSM to the Security World.

By default, HSMs are initialized with remote card-set reading
enabled. If you do not want an HSM to be able to read remote card

0 sets, you can initialize it by running the new-wor1ld with the -S MOD
ULE (where MODULE is the HSM's ID number).

2. For the unattended HSM:

a. Check whether the Remote Operator feature is enabled by running the enquiry
command-line utility. The output for the HSM must include Remote Share in its list
of Features.

b. Check whether the HSM has permission to allow loading of Remote OCSs by
selecting Security World mgmt > Display World info.

c. Check whether the correct software, with permission to receive remote shares, is
present by running the nfkminfo command-line utility.
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The output from this selection must show that flags are set to include ShareTar-
get, as in the following example:

Module #1

generation 2

state 0x2 Usable

flags 0x10000 ShareTarget

n_slots 3

esn 8851-43DF-3795

hkml 391eb12cf98c112094c1d3cadbc54bfe3cd7a103

12.2.3. Configuring slot import and export
For information about the parameters controlled by the hardserver configuration file, see:

« slot_exports
+ slot_imports

+ slot_mapping
Before you can configure hardservers for Remote Operator, ensure that:

+ You have configured the attended and unattended HSMs for Remote Operator as
described in Configuring HSMs for Remote Operator.

« Your network firewall settings are correct. See the Installation Guide for more informa-
tion about firewall settings.

When the HSMs have been configured, use one of the following methods to configure slot
import and export:

+ Use the nShield HSM front panel, see Configuring slot import and export using the
nShield HSM front panel.

« Update the HSM configuration file, see Configuring hardservers for Remote Operator
using the HSM configuration file.

12.2.3.1. Configuring slot import and export using the nShield HSM front panel

1. Configure the attended HSM to export a slot by following these steps:

a. From the main menu, select Security World mgmt > Set up remote slots > Export
slot.

Use this option for exporting slot #0 only.

If you need to configure the export of slots other than O, see Configuring hard-
servers for Remote Operator using the HSM configuration file.
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b. Specify the HSM to which the slot is being export by supplying values for:
® The IP address of the unattended HSM
® The ESN of the unattended HSM.

2. Configure the unattended HSM to import the slot that you are exporting from the
attended HSM by following these steps:

a. From the main menu, select Security World mgmt > Set up remote slots > Import
slot.

b. Specify the details of the Remote Operator slot by supplying values for:
" The IP address of the HSM from which the slot is being exported
" The ESN of the HSM from which the slot is being exported
" The ID of the slot on the importing HSM

" The port to use to connect to the hardserver hosting the attended HSM.

You can check that the slot was imported successfully by, on the unattended machine, run-
ning the command:

slotinfo -m 1

If slot importation was successful, the output from this command includes the line:

Slot Type Token IC Flags Details
#0  Smartcard present 3 A

#1  Software Tkn = 0

#2  Smartcard = 0 AR

The Rin the Flags column indicates that slot 2 is a Remote Operator slot.

Applications running on the unattended machine can now use slot 2 to load OCSs that are
presented to slot @ on the attended machine. If any of the cards require a passphrase, the
application must pass this to the unattended HSM in the usual way.

For the application to be able to load the OCS onto the unattended HSM, it must be able to
read the card set files associated with the OCS from the local Key Management Data direc-
tory. If the OCS was created on a different machine, you must copy the card set files in the
Key Management Data directory onto the unattended machine (either manually or by using
client cooperation; for more information, see Setting up client cooperation).

The same applies for any keys that an application on an unattended HSM needs to load but
that were not generated on that machine.

12.2.3.2. Configuring hardservers for Remote Operator using the HSM configuration file
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1. On the attended HSM's host machine, configure the hardserver to allow slot O of the
local HSM (with ESN AAAA-AAAA-AAAA) to be exported to a remote HSM (with ESN
BBBB-BBBB-BBBB, hosted by the machine with the IP address 222.222.222.222):

a. Create a copy of the configuration file as config.new in the following directory.

C:\ProgramData\nCipher\nfast\kmdata\hsm-ESN\config

b. Edit the sections related to slot export in config.new:

[slot_exports]
Start of the slot_exports section
Local slots that the hardserver should allow remote modules to import. Note
that if a slot which has been remapped in the slot_mapping section is to be
exported, it must be referred to in this section by its original
(pre-mapping) local_slotid.
Each entry has the following fields:

ESN of the local module whose slot is allowed to be exported.
local_esn=ESN

local_slotid=INT

IP address of the machine allowed to import the slot or empty to allow all
machines. (which is the default)
remote_ip=ADDR

ESN of the module allowed to import the slot or "" to allow all modules
which are permitted in the security world. (default ="")

#
#
#
#
#
#
#
#
#
#
# SlotID of the slot which is allowed to be exported. (default=0)
#
#
#
#
#
#
#
#
# remote_esn=ESN

[slot_mapping]

# Start of the slot_mapping section

# Slot remapping configuration. Notes for Remote Operator users: If a slot
# which is remapped in this section is also exported in the slot_exports
# section, the local_slotid field in the slot_exports section must be set to
# the original (pre-mapping) local_slotid. When importing that slot in another
# module, the slot_imports section must refer instead to the new
# (post-mapping) remote_slotid.

# Each entry has the following fields:
#

#

#

#

i

#

i

ESN of the module on which slot @ will be remapped with another.
esn=ESN

Slot to exchange with slot @. Setting this value to @ means do
nothing. (default=0)
slot=INT

c. Run the cfg-pushnethsm utility on the updated configuration file, specifying the
updated file and the network address of the nShield HSM to load the new configu

ration.

cfg-pushnethsm --address=<module_address> <path_to_config_file>

nShield Connect v13.3 User Guide (Windows) 264/502



Chapter 12. Remote Operator

d. Check that the configuration file has been updated. This can be confirmed using
the timestamp on the updated config file.

e. Clear the HSM for the changes to take effect, run the nopclearfail command:

2. On the unattended module’s host machine, configure the hardserver to import slot O
from the remote attended module (with ESN AAAA-AAAA-AAAA, hosted by the
machine with the IP address 111.111.111.111) to the local module (with ESN BBBB-BBB-
BBBB).

a. Edit the sections related to slot import in config.new:

[slot_imports]
Start of the slot_imports section
Remote slots that the hardserver should import to modules on this machine.
Note that if a remote slot which has been remapped in the slot_mapping
section on the remote system is to be imported, it must be referred to in
this section by its new (post-mapping) remote_slotid.
Each entry has the following fields:

ESN of the local module to import the slot to
local_esn=ESN

#

#

#

#

#

#

#

#

#

i

# SlotID to use to refer to the slot when it is imported on the local module.
# Setting this value to @ means it will be automatically assigned to the

# lowest available value. (default=0)

# local_slotid=INT

#

# IP address of the machine hosting the slot to import

# remote_ip=ADDR

#
i
i
i
#
#
#
#
i

Port to connect to on the remote machine
remote_port=PORT

ESN of the remote module to import the slot from
remote_esn=ESN

SlotID of the slot to import on the remote module (default=0)
remote_slotid=INT

b. Run the cfg-pushnethsm utility on the updated configuration file, specifying the
updated file and the network address of the nShield HSM to load the new configu
ration.

cfg-pushnethsm --address=<module_address> <path_to_config_file>

c. Check that the configuration file has been updated. This can be confirmed using
the timestamp on the updated config file.

d. Clear the HSM for the changes to take effect, run the nopclearfail command:

3. Check the Remote Operator slot configuration:

slotinfo -m 1
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If slot import was successful, the output from this command includes the line:

Slot Type Token IC Flags Details
#0  Smartcard present 3 A

#1  Software Tkn = 0

#2  Smartcard = 0 AR

The Rin the Flags column indicates that slot 2 is a Remote Operator slot.

Applications running on the unattended machine can now use slot 2 to load OCSs that are
presented to slot @ on the attended machine. If any of the cards require a passphrase, the
application must pass this to the unattended HSM in the usual way.

For the application to be able to load the OCS onto the unattended HSM, it must be able to
read the card set files associated with the OCS from the local Key Management Data direc-
tory. If the OCS was created on a different machine, you must copy the card set files in the
Key Management Data directory onto the unattended machine (either manually or by using
client cooperation; for more information, see Setting up client cooperation).

The same applies for any keys that an application on an unattended HSM needs to load but
that were not generated on that machine.

12.2.4. Using Remote Operator with applications requiring cards in slot O

If you want to use Remote Operator, but have an application that expects cards to be pre-
sented in slot O, you must configure a slot mapping for each affected HSM.

1. Do one of the following:

a. Use the slot_mapping section in the module configuration file to define a Dynamic
Slot to exchange with slot O for an HSM and push the updated configuration file
to the nShield HSM.

See HSM and client configuration files for more about module configuration file,
slot_mapping for more about the slot_mapping section and xref:config-
ure.adoc#AboutUserPrivileges,About user privileges>> for more about editing the
module configuration file.

Or:

b. Use the front panel controls to navigate to Security World mgmt > Set up
dynamic slots > Slot mapping and follow the instructions on the screen.

You can check the mapping by:

« Running the command:
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slotinfo -m 1

For example, if remote slot #2 has been mapped to slot #0, the output from this com-

mand includes the lines:

Slot Type Token IC Flags Details
#0 Smartcard - 1 AR
#1 Software Tkn - 0
#2 Smartcard - 0 A

« The Rin the Flags column indicates that slot #0 is now a Remote Slot

Slot mapping can also be configured for a dynamic remote slot, i.e.
a dynamic slot in a different HSM which has been imported to the
relevant HSM. The Flags column wi